@ univention

be open.

Univention Corporate Server

Manual for users and administrators

www.univention.de




@ univention

be open.

Version 4.1-5
Date: November 7th, 2017

Alle Rechte vorbehalten./ All rights reserved.
(c) 2002-2017

Univention GmbH

Mary-Somerville-Stral3e 1

28359 Bremen

Deutschland

feedback @univention.de

Jede aufgefuhrte Marke und jedes Warenzei chen steht im Eigentum ihrer jeweiligen eingetragenen Rechtsinhaber. Linux
ist ein eingetragenes Warenzeichen von Linus Torvalds.

The mentioned brand names and registered trademarks are owned by the respective legal ownersin each case. Linux is
aregistered trademark of Linus Torvalds.

www.univention.de




@ univention

be open.

Table of Contents

I g 11 0o 0 1o o PP UPT 11
1.1. What is Univention COrporate SEIVEN? ... ...veuiei e e e e e e e e e e e 11
1.2, OVEIVIEW OF UCS ...ttt e et e e et s e e e et e e e e et 12

250 T o 1 0. 1S e T 12
2 o . g o0 1= o P 12
1.2.3. Expandability with the Univention App Center ..........cccovviiiiiiiiiiiee e, 13
1.2.4. LDAP dir€CLONY SEIVICE ....ieuiiiiii e et e e e e e e e e e e e e e e 13
1.2.5. DOMain admMiniStratioN ..........ceuuiiiiei e e e e eens 14
1.2.6. Computer adminiStration ..........ccuieiuieeeiii e e e 15
A A o 1Ty A oo o= o 15
1.2.8. Listener/notifier repliCalion ..........cccuoeiuiiiiii e 15
1.2.9. Virtualization and cloud management ............c.oovuiiiieiiiei e 15
1.3, FUrther dOCUMENEBLION .........uiiit ittt et e e e e e e eeens 16
1.4. Symbols and conventions used in thismanual ..............cccooiiiiiiiii e 16

A 1 0= v = 1 o o PP 19
A% W 1 g oo (8 To: i o o L PP PRPPRRPPN 19
2.2. Selecting the installation MO ..........ovvniiiie e 19
2.3. Selecting the installation [anQUAGgE ...........eieiiiie e 20
A S < 1o (] Vo 1 T= o o= 1o o 21
2.5. Selecting the keyboard 1ay0UL ............covuiiii e 22
2.6. NetWork ConfiguIalion ...........oooniiiiiie e e e e e e e 23
2.7. Setting up the root PASSWOIT .......c.uoieii e e e e e e e e e e eanas 25
2.8. Partitioning the hard driVe .........c..oiiii e 25
2.9, DOMEIN SELINGS ...uiteit et e e e e e e e e et e et e e e e e e e e e et e et eaaaaanas 27

2.9.1. "Create a new UCS domain” MOGE .........ccuuiiuuiiiiiiii e 28
2.9.2. "Join an existing Active Directory domain” mode...........ccooeviiiiiiiiiiii e, 29
2.9.3. "Join an existing UCS domain domain” mode ...........cccccovviiiiiieiiieiieiieeeeieeaeenn, 30
2.9.4. "Do not use any domain" MOUE .........ccuiiiniiieiee e eans 31
2.10. Selecting UCS SOftware COMPONENLS .........ciuueieieiieieei e e e eee e e e e e e e e e e e e eaneeens 31
2.11. Confirming the SELLINGS ......iveii e e e e e e eans 32
2.12. Troubleshooting for installation problems ...........c.ooiiiii e, 33
2.13. Installation in tEXE MOGE .........uuiiiiei et ees 33
2.14. Installation in the AmMazon EC2 cloud .........c.uiiiniiiiiiii e 34
2.15. InStallation iN VIMWAEIE ......oiiiie e et e e e e eaes 34
2.16. Installation iN CitriX XENSEIVEL .....ieuiiiei e 34

3. Domain SerViceS / LDAP QIr€CIONY ....vvniiiieiie et e e e eens 35
00 I 1 11 oo (8o i o o L PP PPRRPIN 36
G 372N o 411 0T e (o]0 7= 1 36

3.2.1. How UCS systems jOiN dOMEINS .........ceuueineitieiiiei e e s e e e e eae e e e e eaneenees 36
3.2.1.1. Subsequent domain joinswith uni venti on-join .........cocooveviiiinennnnen. 37
3.2.1.2. Joining domains with Univention Management Console................coeevvveennn. 37
3.2.1.3. JoiN SCriptS / UNjOiN SCrPLS ...euuieiiiiei e e e e 37
3.2.2. WIindOWS dOMEIN JOINS .....uiieiiiieii e e e e e e e e e e e e e e e e aneeanes 38
3221 WINAOWS 8 ...ttt et e et e e et e e e et e e e e aan e 39
B.2.2.2. WINUOWS 7 vttt ettt e e et e e et e e e et e e e e b eas 39
3.2.2.3. WINAOWS SErVEr 2002 ......uueiiiiiieieeiis e e et e e 40
3.2.3. UbUNtU dOmain JOINS ......oiuiiiiieiie e e e e e e e e e e e e e 40
3.2.4. MaC OS X dOMAIN JOINS ....uieuiiiiei e e et e e e e e e e e e e et e eaaaanaas 40
3.2.4.1. Domain join using the system preferences GUI ............ccoevviiiiiiiieineinenn, 41
3.2.4.2. Domain join on the command liNe ............cooiiiii i 41
G T UL S 3RS Y =1 T ] = 41
3.3.1. Domain CONtrOller MASEN ......cceuuiie i e 42
3

www.univention.de




@ univention

be open.
3.3.2. Domain controller DACKUD ........c.uuuiiiiiiie e 42
3.3.3. DOMaiN CONLrOIEr SIAVE ....eeeviiieiii e e 42
3.3 MEBIMDET SEIVES ..ottt ettt e ettt e et et e e e e e e e 42
335, B SY SN oot 42
B3B8, UBUNTU e 42
R A I | [ PRSP 42
3.3.8. Univention Corporate CHENE .........covuviiiiiiiiie e 42
339, IMBC OS X ittt ettt et aaeat e aee 43
3.3.10. DOMAIN TrUSE ACCOUNL ....eeeetieeee et e ettt e et e et e e et e e e e e e eaaa s 43
3311 IP mMaNaged ClIENT ....oeeeiiieei e e 43
3.3.12. Windows DomaiNCONLIONEr .........coveuiniiiiii e 43
3.3.13. WIindows WOrkstatiOn/SEIVEY .........cuuiiiiiiiieiiii ettt 43
I I B YN o (1= oi (o] VPRSPPI 43
AL LDAP SChEIMES ...t 43
3.4.1.1. LDAP SChema &XIENSIONS .....uuiiiiiiieeeeii ettt e e et e eeeai e eens 43
3.4.1.2. LDAP schema repliCation ...........cceuuiiiiiiiiiiiiiiii e 43
3.4.2. Audit-proof logging of LDAP Changes .........oeviiiiiiiiiiiiiiee e 44
3.4.3. Timeout for inactive LDAP CONNECLIONS ........ocviuuiieiiiiieeeciin e 44
3.4.4. LDAP command liNE tOOIS .........uiiiiiiiiiiiiiie ettt 45
3.4.5. Access control for the LDAP dir€CLOMY ........uvviiiiiiiiiiii e 45
3.4.5.1. Delegation of the privilege to reset user passwords............occevvevveieiinneeennn, 45
3.4.6. Name Service Switch / LDAP NSS MOAUIE ........cccuuuiiiiiiiiiiiiiii e, 46
3.4.7. Syncrepl for synchronization with non-UCS OpenLDAP SErVErS.......ccovvvvvvvinneeennns 46
3.4.8. Configuration of the directory service when using Samba 4 ..........ccoooeevviiiniiiininnnnn. 47
3.4.9. Daily backup oOf LDAP Qala ......coveveieiiiiiieeci e 47
3.5. Listener/notifier domain repliCation ............coeuueiiiiiiiiieii e 47
3.5.1. Listener/notifier replication WOrkflow ............cooovveiiiiiiiiiiii e, 47
3.5.2. Analysis of listener/notifier problems ... 48
3.5.2.1. Log files/debug level of replication .............cooeveeiiiiiiiiiiic e, 48
3.5.2.2. Identification of replication problems ............coovviiiiiiiiii i 48
3.5.2.3. Reinitialization of listener Modules ............ccooiieiiiiiiiiii e, 49
3.6. SSL certificate MaNAEMENT .........ouuuiiiiii e e e e e e e e eaaans 49
BT KEBIDEIOS ..t 50
3.8. SAML Qidentity ProOVIAEN ....c..uuiiiiiiiei e 51
3.8.1. LOGIN VIia SINGIE SIGM-0MN ...uiiiiiiiieeiiii et e e 52
3.8.2. Adding a new external Service ProVider ..........ovvveeeeiieiiiiin e 52
3.9. Converting a DC backup to the New DC MESLEY .........ovvieviiiiiiiiieeeie e 54
3.10. Fault-tolerant dOMEIN SEEUD .....c.vuuuiieii ettt ettt ettt e e et e et e e e e e eaan s 55
4. Univention Management CONSOIE ........cuuuuiiiiii et e e e e 57
vt I g1 o [F o1 T PSPPSR 57
4.2. Operating instructions for Univention Management Console ............c.uovveviiiinneiiiiinneecinnnnn. 58
N o 1 o PSPPSR 58
4.2.2. Activation of UCS license / liCENSE OVEIVIEW .......ooeivviiiiiiiiiieciiin e 59
4.2.3. Operating instructions for modules to administrate LDAP directory data.................. 60
4.2.3.1. Searching fOr ODJECES .....ccuviiiiii e 61
4.2.3.2. Creating ODJECES .....ciiiiiiiieii e 61
4.2.3.3. EditiNG ODJECLS ...t e 62
4.2.3.4. DEEiNg ODJECES ....ceiiiiiiieii e 62
4.2.35. MOVING ODJECES ...t 62
A28, FAVOTITES ...ttt ettt 62
4.2.5. Feedback on UMC @and UCS .......cooiiiiiiiii et 62
4.2.6. Display of system NOfICAIONS .........uuiiiiiiiiiiii e 62
4.3. Collection Of USAgE SEALISHICS ...cevvvueiiiiiie et 62
4.4, LDAP dir€CLOrY DIOWSES .....iiiiiii et ettt e e e e e e et e eeeaan e eees 63

www.univention.de




@ univention

be open.

A5, POIICIES et 64
451, Creating @ POLICY ....eeeere ettt 64
4.5.2. APPIYING POLICIES .oovviiieiiii e 64
4.5.3. EQIING @ POHICY «.vunieeeeiiiee ettt e 65

4.6. Expansion of UMC with extended attribULeS ............coovuiiiiiiiiii e 65

4.7. Structuring of the domain with user-defined LDAP SrUCIUFES .......covvvieiiiiiieiiiin e 69

4.8. Delegated administration in the UMC ... 70

4.9. Command line interface of domain management (Univention Directory Manager) ................ 70
4.9.1. Parameters of the command line interface ...........oooiiiiiiiiii e, 71
4.9.2. Example invocations of the command lineinterface...........ocooiiiiiiiniiiinenn, 73

.9.2.0. USEYS ..ottt 73
4.9.2.2. GIOUPS ..r.eeeteeete et e et et e e et et e e e e e e et e e e e eaas 74
4.9.2.3. CoNtAINEY / POIICIES ...t 74
4.9.2.4. COMPUEETS ...ttt ettt ettt e et et e e et e e et e e e e e e e e eenans 75
A.9.2.5. SNAIES ...t 75
A.9.2.6. PIINTEIS o.uuni it 75
e By A I | NN 1S 0 [ N 76
4.9.2.8. Extended attribULES ........coovviiiiiiii e 76

4.10. Evaluation of datafrom the LDAP directory with Univention Directory Reports................. 77
4.10.1. Creating reports in Univention Management ConSOle ............ovvvveviiniiiiiinneeeiiinnnn. 77
4.10.2. Creating reports on the command liNe ..........coiiiiiiiiiiii e 78
4.10.3. Adjustment/expansion of Univention Directory REPOIMS ...........covevevuiveieiiinienennnn. 78

5. SOftware deplOYMENT .........uuniiiiii e ettt e e e e 79

L3010 o (B 1o o PP PP UPPTT 79

5.2. Differentiation of update variants/ UCS VEISIONS ......cc.uevuueiiiieeieeiiievine e e eeeneeeees 79

5.3, UNIVENTION AP CONLEN ettt ettt et e et eeeab e eeanas 80

5.4, UPAAES OFf UCS SYSEEMS ..oevuiiiiiiiiee ettt et e e e et e e e s 84
5.4.1. Update strategy in environments with more than one UCS system ...........cccoeevevnnnee. 84
5.4.2. Updating individual systems via Univention Management Console...............c.c........ 84
5.4.3. Updating individual systems viathe command line...........cccooviiiiiiiiiniiiiinecne, 85
5.4.4. Updating SyStemS Vi @ POLICY ...ccevvvnieiiiiiiiei it 85
5.4.5. Postprocessing oOf release UPAates .........oovvvviiiiiiiiiecc e 86
5.4.6. Troubleshooting in case of update problems ..., 86

5.5. Configuration of the repository server for updates and package installations........................ 86
5.5.1. Configuration via Univention Management Console ............covvvviviiieiiiiinieiiiiinneees 86
5.5.2. Configuration via Univention Configuration REQIStIY ...........cvveveiuinieriiiinieiiiiinneeens 87
5.5.3. Palicy-based configuration of the repository SErver ........oovevviiiiiiiiiinee e, 87
5.5.4. Creating and updating a 10Cal rePOSITONY ... .coevvunieiiiii e 87

5.6. Installation of fUurther SOftWEre ...........oiiiiiiiii e 88
5.6.1. Installation/uninstallation of UCS components in the Univention App Center ............ 88
5.6.2. Installation/removal of individual packagesin Univention Management Console........ 89
5.6.3. Installation/removal of individual packagesin the command line.............ccccooeeeeeee. 89
5.6.4. Policy-based installation/uninstallation of individual packages via packagelists......... 90

5.7. Specification of an update point using the package maintenance policy ............cccceeveevennnnnn. 90

5.8. Central monitoring of software installation statuses with the software monitor ..................... 91

6. USEN MBNAGEIMIENT ... eeeeet ettt ettt e e e e et et e et e e et et et e e et e e et e et e et e et et e e e e er e 93

6.1. User management with Univention Management CONSOIE ..........oveviuvinieiiiineeiiiiieeeciiee 93

6.2. User password MaNBGEMENT ..........iiiueieeiii et e e et e et e et e e e et eeeaaa s 100

6.3. Password settings for Windows clients when using Samba...........cooovviiiiiiiiniiin e, 101

6.4. Password Change DY USEF'S ......ieieii it 102
6.4.1. Password change by user via Univention Management Console.............cccceevvnnenee. 102
6.4.2. Password management via Self SErvice app ....oovevveieieiiiiieii e 102

6.5. Automatic lockout of users after failed login attempts ........cccovevveiiiinniiiii e, 102

B.6. USEr TEMPIALES .....u ettt et et 103

www.univention.de




@ univention

be open.
7. GrOUDP MBNEOEIMIENT ... eeteeetie et ettt e et e et et e e et et e e e e et et e e e e e e e e r et et e e et e e et s e enn e eaneees 105
7.1. Managing groups in Univention Management Console ............oovviviviiieiiiiinneecieeein 105
7.2, NESLEA GIOUDS ... eeetieeeiti ettt ettt e e ettt e e ettt e e et e bt e e et et reeeeat e e e e enbnaeeaees 107
7.3. LOCAl GIOUDP CBCNE ...ttt e et e et e e et eee 107
7.4. Synchronization of Active Directory groups when using Samba 4 .............cccooeiviiiinnenn, 108
7.5. Overlay module for displaying the group information on user objectS..........ccocvvvevivneennnn.. 109
8. COMPULEr MEBNBGEIMENE ... eietieeete et e e ettt e e et e e e e e e e e e e e r e et e e et e e et e e e reneeenaeeen s 111
8.1. Management of computer accounts in Univention Management Console............c..cc.veeen... 111
8.1.1. Integration of UBUNLU CHENES .......iiieiiiciiii e 116
8.2. Configuration of hardware and driVErS ............oviiiiiiiiiii e 116
8.2.1. Available kernel variants ..........oooiiuiiiiiiiii 116
8.2.2. Hardware drivers / Kernel modules ............oviiiiiiiieiiii e 117
8.2.3. GRUB D00t MANAGES ....eetuneieiii ettt e e e et eeaa s 117
8.2.4. NetwOork CONfIQUIaLION ... ..ccuvtieiiiiiie et 119
8.2.4.1. NetWOrK iNEIfaCES ....ceevi i 119
8.2.4.2. CoNfigUIING PrOXY @CCESS ....ievruneiertiieteetieeeettinaeeertin e e eeaii e eeana e eennes 123
8.2.5. Configuration of the MONItor SEtNGS ........uuvviiiiiiieiii e 123
8.2.6. MOUNLING NFS SNAIES .....ccouuiiiiiiiii ettt e 124
8.2.7. Collection of list of supported hardware ............cooveveiiiiiiiiiin e, 124
8.3. Administration of local system configuration with Univention Configuration Registry ......... 124
oS I 1 010 o [0 o o [PPSR 124
8.3.2. Using the Univention Management Console web interface..........cccovvvvvveviievinnennnn. 126
8.3.3. Using the command line front end ............cooviiiiiiiiiiiii e 126
8.3.3.1. Querying a UCR variable .........coouuiiiiiiiiicii e 126
8.3.4. Policy-based configuration of UCR variables .............cooviiiiiiiiiiiiiecce 128
8.3.5. Modifying UCR tEMPIEES ........ieiiiiiieeiieie e 128
8.3.5.1. Referencing of UCR variablesin templateS ...........ovvvveiiiiiiiiiiiiiiiiiineeees 129
8.3.5.2. Integration of inline Python code in templates............cccoeviiiiiiiiiiiiiinneeens 129
8.4, BASIC SYSEEM SEIVICES ..ueiiiii ettt ettt ettt ettt e et e ettt e et et e e e et e e e e ab e e e enaans 130
8.4.1. Administrative access with the root aCCOUNt ............cuuiviiiiiiiniiiiiiec e 130
8.4.2. Configuration of language and keyboard Settings ............oooovviiiiiiiiiiiiiiin i, 130
8.4.3. Starting/stopping system services/ configuration of automatic startup .................... 131
8.4.4. AUthentiCation / PAM ..o 131
8.4.4.1. Limiting authentication to selected USErS .........coveiiviiiiiiiiiiineiiiieeceie 131
8.4.5. Configuration of the LDAP SEIVEr INUSE .....ccoviviiieiiiiiiieeieie e 132
8.4.6. Configuration of the print SErVEr iNUSE .......oooiiiiiieiii e 132
8.4.7. Logging/retrieval of system messages and system StatuS ........oevvvveveenevinnereinnennnnn. 132
BAT.L LOG TIlES .o 132
8.4.7.2. Logging the SyStemM SEAUS .......uuuiiiiiiiieiiiie e 132
8.4.7.3. Querying system statistics in Univention Management Console................... 133
8.4.7.4. Process overview in Univention Management Console.............ccceeeevevennnn. 133
8.4.7.5. System error diagnosis in Univention Management Console...................... 134
8.4.8. Executing recurring actions With Cron ............ovviiiiiiiiiiiiiiec e 134
8.4.8.1. Hourly/daily/weekly/monthly execution of SCriptS.........cccovvvvivvviiierinnennnnn. 134
8.4.8.2. Defining local cronjobsin/etc/cron. d/ ....cccoooeveiiiiiiiiiiiiiiiiees 134
8.4.8.3. Defining cron jobs in Univention Configuration Registry ...........cccuvevveeenn. 134
8.4.9. Name Service CaChe daBmON ..........uuiiiiiii i 135
8.4.10. SSH 10GiN 10 SYSLEIMS ....iiiiiiei ittt ea e 136
8.4.11. Configuring the time zone / time synchronization .............cccovveviiiinieiiiiineeeciienn. 136
9. SErVICES FOr WINTOWS ... ittt e et e e e eaa s 137
LS8 O [ Lo o (8 1o o PP UPPPTTRSPPPN 137
9.2. Operation of a Samba domain based on Active DIreCtory ..........ovveveiinieiiiiinieiiiineeeeeenn, 138
.21 INSLAITBIION ...t e 138
9.2.2. Services of @ Samba dOMEIN ........uiiiiiiiiiiiii e 138

www.univention.de




@ univention

be open.
9.2.2.1. AUtNENLICALTION SEIVICES ...ovviieiiiiii e e 138
0.2.2.2. Fil@ SEIVICES ...t 139
9.2.2.3. PHINE SEIVICES ...ttt 139
9.2.2.4. UNIivention SA CONNECLON .......uuiiiiiiiieiiiii et 139
9.2.2.5. Replication of direCtory datal..........vvveeviiiiiiiiiiieiiii e 140
9.2.2.6. Synchronization of the SYSVOL Share .......ccccvvieiiiiiiieiiiiiieeeeeine e 140
9.2.3. Configuration and management of Windows desktops..........c.cccvvvveiieiiieeiinennnnn. 140
9.2.3.1. GrouUP POHICIES ..evviieeeiie ettt 140
9.2.3.2. Logon scripts / NETLOGON Share ......cccuuvieiiiiiieeiiiiineeeeiieeeeeie e 146
9.2.3.3. Configuration of the file server for the home directory ...........cccoooeeiinnnnnen. 146
9.2.3.4. Roaming Profil€S ....ccuuuiiiiii e 146
9.3. Active DiIrectory CONMECLION .......ooiiiuiieiiii et e e 147
1SR 1 01 oo [0 T o [ PSPPSR 147
9.3.2. UCS as a member of an Active Directory domain ............cooeeeeiiiieiiiiinneiiiiinneeenns 147
9.3.3. Setup of the UCS AD CONNECLON ......ueiiiiiieeiiiiie et 150
9.3.3.1. Basic configuration of the UCS AD CONNECLOr ...........ovvevnveeenieiiiieennnennnn, 150
9.3.3.2. Importing the SSL certificate of the Active Directory .........c.cccovevvviveennnns 153
9.3.3.3. Starting/Stopping the Active Directory CONNECtion .............ccoevuvvveeeneeennnnns 154
9.3.3.4. Functional test of basic SEtiNGS .......vuvviiiiiiiii 155
9.3.3.5. Changing the AD aCCeSS PaSSWOIT .....c.uuueiiiiinieeiiiiiieeeeie e 155
9.3.4. Additional tools / Debugging connector problems ............covivieiiiiniiiiiiin e, 155
9.34.1. univention-adsear Ch .....cccooiiiiiiiiiiii 155
9.3.4.2. uni venti on-connector-list-rejected ....c.ccoeevviiiiiiiiinneninnnn, 155
0.3.4.3. LOGFIES v 155
9.3.5. Details on preconfigured Synchronization ...............coeuviiieiiiiinieiiiineeee e, 156
9.3.5.1. Containers and organizational UNitS .............oceeuuiiiiiiiiinieiiiineeeeiin e 156
O.3.5.2. GIOUDS ..ttt ettt et 156
0.3.5.3 USErS ittt 157
9.4. Migrating an Active Directory domain to UCS using Univention AD Takeover .................. 157
S O 1 010 o [0 o [ SRS PT 157
S = o = 1 o) o H PP 158
9.4.3. DOMAIN MIGrAtiON ...vuuieiiiiiee ettt e e et e e e e e eaaans 158
9.4.4. Final Steps of the taKEOVEY .......coovuiiiiii e 161
S = ST 162
10. 1P and netWork Management .........ooeiuuneeieii et e 163
10.1. NEWOIK ODJECES ...ttt ettt ettt e e et e e e eab e e e entn e eeees 164
10.2. Administration of DNS data With BIND ........cc.uiiiiiiiiiiiii e 165
10.2.1. Configuration of the BIND NamMe SEIVEY ........ccceuuuiiiiiiiieieiii e 166
10.2.1.1. Configuration of BIND debug OULPUL ..........coeeveneiiiiiieiiiiiineeeiii e 166
10.2.1.2. Configuration of the data backend ..............ccccoiiiiiiiniiiiiii e, 166
10.2.1.3. Configuration of zone transfers ...........oovvviiiiiiiiii e, 166
10.2.2. Administration of DNS data in Univention Management Console........................ 167
10.2.2.1. FOrward 00KUP ZONE .......uuiiiiiiieeeiii e 167
10.2.2.2. CNAME record (AliaS reCords) .......ccouuuveeiiriniieiiiiieeeeee e 169
10.2.2.3. AJAAAA records (hOst reCords) ..........vveiiiiiieiiiiiie e 169
10.2.2.4. SEIVICE TECOIMS ...eevin ettt ettt ettt eaa s 169
10.2.2.5. ReVErSE [00KUP ZONE ....uuuiiiiii et 171
10.2.2.6. POINLEN TECOIM .....eeiviieeeiii ettt et e e et e e eaa e e e 171
10.3. IP assignment VIA DHCP ... .coouiiiiiiii e 172
L0 1 01 (oo (11 o o [ PP 172
10.3.2. Composition of the DHCP configuration via DHCP LDAP objects...................... 173
10.3.2.1. Administration of DHCP SEIVICES .......ccuuuiiviiiiiieiiiiii e 173
10.3.2.2. Administration of DHCP Server entrieS .........ovviveiiiieieiiinieeeiiiieeeeiieees 173
10.3.2.3. Administration of DHCP SUDNELS .........cccuuiiiiiiiiiiiiiiieece e 174

www.univention.de




@ univention

be open.
10.3.2.4. Administration of DHCP POOIS ..........veiiiiiiiiiiiiiieeiiine e 174
10.3.2.5. Registration of computers with DHCP computer objects..............ocvevenn... 175
10.3.2.6. Management of DHCP shared networks / DHCP shared subnets............... 176
10.3.3. Configuration of clients Via DHCP POliCIES .........uvviiiiiiiiiiiiiicc e, 176
10.3.3.1. Setting the QAEWAY .......uvivieiiie i 177
10.3.3.2. Setting the DNS SEIVEIS ....cveviiiiiiii e 177
10.3.3.3. Setting the WINS SEIVEY ....iiiiiiieieii e e 177
10.3.3.4. Configuration of the DHCP 1€3SE .........coovuiiiiiiiiii e 178
10.3.3.5. Configuration of boot server/PXE SettingS ........covevviieeiiiinieeiiiiieeeciiie, 178
10.3.3.6. Further DHCP POIICIES .....cuvuueiiiiiieeeii ettt 178
10.4. Packet filter with Univention Firewall ............ocoouiiiiiiiiii e 179
10.5. Web proxy for caching and policy management / ViruS SCan ..........cc.oveveenevinneiiinnennnnennn, 179
TO5.L INSEATBIION L.t 179
10.5.2. Caching oOf WED CONEENT .......uiiiiiiieiiii e 180
10.5.3. LOQQING PIrOXY SCCESSES ..evvuueetertnaeeettneeeestnaeeettnaeeettnaeeentnaeeentnaeeestnaaaens 180
10.5.4. Restriction of access to permitted NEWOIKS .........uviiiiiiiiiiiine e, 180
10.5.5. Configuration of the PortS USE .........ccouviiiiiiii e 180
JO.5.5.1. ACCESS POIT ...ttt ettt et et e s 180
10.5.5.2. PErMItted POITS ....vuiiiiiiii et 181
10.5.6. User authentication 0N the ProXY .......cocuvueeiiiiinieiiiiie e 181
10.5.7. Filtering/policy enforcement of web content with DansGuardian ......................... 181
10.5.8. Definition of content filters for DansGuardian ..............ccoeeveviiiiiiiiinieciiineeeenn, 182
11. File Share MANAGEIMENT ... ..oouuu ettt ettt e e et et e b e e e et a e e eaber e e e et e e e eaba e e e eeaaaeeenaes 185
11.1. Access rightS to data in SNEIES .......oiviuiiiiiiii e 185
11.2. Management of shareS iN UMC ...t 186
11.3. SUPPOIt FOr IMSDIFS ....oei ittt e e et e e et e e e eaa e eees 193
11.4. Configuration of file SYSteM QUOLA .........uiiiiiiieiii e 193
11.4.1. Activating fileSyStem QUOLA .........coeeuuiieiiiiii e 194
11.4.2. Configuring fileSyStem QUOLA .........uiiiiiiiii e 194
11.4.3. Evauation of quota during 1ogin ...........coeuuiiiiiiii e 195
11.4.4. Querying the quota status by adminiStrators OF USEIS ........c.uuveviiiineeeiiiineeeeiiinnen 195
L2, PrINE SEIVICES ..ttt ettt ettt ettt ettt e e ettt e e ettt e e et et e e e e et e e e et e e e et e aaee 197
20 1 oo (0o (o PSP 197
12.2. INSAliNG @ PrINt SEIVEL .oueni ettt e e e e et e e e b 197
12.3. Setting the local configuration properties of aprint SErVEr ..........ovveviiiinieiiiiinieeeieeeees 198
12.4. Creating @ PIINEEr SNAIE ...... it 198
12.5. Creating @ PriNtEr GrOUD ....eeeeeneeeetieee ettt e e et e e ettt e e ettt e e et bt e e e e bt e e e eab e e e eabn s 201
12.6. Administration of print jobs and Print QUEUES ............ocveuuiiiiiiiiiiieeii e 202
12.7. Generating PDF documents from print JODS ..........coovuiiiiiiiiiie e 203
12.8. Mounting of print shares in Windows CHENS ..........oooiiiieiiiin e 203
12.9. Integrating additional PPD filES ........oiiiiiiiiii e 207
L3 MAI SEIVICES ..ttt et 209
30 1 oo (0o 1o PP 209
13,2, INSEAITALION ...ttt et e bbb a s 210
13.3. Management of the mail Server data ..........ccoovuiiiiiiiiiiii e 210
13.3.1. Management of mail dOMEINS ........ccovuuiiiiiiii e 210
13.3.2. Assignment of e-mail addreSSeSt0 USErS ......vvvivviiiiiiiiiieeei e 211
13.3.3. Management of Mailling liStS ........vviiiiiiiiii e 211
13.3.4. Management Of Mail GrOUPS .......cocuuuiiiiiie it 212
13.3.5. Management of shared IMAP fOlders ........oooiiiiiiiiiii e, 213
13.3.6. M@ QUOLA ... 214
13.4. Spam detection and filteriNg .......coouuiiiiiii 215
13.5. Identification oOf Viruses and MalWare ............ooouuuiiiiiiiiiiiei e 216
13.6. Identification of Spam sources with DNS-based Blackhole Lists (DNSBL) ...........cccevenn... 216

www.univention.de




@ univention

be open.
13.7. Integration of Fetchmail for retrieving mail from external mailboxes ...........c.c.occeeviieeees 217
13.8. Configuration of the Mail SEIVEr .........coiiiiiiiii e 217
13.8.1. Configuration of arelay host for sending the emails...........ccooovvviiviiiiiiiniiiinnnnn. 217
13.8.2. Configuration of the maximum mail SIZ€ ...........cooooiiiiiiiiiiiini e, 218
13.8.3. Configuration of a blind carbon copy for mail archiving solutions........................ 218
13.8.4. Configuration Of SOft DOUNCES ........ccoviiiiiiiii e 218
13.8.5. Configuration Of SMTP POMS ......cveveeieiiiiiee it 218
13.8.6. Handling of mailboxes during e-mail changes and the deletion of user accounts..... 219
13.8.7. Distribution of an installation on several mail SErVerS ........ccoovevviiiieiiiiineeeeiinnnn, 219
13.8.8. Mail Storage 0N NFS .......iiiiiiiee e 219
13.8.9. ConNECHION TIMITS ...coevuieiiii e e 220
13.9. Configuration of mail clients for the mail SErver .........cooooiiiiiiiiiiii e, 221
13.10. Webmail and administration of e-mail filters with Horde ...............ccoooiiiiiiiiiin i, 222
13.10.1. LOGIN @NU OVEIVIEW ...uuuieiiii e e ettt e et e et e e e e e e aan s 222
13.10.2. Web-based Mail BCCESS ......cievviieiiiii e 223
13.10.3. AAArESS BOOK ...t 223
13.10.4. E-mail FIITEIS oo 224
14. Infrastructure monitoring With NBGIOS ...........iiiiiiiiiii e 225
14.1. INtroduction aNd SEFUCKUIE ......couuieiii e e e 225
T4.2. INSEBHTALION ..ottt e e ettt e et e e e 226
14.2.1. Preconfigured Nagios ChECKS ..........viiiiiiiiiiii e 227
14.3. Configuration of the Nagios MONITOING ........viveriiiiiiir e 229
14.3.1. Configuration Of @ NagioS SEIVICE ......uuuiiiiiiiiieiiiiie et e 229
14.3.2. Configuration of a monitoring time Period ...........c.oerviiiiinniii e 231
14.3.3. Assignment of Nagios checks t0 COMPULES ........cccevunieiiiiiiieiiii e 232
14.3.4. Integration of additional Nagios plugin configurations ..............ccceeveviviinnerininnnen. 233
14.4. Querying the system status via the Nagios web interface ..........cooooviiiiiiiiiiinene, 233
14.5. Integration of additional PIUGINS .......ccoeuiniiiiii e 234
Y T (VT 2= 1 o] o PSPPI 237
ST M 1 oo (0ot 1o o PSP 237
| 0 ] = o) o R PRSP 237
15.3. Creating connections to cloud computing iNSLANCES .........covvvvieeiiiiieeeci e 238
15.3.1. Creating an OpenStack CONNECLION ........iiiiiiiiiieiiii e e 239
15.3.2. Creating an EC2 CONNECHION .....uiiiiiiieiiiiie et 240
15.4. Managing virtual machines with Univention Management Console............cccovevvvveeenns 241
15.4.1. Operations (Starting/stopping/suspending/del eting/migrating/cloning virtual ma-
ChINES) et e 241
15.4.2. Creating a virtual machine via a cloud CONNECLION ...........c.uovviiiiiiiniiiiineeciie, 243
15.4.3. Editing a virtual machine viaa cloud connection .............ccoovveveiiinneiiinneeeiinnnnn. 244
15.4.4. Creating a Virtual iNSLANCE .......coviuiiieeiiie e 244
15.4.5. Modifying virtual machines .............oooiiiiiiiii e 244
15.5. KVM related UVIMM fEAIUIES .....covviiiii et e e e e e 246
15.5.1. Image files of virtual MachiNgS ............coouuiiiiiiiii e 246
15.5.2. SLOTAOE POOIS .. eeitiee ettt aas 247
15.5.2.1. Accessing the default storage pool through afileshare...........c.ccooceeeeenen. 248
15.5.2.2. Adding & StOrage POOI ........uuieiiiiiieeiiiii e 248
15.5.2.3. Moving the default storage pool ..........ccceviiiiiiiiniii e 248
15.5.3. CD/DV D/floppy drivesin virtual machingsS ............oooovviiiiiiiiiiiieiii e 249
15.5.4. Network interfaces in virtual iNStANCES .........cccuvieeiiiiiiiei e 249
15.5.5. Paravirtualization (virtlO) drivers for Microsoft Windows systems...................... 250
15.5.5.1. Installation of the virtlO drivers for KVM instances............cccoeeveeviinnnnen. 250
15.5.6. SNAPSNOLS ...evtneiiiii ettt 250
15.5.7. Migration of virtual INSEANCES .........oeeiiiiiieiiii e 250
15.5.7.1. Migration of virtual machines from failed virtualization servers................ 251

www.univention.de




@ univention

be open.

15,6, PrOfIlES Lo e 251
15.6.1. Changing default NEWOIK ...........ooiiiuiiiiiiiiie e 252

16. Data backup With BaCUIAL ... .....uuiiiiiii et e e ees 253
G20 M 1 oo (0ot o PSP 253
16.2. Scope of backup 0N & UCS SYSIEIM ....coiiiiiiiiii e e 254

16.3. INSEAITALION ...ttt et e ettt 254
16.4. Configuration of the backup COMPONENES .......ccouviiiiiiiiii e 255
16.4.1. DIreCtory DBEIMON ......ciiiiiieeeiiii ettt e et e et e e et e e eeae e eeens 255

S (0] - o < PP PPP 255

16.4.3. FilE DEBEMON ...ttt 255

16.4.4. BACUIA CONSOIE ...ttt e e e 256

16.4.5. Firewall adjUSIMENES ... .coouuiiiiiii e e e e e e 256

16.5. Configuration of the backup (interval, data, etC.) .........oveviiiiiiiiiiiiii e 256

16.6. Administration viathe Bacula CoNSOIE ..........ooiieiiiiiiiiiiiicc e 257

16.7. Backup of the catalog datahase ........cccuvuniiiiiiii e 257

16.8. FUrther INfOrMaLION .......coeeii e eaaes 258
BiblIOGIaPINY ...t e 261

www.univention.de




@ univention

be open.
What is Univention Corporate Server?

Chapter 1. Introduction
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1.1. What is Univention Corporate Server?

Univention Corporate Server (UCS) is a Linux-based server operating system for the operation and adminis-
tration of IT infrastructures for companies and authorities. UCS implements an integrated, holistic concept
with consistent, central administration and can ensure the operation of al the componentsin an interrelated
security and trust context, the so-called UCS domain. At the same time, UCS supports a wide range of open
standards and includes extensive interfaces to infrastructure components and management tools from other
manufacturers, meaning it can be easily integrated in existing environments.

UCS consists of reliable Open Source software tried and tested in organizations of different sizes. These
software componentsareintegrated together viathe UCS management system. Thisallowstheeasy integration
and administration of the system in both simple and complex distributed or virtualized environments.

The central functions of UCS are;

o

Flexible and extensive identity/infrastructure management for the central administration of servers, work-
stations, users and their permissions, server applications and web services

Services for integrating the management of existing Microsoft Active Directory domains or even the pro-
vision of such services as an alternative for Microsoft-based server systems

App Center for simple installation and management of extensions and applications

Comprehensivefeaturesfor the operation of virtualized systems(e.g. running aWindowsor Linux operating
systems) in either the cloud of on locally running UCS systems

Network and intranet services for administration of DHCP and DNS
File and print services
Computer administration and monitoring

Mail services

These functions are provided by different software packages in Univention Corporate Server and are handled
in detail in the course of this handbook. Basically, the software packages contained in UCS can be assigned
to the following three main categories:
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1. Base system
2. UCS management system with Univention Management Console

3. Univention App Center, allowing the installation of further components and applications of other software
vendors

The base system encompasses the operating system of the UCS Linux distribution maintained by Univention
and based on Debian GNU/Linux. It largely includes the same software selection as Debian GNU/Linux as
well as additional tools for the installation, updating and configuration of clients and servers.

The UCS management system realizes a single point of administration where the accounts of all domain
members (users, groups, and hosts) and services such as DNS and DHCP are managed in a single directory
service. Core components of the management system are the services OpenL DAP (directory service), Samba
(provision of domain, file and print services for Windows), Kerberos (authentication and single sign on),
DNS (network name resolution) and SSL/TL S (secure transmission of data between systems). It can be used
either viaaweb interface (Univention Management Console€) or in the command lineand inindividual scripts.
The UCS management system can be extended with APIs (application programming interfaces) and provides
a flexible client-server architecture which alows changes to be transferred to the involved systems and be
activated there.

Additional componentsfrom Univention and other manufacturers can easily beinstalled using the App Center.
They expand the system with numerous functions such as groupware, document management and servicesfor
Windows, meaning that they can also be run from a UCS system and administrated via the UCS management
system.

1.2. Overview of UCS Feedback { )

Linux is an operating system which always had a focus on stability, security and compatibility with other
operating systems. Therefore Linux is predestined for being used in server operating systems that are stable,
secure and highly available.

Built on that base, UCS is a server operating system which is optimized for the simple and secure operation
and management of applications and infrastructure servicesin enterprises and public authorities. For efficient
and secure management such applicationsrely on thetight integration in the user and permission management
of the UCS management system.

UCS can beemployed asthe basisfor the T infrastructure in companiesand authoritiesand providethe central
control for it. This makes a considerable contribution to secure, efficient and cost-effective I T operation. The
business-critical applications are integrated in a uniform concept, adapted to each other and pre-configured
for professional utilization. Alternatively it can be operated as part of an existing Microsoft Active Directory
domain.

1.2.1. Commissioning Feedback {2}

The use of UCS begins either with a classic operating system installation on a physical server or as a virtual
machine. Further information can be found in Chapter 2.

1.2.2. Domain concept Feedback {2}

Inan IT infrastructure managed with UCS, al servers, clients and users are contained in a common security
and trust context, referred to asthe UCS domain. Every UCS system is assigned a so-called server role during
the installation. Possible system roles are domain controller, member server and client.

12 _ )
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Figure 1.1. UCS domain concept
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Depending on the system role within the domain, such services as Kerberos, OpenL DAP, Samba, modulesfor
domain replication or a Root CA (certification authority) are installed on the computer. These are automati-
cally configured for the selected system role. The manual implementation and configuration of every single
service and application is therefore not required. Due to the modular design and extensive configuration in-
terfaces, tailor-made solutions to individual requirements can nevertheless be realized.

The integration of Samba, which provides the domain service for clients and servers operated with Microsoft
Windows, makes Univention Corporate Server compatible with Microsoft Active Directory (AD), whereby
the system acts as an Active Directory server for Windows-based systems. Consequently, for example, group
policies for Microsoft Windows systems can be administrated in the usual way.

UCS can aso be operated as part of an existing Microsoft Active Directory domain. This way, users and
groups of the Active Directory domain can access applications from the Univention App Center.

Ubuntu or Mac OS X clients can be integrated in a UCS environment, as well (see Section 8.1.1).

1.2.3. Expandability with the Univention App Center Feedback {2}

The Univention App Center offers additional UCS components and extensions and a broad selection of busi-
ness IT software, e.g., groupware and collaboration, file exchange, CRM or backup. These applications can
be installed in existing environments with a few clicks and are usually ready to use. In most cases they are
directly integrated into the UCS management system such that they are available in Univention Management
Console. This provides a central management of data on the domain level and obsol etes the separate manage-
ment of, e.g., user datain multiple places.

1.2.4. LDAP directory service Feedback { )

With the UCS management system, al the components of the UCS domain can be centrally administrated
across computer, operating system and site boundaries. It thus provides a single point of administration for

_ ) 13
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the domain. One primary element of the UCS management system is an LDAP directory in which the data
required across the domain for the administration are stored. In addition to the user accounts and similar
elements, the data basis of services such as DHCP is also saved there. The central data management in the
LDAP directory avoids not only the repeated entry of the same data, but also reduces the probability of errors
and inconsistencies.

An LDAP directory has atree-like structure, the root of which forms the so-called basis of the UCS domain.
The UCS domain forms the common security and trust context for its members. An account in the LDAP
directory establishes the membership in the UCS domain for users. Computers receive a computer account
when they join the domain. Microsoft Windows systems can also join the domain such that users can log in
there with their domain passport.

UCS utilizes OpenLDAP as a directory service server. The directory is provided by the master domain con-
troller and replicated on al domain controllers (DCs) in the domain. The complete LDAP directory is also
replicated on a DC backup as this can replace the DC master in an emergency. In contrast, the replication on
DC slaves can be restricted to certain areas of the LDAP directory using ACL s (access control lists) in order
to realize a selective replication. For example, this may be desirable if data should only be stored on as few
servers as possible for security reasons. For secure communication of al systems within the domain, UCS
integrates aroot CA (certification authority).

Further information can be found in Section 3.4.
1.2.5. Domain administration Feedback { )

Figure 1.2. Univention Management Console
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Access to the LDAP directory is performed via the web-based user interface Univention Management Con-
sole (UMC). In addition to this, Univention Directory Manager alows the realization of all domain-wide ad-

14 _ )
www.univention.de



https://www.univention.com/feedback/?manual=introduction:Domain_administration

@ univention

be open.
Computer administration

ministrative tasks via a command line interface. Thisis particularly suitable for the integration in scripts or
automated administrative steps.

Univention Management Console allows to display, edit, delete, and search the data in the LDAP directory
viavarious filter criteria. The web interface offers arange of wizards for the administration of user, groups,
networks, computers, directory shares and printers. The administration of computers also comprises compre-
hensive functionsfor distributing and updating software. Theintegrated LDAP directory browser can be used
to make further settings and add customer-specific object classes or attributes.

Further information can be found in Chapter 4.

1.2.6. Computer administration Feedback {2}

Univention Management Console allows not only the access to the LDAP directory, but also the web-based
configuration and administration of individual computers. These include the adaptation of configuration data,
the installation of software as well as the monitoring and control of services and the operating system itself.
With the UCS management system, domain administration as well as computer and server configuration is
possible from any place via a comfortable graphic web interface.

1.2.7. Policy concept Feedback {2}

The tree-like structure of LDAP directoriesis similar to that of afile system It ensures that objects (such as
users, computers, etc.) arein one container which itself can be adopted by other containers. The root container
is also called the LDAP base object.

Policies describe certain administrative settings which are applied to more than one object. Linked to contain-
ers, they facilitate the administration as they are effective for al objects in the container in question as well
as the objects in subfolders.

For example, users can be organized in different containers or organizational units (which are aform of con-
tainers) depending on which department they belong to. Settings such as the desktop background or accessible
programs can then be connected to these organizational units using policies. Subsequently, they apply for all
users within the organizational unit in question.

Further information can be found in Section 4.5.

1.2.8. Listener/notifier replication Feedback {2}

The listener/notifier mechanism is an important technical component of the UCS management system. With
this, the creation, editing or deleting of entriesinthe LDAP directory triggers defined actions on the computers
in question. For example, the creation of adirectory share with Univention Management Console leads to the
share firstly being entered in the LDAP directory. The listener/notifier mechanism then ensures that the NFS
and Samba configuration files are also expanded accordingly on the selected server and that the directory is
created in the file system of the selected server if it does not already exist.

The listener/notifier mechanism can be easily expanded with modules for further - also customer-specific -
procedures. Consequently, it is used by numerous technology partners for the integration of their productsin
the LDAP directory service and the UCS management system for example.

Further information can be found in Section 3.5.
1.2.9. Virtualization and cloud management Feedback {2}

With the UMC module UCS Virtual Machine Manager (UVMM), UCS offers an extensive, powerful tool
for the administration of hybrid cloud environments virtualization servers registered in the UCS domain and
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www.univention.de



https://www.univention.com/feedback/?manual=introduction:Computer_administration
https://www.univention.com/feedback/?manual=introduction:Policy_concept
https://www.univention.com/feedback/?manual=introduction:Listener_notifier_replication
https://www.univention.com/feedback/?manual=introduction:Virtualization_management

@ univention

be open.

Further documentation

virtual machines operated on it can be centrally monitored and administrated. In addition UVMM offers the
possibility to manage virtual machines in OpenStack or EC2 environments.

Further information can be found in Chapter 15.

1.3. Further documentation Feedback ()

This manual addresses just a small selection of the possibilitiesin UCS. Among other things, UCS and solu-
tions based on UCS provide:

o

o

Comprehensive support for complex server environments and replication scenarios
Advanced capabilities for Windows environments

Central network management with DNS and DHCP

Monitoring systems and networks with Nagios

Print server functionalities

Thin Client support

Fax service

Proxy server

Virtualization

Integrated backup functions

Linux desktop for business operations

Further documentation related to UCS and further issuesis published under [ucs-dokumentationen] and in the
Univention Wiki (http://wiki.univention.de/).

1.4. Symbols and conventions used in this manual Feedback{ )

The manual uses the following symbols:

Caution

Warnings are highlighted.

Note

Notes are also highlighted.

This tables describes the functionality of aUMC module:

Table 1.1. Tab Nagios service

Attribute Description
Name The unique name of a Nagios service.
Description An arbitrary description of the Nagios service.

16

www.univention.de



https://www.univention.com/feedback/?manual=introduction:Further_documentation
http://wiki.univention.de/
https://www.univention.com/feedback/?manual=introduction:Symbols_and_conventions_used_in_this_manual

@ univention

be open.
Symbols and conventions used in this manual

Menu entries, button labels, and similar details are printed in bold lettering. In addition, [button labels] are
represented in square parentheses.

Names are in bold.

Computer names, LDAP DNs, pr ogr am nanes,fil e nanes, file paths,internet address-
es and options are also optically accented.

Commands and ot her keyboard i nput isprintedinthe Courier font.

In addition, excerpts fromconfiguration files, screen output, etc are
printed on a grey background.

A backslash (\) at the end of aline signifies that the subsequent line feed is not to be understood as an end
of line. This circumstance may occur, for example, where commands cannot be represented in one line in the
manual, yet have to be entered in the command line in one piece without the backslash or with the backslash
and a subsequent Enter.

The path to a function is represented in a similar way to afile path. Users -> Add means for example, you
have to click Usersin the main menu and Add in the submenu.

_ ) 17
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2.1. Introduction

The following documentation describes how to install Univention Corporate Server (UCS). The UCS system
isinstalled from the DVD. The installation is interactive and prompts all the necessary system settingsin a
graphic interface.

The installation DVD is available for the computer architecture amd64 (64-bit). In addition to support for
the widely distributed BIOS systems, the DVD also includes support for the Unified Extensible Firmware
Interface (UEFI) standard. The UEFI support on the DVD is also capable of starting systems with activated
SecureBoot and installing UCS there.

Following installation on hardware or in a virtualization solution, UCS can also be installed on the Amazon
EC2 cloud using an AMI image. Further information can be found in Section 2.14.

Theinstaller's input masks can be operated with the mouse or via the keyboard.
o The Tab key can be used to proceed to the next field.

> The key combination of Shift+Tab can be used to return to the previousfield.
o The Enter key is used to assign values to the input field and confirm buttons.

o Within alist or table, the arrow keys can be used for navigating between entries.

Note
The Cancel button can be used to cancel the current configuration step. An earlier configuration step

can then be selected again in the menu that is subsequently shown. Under certain circumstances, sub-
sequent configuration steps cannot be directly selected if the earlier steps have not been completed.

2.2. Selecting the installation mode

After booting the system from the installation medium, the following boot prompt is displayed:
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Figure 2.1. Installation boot prompt

univentian

Univention Corporate Server Installer

Start with manual network settings
Advanced options >
Help

Press ENTER to boot or TAB to edit a menu entry

Now you can choose between several installation procedures.

o Start with default settings starts the interactive, graphic installation. During the installation, the system
requests a number of parameters such as the network settings, hard drive partitions, domain settings and
selection of software components for the UCS system to be installed and then performs the installation and
the configuration.

o Start with manual network settings performs a standard installation, where the network is not configured
automatically through DHCP. Thisis practical on systems, where the network must be setup manually.

> The Advanced options submenu offers advanced options for the installation process for selection:

o Ingtall in text mode performs an interactive standard installation in text mode. Thisis practical on sys-
tems which display problems with the graphic version of theinstaller.

o Boot from first hard drive boots the operating system installed on the first hard drive instead of the
UCSinstallation.

Once one of the installation option is selected, the kernel is loaded from the installation medium. The actual
installation is divided into separate modules, which can be loaded from the install ation medium subsequently
if necessary. There are modules for network configuration or for selecting the software to beinstalled, among
others.

2.3. Selecting the installation language Feedback £}

20

Inthefirst step, you can select the system language you wish to use. The selection has an influence on the use
of language-specific characters and permits the representation of program output in the selected languages
in theinstalled UCS system.
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Figure 2.2. Selecting the installation language

® univention

Select a language

Choose the language to be used for the installed system. The UCS installer only supports English anl:):k
German and will use English as fallback. Similar restrictions apply to other parts of the installed system
which have not yet been localized.

Language:

Chinese (simplified) - FRx(fifE) ~]
Chinese (Traditional) - mo2(%E)

Croatian - Hrvatski

Czech - Cestina il
Danish - Dansk

Dutch - Nederlands |
Dzongkha - Em

R

Esperanto - Esperanto

Estonian - Eesti

Finnish - Suomi

French - Francais

Galician - Galego

Georgian - JeGrmgmo

German - Deutsch =
Screenshot [ Go Back 1 Continue

If Univention Installer has been trandated into the selected language (currently German and English), the
selected language is also used during the installation, otherwise the installation is performed in English.

2.4. Selecting the location Fecdback £}

Once the system language has been selected, a small list of locations is displayed based on the selected lan-
guage. Select a suitable location from the list. The selected location is used to set the time zone or the correct
language variant, for example. Should none of the displayed locations be appropriate, a more extensive list
can be displayed using the menu entry other.
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Figure 2.3. Selecting the location

@ univentian

Select your location k

The selected location will be used to set your time zone and also for example to help select the system
locale. Normally this should be the country where you live.

This is a shortlist of locations based on the language you selected. Choose "other" if your location is not
listed.

Country, territory or area:

Canada =~
Hong Kong
India

Ireland

New Zealand
Nigeria
Philippines
Singapore
South Africa
United Kingdom

United States

Zambia

Zimbabwe

other [<

Screenshot [ Go Back } Continue

2.5. Selecting the keyboard layout Feedback{ )

Thekeyboard layout can be selected independently of the system language. The language sel ected here should
be compatible with the keyboard used as it may otherwise cause operating problems.

Figure 2.4. Selecting the keyboar d layout

@ univention

Configure the keyboard k

Keymap to use:

American English []

Albanian
Arabic

Asturian
Bangladesh [
Belarusian

Bengali

Belgian

Bosnian

Brazilian

British English

Bulgarian

Bulgarian (phonetic layout)
Canadian French

Canadian Multilingual
Catalan

Chinese

Crastian o

Screenshot [ Go Back } Continue
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2.6. Network configuration Fecaback{ )

Initially, the Univention Installer attempts to configure the network interfaces automatically. This can be
disabled by selecting the menu item Start with manual network settings from the menu of the bootloader.
Firstly, an attempt is made to determine an | Pv6 address viathe statel ess address autoconfiguration (SLAAC).
If thisis not successful, the Univention Installer attempts to request an |Pv4 address via the Dynamic Host
Configuration Protocol (DHCP). If thisissuccessful, the manual network configuration of Univention Installer
is skipped.

Figure 2.5. Automatic network configuration

® univention

L3

Configure the network

" Configuringthe networkwithbHcP

Network autoconfiguration has succeeded

Cancel |

If there is no DHCP server present in the local network or static configuration of the network interface is
required, the Cancel button can be selected. The Univention Installer then offers to repeat the automatic
configuration or to configure the interface manually.

Note

At least one network interface is required for the installation of Univention Corporate Server. If
no supported network card is detected, Univention Installer opens a list of supported drivers for
selection.
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Network configuration

Figure 2.6. Selecting the manual networ k configuration

@ univention

Configure the network

From here you can choose to retry DHCP network autoconfiguration (which may succeed if your DHCP
server takes a long time to respond) or to configure the network manually. Some DHCP servers require a

DHCP hostname to be sent by the client, so you can also choose to retry DHCP network autoconfiguration
with a hostname that you provide.

Network configuration method:

Retry network autoconfiguration
Retry network autoconfiguration with a DHCP hostname

Configure network manually

Use temporary Link-local address (169.254.0.0/16)

Screenshot

[ Go Back 1 Continue

In manual configuration it is possible to specify either a static IPv4 or an IPv6 address for the sys
tem. 1Pv4 addresses have a 32-bit length and are generally written in four blocks in decimal form (e.g.,
192. 168. 0. 10), whereas |Pv6 addresses are four times as long and typically written in hexadecimal form
(e.g., 2001: ODFE: FE29: DE27: 0000: 0000: 0000: 0000). In addition to entering a static | P address,
values for network masks, gateways and DNS servers are al so regquested.

Figure 2.7. Specifying an I P address

® univention

Configure the network

The IP address is unique to your computer and may be:

* four numbers separated by periods (IPv4);
* blocks of hexadecimal characters separated by colons (IPv6).

You can also optionally append a CIDR netmask (such as "/24").

If you don't know what to use here, consult your network administrator.
1P address:

10.200.18.68

Screenshot [ GoBack } Continue
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Thefollowing points must be taken into consideration when specifying a DNS server manually. They depend
on the intended subsequent use of the UCS system.

o Wheninstalling thefirst UCS system in anew UCS domain, the | P address of the local router (if it provides
the DNS service) or the DNS server of the Internet provider should be entered.

o When installing every additional UCS system, the |P address of a UCS domain controller system must be
specified asthe DNS server. Thisis essential for the automatic detection of the domain controller master to
function. In case of doubt, the I P address of the UCS domain controller master system should be entered.

o If the UCS system isto join a Windows Active Directory domain during the installation, the | P address of
an Active Directory domain controller system should be specified as the DNS server. Thisis essential for
the automatic detection of the Windows Active Directory domain controller to function.

2.7. Setting up the root password Fecaback{ )

Setting of a password for ther oot user isrequired for logging on to the installed system. If amaster domain
controller isinstalled, this password is also employed for theadmi ni st r at or user. In later operation, the
passwords for the r oot and admi ni strat or users can be managed independently of each other. The
password must be re-entered in the second entry field.

The password must contain at least eight characters for security reasons.

Figure 2.8. Setting theroot password

@ univentian

Set up users and passwords

Password input error
The root user must have a password which consist of minimum 8 characters.

You need to set a password for 'root’, the system administrative account. A malicious or unqualified user
with root access can have disastrous results, so you should take care to choose a root password that is
not easy to guess. It should not be a word found in dictionaries, or a word that could be easily
associated with you.

A good password will contain a mixture of letters, numbers and punctuation and should be changed at
regular intervals.

The root user must have a password which consist of minimum 8 characters.

Note that you will not be able to see the password as you type it.
Root password:

[esssssssse

Please enter the same root password again to verify that you have typed it correctly.
Re-enter password to verify:

([eoseosvsees) l

| Screenshot |  GoBack Continue

2.8. Partitioning the hard drive Fecdback{ )

The Univention Installer supports the partitioning of hard drives and the creation of different file systems
(e.g., ext 4 and XFS). In addition, it is also possible to set up mechanisms such asthelogical volume manager
(LVM), RAID or partitions encrypted with LUKS.
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As of UCS 4.0, the Univention Installer selects a suitable partition model (MBR or GPT) automatically de-
pending on the size of the selected hard drive. On systems with the Unified Extensible Firmware Interface
(UEFI), the GUID Partition Table (GPT) is used automatically.

The Univention Installer offers guided installations to make installation simpler. In the guided installation,
certain standard schemes with respect to the partitioning and formatting are applied to the selected hard drive.
In addition, it is aso possible to perform partitioning manually.

There are three schemes available for selection for guided partitioning:

o Guided - Useentiredisk: Inthisscheme, anindividual partitioniscreated for each file system. Abstraction
layerslike LVM are not used. During the following step the number of filesystems/partitions is assigned.
The size of the partitionsis restricted to the size of the respective hard drive.

> Guided - Use entire disk and set up LVM: If the second scheme is selected, an LVM volume group is
set up on the selected hard drive first. A separate logical volume is then created within the volume group
for each file system. In this scheme, the size of the logical volume is restricted by the size of the volume
group, which can aso be subsequently enlarged with additional hard drives. In case of doubt, select this
partitioning scheme.

o Guided - Use entire disk with encrypted LVM: This version is the same as the previous version, with
the addition that the LVM volume group is also encrypted. Consequently, the password for the encrypted
volume group has to be entered every time the system is started up.

Caution

In all three versions, the data already on the selected hard drive are deleted during the partitioning!

Figure 2.9. Selecting the partitioning scheme

@ univention

Partition disks

The installer can guide you through partitioning a disk (using different standard schemes) or, if you
prefer, you can do it manually. With guided partitioning you will still have a chance later to review and
customise the results.

If you choose guided partitioning for an entire disk, you will next be asked which disk should be used.
Partitioning method:

Guided - use entire disk

Guided - use entire disk and set up LVM

Guided - use entire disk and set up encrypted LVM

Manual
Screenshot [ GoBack Continue

The next step isto select a hard drive from the list of those detected to which the partitioning version should
be applied.
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There are three subversions for each partitioning version, which differ in the number of file systems created:

o All files in one partition: In this version, just one partition or logical volume is created and the / file
system saved there.

o Separate /home partition: In addition to a file system for / , an additional file system is also created for
/ hone/ .

o Separate/home, /usr, /var and /tmp partition: In addition to afile systemfor / , an additional file system
isalso created each for / hore/ , / usr/ ,/var/ and/t np/ .

Before every active change to the hard drive, the changeis displayed again in an additional dialogue and must
be confirmed explicitly.

Figure 2.10. Confirmation of changesto the hard drive

® univention

Partition disks

Before the Logical Volume Manager can be configured, the current partitioning scheme has to be written
to disk. These changes cannot be undone.

After the Logical Volume Manager is configured, no additional changes to the partitioning scheme of
disks containing physical volumes are allowed during the installation. Please decide if you are satisfied
with the current partitioning scheme before continuing.

The partition tables of the following devices are changed:
SCSI1 (0,1,0) (sda)

Write the changes to disks and configure LVM?
O No

@ Yes

Once the partitioning is complete, the UCS basic system and additional software is installed automatically.
This can take some time depending on the speed of the hardware used. The system isthen made ready to boot
viathe installation of the GRUB bootloader.

2.9. Domain settings Feedback ()

The final configuration of the UCS system is started by selecting a domain mode. There are four modes
available, which influence the following configuration steps:

o Inthefirst mode, Create a new UCSdomain, thefirst systemin anew UCS domain is configured: aUCS
system with the master domain controller systemrole. In thefollowing configuration steps, theinformation
required for setting up a new directory service, authentication service and DNS server are requested. A
UCS domain can comprise one single or several UCS systems. Additional UCS systems can be added at a
later point in time using the Join an existing UCS domain mode.

o Join into an existing Active Directory domain: This mode, in which UCSis operated as a member of an
Active Directory domain, is suitable for expanding an Active Directory domain with applications available
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on the UCS platform. Apps installed on the UCS platform are then available for the users of the Active
Directory domain to use. On selection of thismode, all the relevant information for the joining of the Active
Directory domain is requested and the UCS system configured correspondingly.

o Selecting the Join into an existing UCS domain mode allows the UCS system to be configured to join an
existing UCS domain. What UCS system roleit isto take on in the domain is queried at alater stage.

o If the Do not use any domain mode is selected, there are no web-based administration functions and no
domain functions at al available on the system. The UCS system can also not subsequently become a
member of an existing UCS or Active Directory domain or found a new UCS domain at a later point in
time. In addition, the Univention App Center is not available in this mode. For this reason, this mode is
only used rarely and in special scenarios (e.g, as afirewall system).

Figure 2.11. Domain settings

® univenfion

Domain setup

Please select your domain settings. ® Create anew UCS domain_
Configure this system as first system for the new domain. Additional systems can
join the domain later.

O Join into an existing Active Directory domain
This system will become part of an existing Active Directory domain

(D Join into an existing UCS domain

Use this option if you already have one or more UCS systems

(O Do not use any domain
| ‘ |

This should only be used in rare use cases, for example as firewall systems

If unsure, select Create a new UCS domain

2.9.1. "Create a new UCS domain" mode Feedback {2}

Once the Create a new UCS domain mode has been selected, an organization name, an e-mail address, a
fully qualified domain name and an LDAP base are requested in the following two steps.

Specification of an organization name isoptional and it is used in the second step to generate a domain name
and the LDAP base automatically.

If avalid e-mail addressis specified, thisisused to activate apersonalized license, which isrequired for theuse
of the Univention App Center. The license is generated automatically and sent to the specified e-mail address
immediately. The license can then be imported via the Univention Management Console license dialog.

The name of the UCS system to be configured and the name of the DNS domain are determined from the
fully qualified domain name (host name including domain name) entered here. A suggestion is generated
automatically from the organization name entered in the previous step. It isrecommended not to use apublicly
available DNS domain, as this can result in problems during the name resolution.

28 _ )
www.univention.de



https://www.univention.com/feedback/?manual=installation:Dom�neneinstellungen:NeueDom�ne

@ univention

be open.
"Join an existing Active Directory domain" mode

A LDAP base needs to be specified for theinitialization of the directory service. A suggestion is also derived
here automatically from the fully qualified domain name. This value can usually be adopted without any
changes.

Figure 2.12. Specification of host name and L DAP base

® univention

Host settings

Specify the name of this system. chs—1 463.univention-gmbh.intranet

Fully qualified domain name *

dc=univention-gmbh,dc=intranet

L
I I LDAP base *

-
Back
2.9.2. "Join an existing Active Directory domain" mode Feedback{ D}

If the DNS server of an Active Directory domain was specified during the network configuration, the name
of the Active Directory domain controller is suggested automatically in the Active Directory account infor -
mation step. If the suggestion isincorrect, the name of another Active Directory domain controller or another
Active Directory domain can be entered here.

The specification of an Active Directory account and the corresponding password is required for joining the
Active Directory domain. The user account must possess theright to join new systemsin the Active Directory
domain.

In addition, a host name must be entered for the UCS system to be configured. The suggested host name can
be adopted or a new host name entered. The domain name of the computer is derived automatically from the
domain DNS server. In some scenarios (e.g., apublic mail server) it can prove necessary to use aspecific fully
qualified domain name. The UCS system will join the Active Directory domain with the host name specified
here. Once set up, the domain name cannot be changed again once the configuration is completed.

In a UCS domain, systems can be installed in different system roles. The first UCS system, that joins an
Active Directory domain, is automatically installed with the master domain controller system role. If this
mode is selected during installation of additional UCS systems, the system role selection dialogue is shown.
The system roles are described within the following section.

_ ) 29
www.univention.de



https://www.univention.com/feedback/?manual=installation:Dom�neneinstellungen:ADMember

@ univention

be open.
"Join an existing UCS domain domain™ mode
Figure 2.13. Information on the Active Directory domain join
@ univention
Active Directory join information
g'l’rﬂgéfg‘ii?:::'s tojoininto the Active  WINDC.example-company.com ,
) Address of Active Directory domain controller or name of Active Directory domain *
Administrator )
. Active Directory account *
(I XXX XY}
l ' Active Directory password *
Back
2.9.3. "Join an existing UCS domain domain" mode Feedback {L)

30

In a UCS domain, systems can be installed in different system roles. The first system in a UCS domain is
always installed with the master domain controller system role. Additional UCS systems can join the domain
at alater point in time and can be configured with one of the following system roles.

> backup domain controller

The backup domain controller isthefallback system for the DC master. If thelatter should fail, aDC backup
can adopt the role of the DC master permanently. All the domain data and SSL security certificates are
saved as read-only copies on servers with the backup domain controller role.

o slave domain controller

All the domain data are saved as read-only copies on servers with the slave domain controller role. In
contrast to the backup domain controller, however, not all security certificates are saved. As accessesto the
services running on a slave domain controller are performed against the local LDAP directory service, DC
dave systems are ideal for site servers and the distribution of high-load services.

o member server

member server are server systems without alocal LDAP directory service. Access to domain data here is
performed via other serversin the domain. They are therefore suitable for services which do not require a
local database for authentication, for example, such as print and file servers.

Once the UCS system role has been selected, further information on the domain join is requested. If the
domain join is not intended to occur automatically during the installation, the Start join at the end of the
installation option can be disabled. If the correct DNS server was selected during the network configuration,
Univention Installer can determine the name of the master domain controller system automatically. If the
decision is taken to join another UCS domain, the Search Domain controller master in DNS option can
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be disabled and the fully qualified domain name of the preferred master domain controller entered in the
input field below. The access information required for the domain join must be entered in the Administrator
account and Administrator password input fields.

Figure 2.14. Information on thedomain join

® univention

Domain join information

Specify credentials to join into the UCS Start join at the end of the installation
domain

Search Domain controller master in DNS

master.univention-gmbh.intranet

Hostname of Domain controller master *

Administrator )
Administrator account *

Administrator password *

In addition, a host name must be entered for the UCS system to be configured in the next step. The suggested
host name can be adopted or a new host name entered. The domain name of the computer is derived automat-
ically from the domain DNS server. In some scenarios (e.g., a public mail server) it can prove necessary to
use a certain fully qualified domain name. Once set up, the domain name cannot be changed again once the
configuration is compl eted.

2.9.4. "Do not use any domain" mode Feedback {2}

The configuration of the Do not use any domain mode requires the specification of a host name for the UCS
system to be configured. The suggested host name can be adopted or a new host name entered. The domain
name of the computer is derived automatically from the domain DNS server.

2.10. Selecting UCS software components Fecaback { )

The softwar e configuration step offers the possibility of installing additional UCS components during the
installation. The applications are also available after the installation via the Univention App Center in the
UCS components category and can be installed and uninstalled there subsequently.
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Figure 2.15. Selecting UCS softwar e components

® univention

Software configuration

Select UCS software components for Software component
installation on this system. This step can

R R -
be skipped; the components are also ] ?Lﬁ‘fe_E:‘r_eﬁ??.;;”"e#'?:_ § Active Director @
available in the Univention App Center in ntegrates Uls with an existing Active Directory
the category UCS components. O Active Directory Takeover @
Transfer existing Active Directory domains to UCS
Third-party software (e.g., groupware)
is also available through the Univention o Active Directory-compatible Domain Controller @
App Center: Comprehensive Active Directory functions based on Samba
DHCP server
® O Service for dynamic IP management within IPv4 networks @
Desktop Environment (KDE)
@ o Graphical desktop environment for UCS @
r Fetchmail -
m u] Retrieve and deliver mail stored at a mail service provider @
KWM virtualization server
o KWM is the leading and proven Linux Hypervisor @
| = Mail server
l H u] standard mail services with Postfix / Cyrus (SMTP/POP/IMAP) @
Metwork monitoring (Magios)
O ponitor svstems netwerks and serices Q-
Mo additional software component will be installed.

Back

E
®
=

2.11. Confirming the settings Feedback ()

This dialogue shows the major settings that were made. If all the settings are correct, the Configure system
button can be used to start the configuration of the UCS system, see Figure 2.16.

The Update system after installation option allows the automatic installation of available Errata updates.
In addition, all patch level updates and Errata updates available are installed on a master domain controller.
On all other systemroles, al the patch level updates are set up to the installation status of the master domain
controller. (You need to log on to the master domain controller to check the installation status. Thisis done
using the login data specified in the join options).
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Figure 2.16. Installation overview
®univention

Confirm configuration settings

Please confirm the chosen configuration i . q b 4
settings which are summarized below. UCs configuration: A new UCS domain will be created.

Account information
® Organization name: Univention GmbH
® Fomail address to activate UCS: username@univention.com
Domain and host configuration
® Fully qualfied domain name: ucs-1463.univention-gmbh.intranet
® [ DAP base: de=univention-gmbh,de=intranet
® Address for eth0: 10.200.18.68/255.255.255.0

® Gateway:10.200.18.1
* DNS server: 10.20018.67

Software components: No additional software components will be installed

Back Configure system

During the configuration, a progress bar displays the progress of the installation.
Theinstallation protocol of the Univention Installer is saved in the following files:

o [var/log/installer/syslog

o [var/| og/ uni vention/ managenent - consol e- nodul e-set up. | og

Completion of the configuration must be confirmed with the Finish button. The UCS system is then prepared
for the first booting procedure and restarted.

The system will then boot from the hard drive. Following the boot procedure, ther oot and admi ni str a-
t or users can log on via the web frontend Univention Management Console (see Chapter 4), which can be
reached under the | P address set during the installation or the host name.

If the computer was installed as the first system in the UCS domain (master domain controller), the license
can now be imported (see Section 4.2.2).

2.12. Troubleshooting for installation problems Feedback ()

Information on possible installation problems can be found in the Univention Support database at http://
sdb.univention.de in the subitem Installation.

2.13. Installation in text mode Feedback { )

On systems that showed a problem with the graphic variant of Univention Installer, the installation may be
also started in text mode. To achievethis, in the DVD boot menu Advanced optionsthe entry Install in text
mode has to be selected.

During installation in text mode Univention Installer shows the same information and asks for the same set-
tings. After partitioning the hard drive, the system is prepared for the first boot and finally restarted.
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After restart the configuration may be resumed by using aweb browser. TheURL ht t ps: / / SERVER- | P-
ADDRESS or htt p: // SERVER- | P- ADDRESS has to be opened within the browser (HTTPS is recom-
mended). After loading the URI alogin as user r oot isrequired.

The configuration process asks for location and network setting and then resumes with the same steps asthe
graphic variant of the installation, i.e. section domain settings.

2.14. Installation in the Amazon EC2 cloud Feedback )

Univention provides an Amazon Machine Image (AMI) for the Amazon EC2 cloud for UCS. This generic
image for all UCS system roles is used to derive an individua instance which can be configured via the
Univention Management Console (domain name, software selection, etc.).

The processfor setting up a UCS instance based on Amazon EC2 is documented in the Univention Wiki [ec2-
quickstart].

2.15. Installation in VMware Feedback { )

If UCSisingtalled asaguest in VMware, the Linux -> Other Linux system option must be selected as the
Guest operating system (UCSis based on Debian but the templates for Debian cannot be used).

The Linux kernel used in UCS includes all the support drivers necessary for operation in VMware
(vmw_bal | oon, vmw_pvsci ,vimnv_vncti , viagf x and vimknet 3).

The open source version of the VMware Tools (Open VM Tools) is delivered with UCS. The tools can be
installed using the open-vm-tools package (they are not required but do, for example, allow synchronization
of the time on the virtualization server with the guest system).

2.16. Installation in Citrix XenServer Feedback { )

Theprocessfor setting up aUCSinstancein Citrix XenServer isdocumented in the Univention Wiki [xenserv-
er-installation].

To display the GRUB menu correctly, an adaption to the XenServer configuration is necessary; thisis de-
scribed in [release-notes].
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3.1. Introduction Feedback{ )

Univention Corporate Server offers a cross platform domain concept with a common trust context between
Linux and/or Windows systems. Within this domain a user is known to all systems via his username and
password stored in the UCS management system and can use all services which are authorized for him. The
management system keeps the account synchronized for the windows log-in, Linux/POSIX systems and Ker-
beros. The management of user accounts is described in Chapter 6.

All UCS and Windows systems within a UCS domain have a host domain account. This allows system-to-
system authentication. Domain joining is described in Section 3.2.

The certificate authority (CA) of the UCS domain is operated on the master domain controller. A SSL cer-
tificate is generated there for every system that has joined the domain. Further information can be found in
Section 3.6.

Every computer system which is a member of a UCS domain has a system role. This system role represents
different permissions and restrictions, which are described in Section 3.3.

All domain-wide settings are stored in a directory service on the basis of OpenLDAP. Section 3.4 describes
how to expand the managed attributeswith L DA P scheme expansions, how to set up an audit-compliant LDAP
documentation system and how to define access permissions to the LDAP directory.

Replication of the directory datawithin a UCS domain occurs via the Univention Directory Listener/Notifier
mechanism. Further information can be found in Section 3.5.

Kerberos is an authentication framework the purpose of which isto permit secure identification in the poten-
tialy insecure connections of decentralized networks. Every UCS domain operates its own Kerberos trust
context (realm). Further information can be found in Section 3.7.

3.2. Joining domains Fecdback ()

A UCS, Ubuntu or Windows system must join the domain after installation. The following describes the
different possibilitiesto do this:

In addition to UCS, Ubuntu and Mac OS X, arbitrary Unix systems can be integrated into the domain. This
is documented in [ext-doc-domain].

3.2.1. How UCS systems join domains Feedback {2}

There are three possibilities for a UCS system to join an existing domain; directly after installation in the
Univention Installer (see Section 2.9.3) or subsequently using the command uni vent i on-j oi n or using
Univention Management Console.

The master domain controller should always be installed at the most up-to-date rel ease stand of the domains,
as problems can arise with an outdated domain control master when a system using the current version joins.

When a computer joins, a computer account is created, the SSL certificates are synchronized and an LDAP
copy isinitiated if necessary. Thejoin scripts are also run at the end of the join process. These register further
objects, etc., in the directory service using the software packagesinstalled on the system (see Section 3.2.1.3).
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How UCS systems join domains

Thejoining of the domain isregistered on the client sideinthe/ var /1 og/ uni venti on/j oi n. | oglog
file, which can be used for reference in error analysis. Actions run on the domain controller master are stored
inthe/ hone/ Joi n- Account /. uni venti on-server-j oi n. | og log file.

The joining process can be repeated at any time. Systems may even be required to rgjoin following certain
administrative steps (such as changes to important system features on the master domain controller).

3.2.1.1. Subsequent domain joins with uni venti on-j oi n Feedback { )

uni venti on-j oi n retrieves a number of essential parameters interactively; however, it can also be con-
figured using a number of parameters:

o The master domain controller is usually detected viaa DNS request. If that is not possible (e.g., aDC dlave
server with adifferent DNS domain is set to join), the computer name of the DC master can aso be entered
directly using the - dcnane HOSTNAME parameter. The computer name must then be entered as afully
qualified name, e.g., mast er. conpany. com

o A user account which isauthorized to add systemsto the UCS domainsis called ajoin account. By default,
thisisthe Adni ni st r at or user or amember of the Donmai n Admi ns group. The join account can be
assigned using the- dcaccount ACCOUNTNANME parameter.

o Thepassword canbeset usingthe- dcpwd FlI LE parameter. The password isthen read out of the specified
file.

o The- ver bose parameter isused to add additional debug output tothelogfiles, which simplify theanalysis
in case of errors.

3.2.1.2. Joining domains with Univention Management Console Feedback )

A domain join can also be carried out web based via the UMC module Domain join. As the Administrator
user does not yet exist on a system which has yet to join the domain, the login to Univention Management
Consoleisdone asuser r oot .

Asfor the domain joining procedure via the command line, username and password of a user account autho-
rized to add computers to a domain must be entered in the resulting dialogue. Likewise, the master domain
controller will be determined automatically viaa DNS request, but can aso be entered manually.

The Rejoin option can be used to repeat the domain join at any time.
3.2.1.3. Join scripts / Unjoin scripts Feedback {_)

Join scripts are run during the domain join. Examples for changes made by join scripts are the registration of
aprint server in the domain or the adaptation of DNS entries. Join scripts are components of the individual
software packages. In the same way, there are also unjoin scripts, which can reset these changes following
uninstallation of software components.

Join scriptsarestoredinthe/ usr/ 1 i b/ uni venti on-instal |/ directory and unjoin scriptsin/ usr/
i b/ uni vention-uninstall/.Eachjoin/unjoin script has aversion. An example: A package has al-
ready been installed and the join script already run. The new version of the package now requires additional
changes and the version number of the join script is increased.

The uni venti on- check-j oi n- st at us command can be used to check whether join/unjoin scripts
need to be run (either because they have yet to be run or an older version was run).

3.2.1.3.1. Subsequent running of join scripts Feedback L))

If there are join/unjoin scripts on a system which have not yet been run or which can only be run for an older
version, awarning message is shown upon login to Univention Management Console.
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Join scripts that have not been run can be executed via the UMC module Domain join by clicking on the
menu entry Execute all pending join scripts.

Theuni venti on-run-j oi n-scri pts command is used to run al of the join/unjoin scripts installed
on asystem. The scripts check automatically whether they have already been executed.

The name of the join/unjoin script and the output of the script are also recorded in/ var /| og/ uni ven-
tion/join.log.

Ifuni vent i on-run-j oi n-scri pts isrunonanother system rolethan the master domain controller, the
user will be asked to input a username and password. This can be performed on the master domain controller
viathe- - ask- pass option.

3.2.2. Windows domain joins Feedback { )

The procedure for joining a Windows system to a UCS domain made available via Samba is now described
for Windows 7/8/10 and Windows 2012. The process is similar for other Windows versions. In addition to
the client versions, Windows server systems can also join the domain. Windows servers join the domain as
member servers; joining a Windows systems as a domain controller is not supported.

Only domain-compatible Windows versions can join the UCS domain, i.e,, it is not possible for the Home
versions of Windows to join adomain.

Two different versions of Samba can be used in UCS: Samba 3 implements a Windows domain based on
NT domain technology, while Samba 4 implements an Active Directory directory. Further information can
be found in Section 9.1.

A host account is created for the Windows client automatically when it joins the domain (see Section 8.1).
Information concerning MAC and I P addresses, the network, DHCP or DNS can be configured in Univention
Management Console prior to or after joining the domain.

Domain joining is usually performed with the local Administrator account on the Windows system.
Joining the domain takes sometime and the process must not be canceled prematurely. After successful joining

asmall window appearswith the message Welcometothedomain domai n nane. Thisshould be confirmed
with [OK]. The computer must then be restarted for the changes to take effect.
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Figure 3.1. Domain join of a Windows 7 system
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Domain names must be limited to 13 characters as they are otherwise truncated at the Windows client and

this can lead to log-in errors.

For adomain join against adomain controller based on Samba 3, it must be ensured that the NetBIOS name
of the domain can be resolved. It may prove necessary to configure a WINS server for this (see [ext-doc-

windows-nt]).

For a domain join against a domain controller based on Samba 4, the DNS configuration of the client must
be set up in such a way that DNS entries from the DNS zone of the UCS domain can aso be resolved. In
addition, the time on the client system must also be synchronized with the time on the domain controller.

3.2.2.1. Windows 8

Thejoining of domainsis only possible with the Pro and Enterprise editions of Windows 8.

When using Windows 8 to adomain based on Samba 3, certain settings must be made in the Windows registry
before joining the domain. A corresponding REG file can be downloaded from SDB 1102. The system must

then be restarted. This step is not necessary with Samba 4.

The control panel can be reached by moving the cursor to the bottom right-hand corner of the screen. The
Control Panel can then be searched for under Search -> Apps. Change settings -> Network 1D must be

clicked on under System and Security -> System.

The Domain option field must be ticked and the name of the Samba domain entered in the input field for

the domain join. After clicking on the [OK] button, the Admi ni st r at or must be entered in the input field

Name and the password fromui d=Admi ni strat or, cn=user s, base DNtransferred to the Password

input field. The process for joining the domain can then be started by clicking on [OK].

3.2.2.2. Windows 7

The joining of domainsis only possible with the Professional, Enterprise or Ultimate editions of Windows 7.

http://sdb.univention.de/1102
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When using Windows 7 to adomain based on Samba 3, certain settings must be madein the Windows registry
before joining the domain. A corresponding REG file can be downloaded from SDB 1102. The system must
then be restarted. This step is not necessary with Samba 4.

The basic configuration dialogue is found under Start -> Control Panel -> System and Security -> See
the name of this computer. Change settings must be selected and Change clicked under Computer name,
domain, and wor kgroup settings.

The Domain option field must be ticked and the name of the Samba domain entered in the input field for
the domain join. After clicking on the [OK] button, the Admi ni st r at or must be entered in the input field

Name and the password fromui d=Admi ni strat or, cn=user s, base DNtransferredtothe Password
input field. The process for joining the domain can then be started by clicking on [OK].

3.2.2.3. Windows Server 2012 Feedback {-)

When using Windows 8 to adomain based on Samba 3, certain settings must be made in the Windows registry

before joining the domain. A corresponding REG file can be downloaded from SDB 1102. The system must

then be restarted. This step is not necessary with Samba 4.

The control panel can be reached by moving the cursor to the bottom right-hand corner of the screen. The

Control Panel can then be searched for under Search -> Apps. Change settings -> Network |D must be

clicked on under System and Security -> System.

The Domain option field must be ticked and the name of the Samba domain entered in the input field for

the domain join. After clicking on the [OK] button, the Admi ni st r at or must be entered in the input field

Name and the password fromui d=Admi ni strat or, cn=user s, base DNtransferredtothe Password
input field. The process for joining the domain can then be started by clicking on [OK].

3.2.3. Ubuntu domain joins Feedback {2}

Theintegration of Ubuntu clientsinto a UCS domain is described in Section 8.1.1.

3.2.4. Mac OS X domain joins Feedback {2}

UCS supportsdomain joinsof Mac OS X clientsinto aUCS environment using Samba 4. This documentation
refersto Mac OS X 10.8.2.

The domain join can be performed using the system preferences menu or the dsconf i gad command line
tool.

After the domain join it is possible to automatically mount CIFS shares to subfoldersin / Vol unes when
logging in with adomain user. For that, the following line hasto be added to thefile/ et ¢/ aut o_mast er:

/ Vol unes aut o_custom

In addition, thefile/ et ¢/ aut o_cust omneedsto be created and the shares which should be mounted have
to belisted init in the following way:

subf ol der nane -f st ype=snbfs : [/ fqdn/ shar enane

Note that the automounted shares are not displayed in the finder's sidebar.

http://sdb.univention.de/1102
http://sdb.univention.de/1102
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3.2.4.1. Domain join using the system preferences GUI Feedback {_)
Inthe System Preferencesviathe Users& Groupsentry, theL ogin menu can bereached. After authenticating
by clicking on the lock in the lower left corner and providing credentials of alocal Administrator account,

the Network Account Server: Join button needs to be clicked. From that menu it is possible to open the
Directory Utility.

Figure 3.2. Domain join of aMac OS X system

000 Directory Utility

=

L% AP
Services | Search Policy Directory Editor

Active Directory Forest: - Automatic -
Active Directory Domain: |example.local
Computer ID: |/ mac_hostname
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1 @Default user shell: ,‘bin,.fbash‘ r

| cancel | | OK |

In the advanced options section, the option Create mobile account at login should be activated. A mobile
account has the advantage that, when the domain is not available, the user can log into the Mac OS X system
with the same account used for logging into the domain.
After filling in the domain name in the field Active Directory Domain and the hostname of the Mac OS X
client in the field Computer ID, the join processis initiated after clicking the button Bind.... The username
and password of an account in the Dormmai n Admi ns group needs to be entered, e.g., Admi ni strat or.
3.2.4.2. Domain join on the command line Feedback {-)

The domain join can aso be performed on the command line using dsconf i gad:

dsconfigad -a mac hostnanme -domain fqgdn -ou "CN=Conputers, | dap_base" \
-u Domai n Admi ni strator -nobile enable

Additional configuration options are available through dsconfi gad - hel p.

3.3. UCS system roles Fecaback{ )

In aUCS domain systems can be installed in different system roles. The following gives a short characteri-
zation of the different systems:
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Domain controller master Feedback {.))
A system with the master domain controller role (DC master for short) is the primary domain controller of a
UCS domain and isaways installed as the first system. The domain data (such as users, groups, printers) and
the SSL security certificates are saved on the DC master.
Copies of these data are automatically transferred to al servers with the backup domain controller role.
Domain controller backup Feedback )
All the domain data and SSL security certificates are saved as read-only copies on servers with the backup
domain controller role (backup DC for short).
The backup domain controller isthe fallback system for the master DC. If the latter should fail, a backup DC
can take over the role of the DC master permanently (see Section 3.9).
Domain controller slave Feedback {2}
All the domain data are saved as read-only copies on servers with the slave domain controller role (Save DC
for short). In contrast to the backup domain controller, however, not all security certificates are synchronized.
As access to the services running on a slave domain controller are performed against the local LDAP server,
dave DC systems are ideal for site servers and the distribution of load-intensive services.
A slave DC system cannot be promoted to a master DC.
Member server Feedback L)
member server are server systems without alocal LDAP server. Accessto domain data here is performed via
other serversin the domain.
Base system Feedback {2}
A base system isan autonomous system which isnot amember of the domain. It isnot connected to any LDAP
server. It still provides the UCS update mechanism and Univention Configuration Registry for configuration,
but not the graphical administration interface Univention Management Console.
A basic system isthus suitable for serviceswhich are operated outside of the trust context of the domain, such
as aweb server or afirewall.
Ubuntu FeedbackQ
Ubuntu clients can be managed with this system role, see Section 8.1.1.
I_| nuxXx FeedbackQ
This system role is used for the integration of other Linux systems than UCS and Ubuntu, e.g., for Debian or
CentOS systems. The integration is documented in [ext-doc-domain].
Univention Corporate Client Feedback {.)
A Univention Corporate Client is a desktop or thin client system based on Univention Corporate Client.

www.univention.de
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339 MaC OS X FeedbackQ
Mac OS X systems can be joined into a UCS domain using Samba 4. Additional information can be found
in Section 3.2.4.
3.3.10. Domain Trust Account Feedback {2}
A domain trust account is set up for trust relationships between Windows and UCS domains.
3.3.11. IP managed client Feedback )

An IP managed client allows the integration of non-UCS systemsinto the | P management (DNS/DHCP), e.g.,
for network printers or routers.

3.3.12. Windows Domaincontroller Feedback {2}

Windows domain controllersin a Samba 4 environment are operated with this system role.

3.3.13. Windows Workstation/Server Feedback {2}

Windows clients and Windows member servers are managed with this system role.

3.4. LDAP directory Feedback{ )

Univention Corporate Server saves domain-wide datain aLDAP directory service based on OpenLDAP. This
chapter describes the advanced configuration and coordination of OpenLDAP.

Often several LDAP serversare operated inaUCSdomain. The configuration of the server(s) used isdescribed
in Section 8.4.5.

3.4.1. LDAP schemas Feedback {2}

Schema definitions specify which object classes exist and which attributes they include, i.e., which data can
be stored in a directory service. Schema definitions are saved as text files and included in the OpenLDAP
server's configuration file.

UCS uses standard schemas where possible in order to allow interoperability with other LDAP applications.
Schema extensions are supplied for Univention-specific attributes - such as for the policy mechanism.

3.4.1.1. LDAP schema extensions Feedback {)

To keep the efforts required for small extensionsin LDAP as low as possible, Univention Corporate Server
provides its own LDAP scheme for customer extensions. The LDAP object class uni vent i onFr eeAt -
t ri but es can be used for extended attributes without restrictions. It offers 20 freely usable attributes (uni-
ventionFreeAttributel to univentionFreeAttribute20) and can be used in connection with any LDAP object
(e.g., auser object).

If LDAP schema extensions are to be delivered as part of software packages, there is aso the possibility
of packaging them and distributing them to all the backup domain controller servers in the domain using a
Univention Directory listener module. Further information is available in [ packaging-schema-extensions].

3.4.1.2. LDAP schema replication Feedback {-)

Thereplication of the LDAP schemasis also automated via the listener/notifier mechanism (see Section 3.5).
This relieves the administrator of the need to perform all schema updates manually on al the OpenLDAP
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servers in the domain. Performing the schema replication before the replication of LDAP objects guarantees
that this doesn't fail asaresult of missing object classes or attributes.

Onthe master domain controller, achecksum for all the directorieswith schemadefinitionsis performed when
the OpenLDAP server is started. This checksum is compared with the last saved checksum in the / var /
i b/ uni vention-|dap/schema/ nd5 file.

Theactual replication of the schemadefinitionsisinitiated by the Univention Directory Listener. Prior to every
reguest from the Univention Directory Notifier for a new transaction ID, its current schema ID is requested.
If thisis higher than the schema ID on the listener side, the currently used sub-schema is procured from the
notifier system's LDAP server viaan LDAP search.

The output sub-schema is included on the listener system in LDIF format in the / var/1i b/ uni ven-
ti on-1dap/ schena. conf file and the local OpenLDAP server restarted. If the schema replication is
completed with this step, the replication of the LDAP objects is continued.

3.4.2. Audit-proof logging of LDAP changes Feedback {2}

Theuni venti on-di rectory-| ogger packageallowsthelogging of all changesinthe LDAP directory
service. As each data record contains the hash value of the previous data record, manipulations of thelog file
- such as deleted entries - can be uncovered.

Individual areas of the directory service can be excluded from the logging. These branches can be config-
ured using the Univention Configuration Registry variables | dap/ | oggi ng/ excl udel, | dap/ | og-
gi ng/ excl ude2, etc. As standard, the container is excluded in which the temporary objects are stored
(cn=t enmpor ary, cn=uni vent i on). The LDAP changes are logged by a Univention directory listener
module. The Univention directory listener service must be restarted if changes are made to the Univention
Configuration Registry variables.

Thelogging ismadeinthe/ var/ 1 og/ uni venti on/ di rect ory-1| ogger .| og filein the following
format:

START

A d Hash: Hash sum of the previous data record

DN: DN of the LDAP object

ID: Listener/notifier transaction ID

Modi fier: DN of the nodifying account

Timestanp: Time stanp in format dd. nm yyyy hh: mm ss
Action: add, nodify or delete

a d Val ues:

List of old attributes, enpty when an object is added
New Val ues:

Li st of new attributes, enpty when an object is del eted
END

A hash sumiscalculated for each logged datarecord and also logged in the daemon.info section of the Syslog
service.

3.4.3. Timeout for inactive LDAP connections Feedback £}

The Univention Configuration Registry variablel dap/ i dl et i neout isused to configureatime periodin
seconds after which the LDAP connection is cut off on the server side. When the value is set to 0, no expiry
period isin use. The timeout period has been set at six minutes as standard.
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3.4.4. LDAP command line tools Feedback {)

In addition to the UM C web interface, there are also arange of programs with which one can accessthe LDAP
directory from the command line.

Theuni venti on- | dapsear ch tool simplifies the authenticated search in the LDAP directory. A search
filter needs to be specified as an argument; in the following example, the administrator is searched for using
theuser ID:

uni venti on-| dapsear ch ui d=Adm ni strat or
Thesl apcat command makesit possible to save the current LDAP datain atext filein LDIF format, e.g.:

sl apcat > | dapdat a. t xt

3.4.5. Access control for the LDAP directory Feedback {2}

Access to the information contained in the LDAP directory is controlled by Access Control Lists (ACLS)
on the server side. The ACLs are defined in the central configuration file / et ¢/ | dap/ sl apd. conf
and managed using Univention Configuration Registry. The sl apd. conf is managed using a multifile
template; further ACL elements can be added below / et ¢/ uni venti on/tenpl ates/fil es/etc/
| dap/ sl apd. conf. d/ between the 60uni venti on-| dap- server _acl - master and 70uni -
venti on-| dap- server _acl - nast er - end files or the existing templates expanded upon.

If LDAP ACL extensions are to be delivered as part of software packages, there is aso the possibility of
packaging them and distributing them to all the LDAP servers in the domain using a Univention Directory
listener module. Further information is available in [ packaging-acl-extensions].

The default setting of the LDAP server after new installations with UCS does not allow anonymous access to
the LDAP directory. Thisbehavior is configured with the Univention Configuration Registry variable! dap/
acl / read/ anonynous. Individual |P addresses can be granted anonymous read permissions via Univen-
tion Configuration Registry variable| dap/ acl / r ead/ i ps.

Following successful authentication on the LDAP server, all attributes of a user account can be read out by
this user.

In addition, an extra, interna account, the root DN, aso has full write access.

In addition, UCS offers a number of further ACLs installed as standard which suppress access to sensitive
files (e.g., the user password) and establish rules which are necessary for operation (e.g., necessary accesses
to computer accounts for log-ins). The read and write access to this sensitive information if only intended for
members of the Domai n Adm ns group. Nested groups are also supported. The Univention Configuration
Registry variable | dap/ acl / nest edgr oups can be used to deactivate the nested groups function for
LDAP ACLs, which will result in a speed increase for directory requests.

3.4.5.1. Delegation of the privilege to reset user passwords Feedback { )

To facilitate the delegation of the privilege to reset user passwords, the univention-admingrp-user-passwor-
dreset package can be installed. It uses ajoin script to create the User Password Admi ns user group,
in so far as this does not already exist.

Members of this group receive the permission via additional LDAP ACLSs to reset the passwords of other
users. These LDAP ACLs are activated automatically during the package installation. To use another group,
or a group that already exists, instead of the User Password Admi ns group, the DN of the group to
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be used can be entered in the Univention Configuration Registry variable | dap/ acl / user/ passwor -
dreset/accessli st/ groups/ dn. The LDAP server must be restarted after making changes.

Passwords can be reset via Univention Management Console. In the default setting, Univention Management
Consoleonly offerstheuser wizardtothe Admi ni st r at or user, which allowsthe setting of new passwords.
Duringtheinstallationanew def aul t - user - passwor d- admi ns policy iscreated automatically, which
islinked to the members of the User Passwor d Adni ns group and can be assigned to a corresponding
container in the LDAP directory. Further information on the configuration of UMC policies can be found in
Section Section 4.8.

The policy makes it possible to search for users and create an overview of all the attributes of a user object.
If an attempt is made to modify further attributes in addition to the password when the user does not have
sufficient access rights to the LDAP directory, Univention Directory Manager denies him write access with
the message Permission denied.

Caution

The package should be installed on the domain controller master and the domain controller backup
systems. During the installation, the LDAP server isrestarted and is thus temporarily unavailable.

Password resets via the password group can be prevented for sensitive users or groups (e.g., domain admin-
istrators). The Univention Configuration Registry variables| dap/ acl / user/ passwor dr eset / pr o-

tected/ uid and | dap/ acl / user/ passwor dreset/ prot ect ed/ gi d can be used to configure
usersand groups. Multiple values must be separated by commas. After changesto the variables, it is necessary
to restart the LDAP server usingthe/ et c/init.d/ sl apd restart command. Inthe default setting,
the members of the Donmai n Admmi ns group are protected against having theirs password changed.

If accessto additional L DA P attributes should be necessary for changing the password, the attribute names can
be expanded in Univention Configuration Registry variable | dap/ acl / user/ passwor dr eset / at -

t ri but es. After the change, the LDAP directory service must be restarted for the change to take effect.
Thisvariable is aready set appropriately for a UCS standard installation.

3.4.6. Name Service Switch / LDAP NSS module Feedback { )

With the Name Service Switch, the GNU C standard library (gl i bc) used in Univention Corporate Server
offersamodular interface for resolving the names of users, groups and hosts.

The LDAP NSS module is used on UCS systems for access to the domain data (e.g., users) as standard.
The module queries the LDAP server specified in the Univention Configuration Registry variable | dap/
server/ nane (and if necessary thel dap/ server/ addi ti on).

What measures should be taken if the LDAP server cannot be reached can be specified by the Univention
Configuration Registry variable nssl dap/ bi ndpol i cy. As standard, if the server cannot be reached, a
new connection attempt is made. If the variableis set to sof t , then no new attempt is made to connect. This
can considerably accelerate the boot of a system if the LDAP server cannot be reached, e.g., in an isolated
test environment.

3.4.7. Syncrepl for synchronization with non-UCS OpenLDAP Feedback{ )
servers
The syncrepl replication service can aso be activated paralel to the notifier service for the synchronization of

OpenL DAP servers not installed on UCS systems. Syncrepl isacomponent of OpenL DAP, monitors changes
in the local directory service and transmits them to other OpenLDAP servers.
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3.4.8. Configuration of the directory service when using Samba 4  reeaack()

As standard, the OpenLDAP server is configured in such away that it also accepts requests from ports 7389
and 7636 in addition to the standard ports 389 and 636.

If Samba 4 is used, the Samba domain controller service occupies the ports 389 and 636. In this case, OpenL -
DAP isautomatically reconfigured so that only ports 7389 and 7636 are used. This must be taken into account

during the configuration of syncrepl in particular (see Section 3.4.7). uni vent i on- | dapsear ch usesthe
standard port automatically.

3.4.9. Daily backup of LDAP data Feedback {2}

The content of the LDAP directory isbacked up daily on the master domain controller and all backup domain
controller systemsviaa Cron job.

The LDAP data are stored inthe/ var / uni vent i on- backup/ directory in the naming scheme| dap-
backup_DATE. | di f. gz in LDIF format. They can only be read by ther oot user.

3.5. Listener/notifier domain replication Feedback{ )

3.5.1. Listener/notifier replication workflow Feedback {2}

Replication of the directory datawithin a UCS domain occurs via the Univention Directory Listener/Notifier
mechanism:

o The Univention Directory Listener service runson al UCS systems.
> On the master domain controller (and possibly existing backup domain controller systems) the Univention

Directory Notifier service monitors changes in the LDAP directory and makes the selected changes avail-
able to the Univention Directory Listener services on the other UCS systems.

Figure 3.3. Listener/Notifier mechanism

Univention Directory Manager UCS-Backup
LDAP M OpenLDAP
OpenLDAP User, Computer,
ot User, Computer, Shares, Printer,

Shares. Printer.... Listener-Modules

CUPS-Printer, Samba-Config,

LDAP-Notification
Cyrus, ...

Notifier S A

UCS-Master

S

The active Univention Directory Listener instancesin the domain connect to a Univention Directory Notifier
service. If an LDAP change is performed on the master domain controller (all other LDAP servers in the
domain are read-only), this is registered by the Univention Directory Notifier and notified to the listener
instances.
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Each Univention Directory Listener instance uses a range of Univention Directory Listener modules. These
modules are shipped by the installed applications; the print server package includes, for example, listener
modules which generate the CUPS configuration.

Univention Directory Listener modules can be used to communicate domain changes to services which are
not LDAP-compatible. The print server CUPS is an example of this: The printer definitions are not read from
the LDAP, but instead fromthe/ et ¢/ cups/ pri nt er s. conf file. Now, if aprinter issaved inthe UMC
printer management, it is stored in the LDAP directory. This change is detected by the Univention Directory
Listener module cups-printersand an entry added to, modified or deletedin/ et ¢/ cups/ pri nt er s. conf
based on the datain the LDAP.

Additional information on the setup of Univention Directory Listener modules and developing your own
modules can be found in [devel oper-reference].

LDAP replication is aso performed by alistener module. If the LDAP server to be replicated to is not acces-
sible, the LDAP changes are temporarily stored inthe/ var /| i b/ uni venti on-di rectory-repli -
cation/fail ed.|dif file Thecontents of the file are automatically transferred to the LDAP when the
LDAP server isavailable again.

The listener/notifier mechanism works based on transactions. A transaction ID isincreased for every change
in the LDAP directory of the master domain controller. A Univention Directory Listener instance which has
missed several transactions - for example, because the computer was switched off - automatically requests
all the missing transactions once the connection is available again until its local transaction ID corresponds
to that of the master domain controller.

3.5.2. Analysis of listener/notifier problems Feedback {2}

3.5.2.1. Log files/debug level of replication Feedback {-)

All status messages from the Univention Directory Listener and the executed listener modules are logged
inthe/var/ | og/ uni vention/listener.| og file. The level of detail of the log messages can be
configured using the Univention Configuration Registry variablel i st ener/ debug/ | evel . Thepossible
values are from 0 (only error messages) to 4 (al status messages). Once the debug level has been changed,
the Univention Directory Listener must be restarted.

Status messages from the Univention Directory Notifier service are logged in the / var /| og/ uni ven-

tion/notifier.logfile The debug level can be configured using the not i fi er/ debug/ | evel

variable (also from 0-4). Once the debug level has been changed, the Univention Directory Notifier must be
restarted.

3.5.2.2. Identification of replication problems Feedback { )

When the domain replication is running normally (normal system load, no network problems), the delay be-
tween the change being made in Univention Management Console and replicated to, for example, aslave do-
main controller isbarely noticeable. Anincomplete replication can be identified by comparing the transaction
IDs of the listener and notifier services.

The transactions registered by the notifier service are written in the / var/1i b/ uni venti on-1 dap/
noti fy/transacti on filein ascending order on the master domain controller. An example:

root @cnaster: ~# tail -1 /var/lib/univention-I|dap/notify/transaction
836 cn=dcsl ave3, cn=dc, cn=conput ers, dc=firm, dc=de m

Thelast transaction received by the listener system isstoredinthe/ var/ 1 i b/ uni venti on-di rect o-
ry-listener/notifier_idfile

root @csl avel: ~# cat /var/lib/univention-directory-listener/notifier _id
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836

This check can also be performed automatically by the Nagios service UNI VENTI ON_REPLI CATI ON (see
Section 14.2.1).

3.5.2.3. Reinitialization of listener modules Feedback {_)

If there are problemsin running alistener module, there isthe option of reinitializing the module. In this case,
all LDAP abjects with which the listener module works are passed on again.

The name of thelistener module must be supplied to the command for therenewed initialization. Theinstalled
listener modulescan befoundinthe/ var /1 i b/ uni venti on-di rectory-1|i stener/handl ers/
directory.

The following command can be used to reinitialize the printer module, for example:

uni vention-directory-listener-ctrl resync cups-printers

3.6. SSL certificate management Fecdback ()

In UCS, sensitive data are always sent across the network encrypted, e.g., viathe use of SSH for the login to
systemsor viathe use of protocolsbased on SSL/TLS. (Transport Layer Security (TLS) isthe current protocol
name, the name of the previous protocol Secure Socket Layer (S3L), however, is still more common and is
also used in this documentation).

For example, SSL/TLS is employed in the listener/notifier domain replication or for HTTPS access to Uni-
vention Management Console.

Both communication partners must be able to verify the authenticity of the key used for encrypted communi-
cation between two computers. To this end, each computer also features a so-called host certificate, which is
issued and signed by a certification authority (CA).

UCS providesits own CA, which is automatically set up during installation of the master domain controller
and from which every UCS system automatically procuresacertificatefor itself and the CA's public certificate
when joining the domain. This CA appears as the root CA, signs its own certificate and can sign certificates
for other certification authorities.

The properties of the CA are generated automatically during the installation based on system settings such as
the locale. These settings can be subsequently adapted on the master domain controller in the UMC module
Certificate settings.

Caution

If the UCS domain contains more than one system, all other host certificates need to be reissued after
changing the root certificate! The procedure required for thisis documented in SDB 1183.

The UCS-CA is aways found on the master domain controller. A copy of the CA is stored on every backup
domain controller, which is synchronized with the CA on the domain controller master by a Cron job every
20 minutes.

Caution

The CA is synchronized from the master domain controller to the backup domain controller and not
vice-versa. For thisreason, only the CA on the master domain controller should be used.

http://sdb.univention.de/1183

_ ) 49
www.univention.de



https://www.univention.com/feedback/?manual=domain:listenernotifier:erroranalysis:reinit
https://www.univention.com/feedback/?manual=domain:ssl
http://sdb.univention.de/1183
http://sdb.univention.de/1183

Kerberos

@ univention

be open.

If a backup domain controller is promoted to the master domain controller (see Section 3.9), the CA on the
new master domain controller can be used directly.

The UCSrroot certificate has a specified validity period - as do the computer certificates created with it.
Caution

Oncethis period of time elapses, services which encrypt their communication with SSL (e.g., LDAP
or domain replication) no longer function.

It is thus necessary to verify the validity of the certificate regularly and to renew the root certificate in time.
A Nagios plugin is provided for the monitoring of the validity period. In addition, awarning is shown when
logging on to Univention Management Console if the root certificate is going to expire soon (the warning
period can be specified with the Univention Configuration Registry variable ssl / val i di t y/ war ni ng;
the standard value is 30 days).

The renewal of the root certificate and the other host certificates is documented in SDB 1183.

On UCS systems, a Cron job verifies the validity of the local computer certificate and the root certificate
daily and recordsthe expiry datein the Univention Configuration Registry variablesssl / val i di t y/ host
(host certificate) and ssl / val i di t y/ r oot (root certificate). The values entered there reflect the number
of days since the 1/1/1970.

In Univention Management Console, the effective expiry date of the computer and root certificate can be
accessed viathe upper right user menu and the entry License -> License information.

3.7. Kerberos reeaback ()

Kerberos is an authentication framework the purpose of which is to permit secure identification in the po-
tentially insecure connections of decentralized networks. In Kerberos, al clients use a foundation of mutual
trust, the Key Distribution Center (KDC). A client authenticates at this KDC and receives an authentication
token, the so-called ticket which can be used for authentication within the Kerberos environment (the so-
called Kerberos realm). The name of the Kerberos realm is configured as part of the install ation of the master
domain controller and stored in the Univention Configuration Registry variableker ber os/ r eal m Itisnot
possible to change the name of the Kerberosrealm at alater point in time.

Tickets have a standard validity period of 8 hours; thisiswhy it is vital for a Kerberos domain to have the
system time synchronized for al the systems belonging to the Kerberos realm.

Univention Corporate Server uses the Heimdal Kerberos implementation. An independent Heimdal service
is started on UCS domain controller systems without Samba 4, while Kerberos is provided by a Heimdal
version integrated in Sambaon Samba4 DCs. In aenvironment composed of UCS domain controllerswithout
Samba 4 and Samba 4 domain controllers both Kerberos environments are based on identical data (these are
synchronized between Samba 4 and OpenLDAP via the Univention S4 connector (see Section 9.2.2.4)).

As standard, the KDC is selected viaa DNS service record. The KDC used by a system can be reconfigured
using the Univention Configuration Registry variable ker ber os/ kdc. If Samba 4 isinstalled on a system
inthe domain, the service record isreconfigured so that only the Samba 4-based KDCs are offered. In amixed
environment it is recommended only to use the Samba 4 KDCs.

The Kerberos admin server, on which the administrative settings of the domain can be made, runs on the
master domain controller. Most of the settings in Univention Corporate Server are taken from the LDAP

http://sdb.univention.de/1183
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directory, so that the magjor remaining function is changing passwords. This can be achieved by means of
the Tool kpasswd; the passwords are then changed in the LDAP too. The Kerberos admin server can be
configured on a system viathe Univention Configuration Registry variable ker ber os/ adni nser ver.

3.8. SAML identity provider Feedback{ )

SAML (Security Assertion Markup Language) is an XML-based standard for exchanging authentication in-
formation in order to allow single sign-on across domain boundaries. UCS provides afail-safe SAML identity
provider on a master domain controller as well as backup domain controller. The SAML identity provider is
registered at an external service with a cryptographic certificate and establishes a trust relationship. The user
then only needs to authenticate himself against UCS and can use the service without renewed authentication.

Figure 3.4. The single sign-on login page
uniVEﬂTiDn LanguageE]

Welcome to Univention Corporate Server

backup.ucs.local

The service Univention Management Console backup.ucs.local has
requested you to authenticate yourself. Please enter your
username and password in the form below.

Univention Management Console SAML2.0 Service Provider

The SAML 2.0 compatible UCS identity provider is provided by the integration of simplesamlphp.

The UCS identity provider istightly integrated into the UCS domain. Clients that will be used to access the
UCS identity provider have to be able to resolve DNS records in the UCS domain. The domain DNS Servers
should therefore be configured on all clientsin order to be able to resolve the central DNS record, which by
defaultisucs- sso. domai nnane.

The UCS identity provider is automatically installed on master domain controller and backup domain con-
trollers. Further backup domain controllers can be made available in the domain to increase fail-safe safety.
The default DNSrecord ucs- sso. domai nnane isregistered to increase fail-safe access to the UCS iden-
tity provider. The SSL certificatefor thisrecord iskept on all participating systemsin thedomain. It isadvised
to install the UCS domain root certificate on all clientsthat are using single sign-on.
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3.8.1. Login via single sign-on

The single sign-on for Univention Management Console is enabled by default and can be accessed at the top
right of the login page. By clicking the link, the UCS identity provider login page will be shown. Here, the
same login credentials as on the standard Univention Management Console login page must be provided.

Other web services will redirect to the UCS identity provider login page in asimilar fashion in order to carry
out a single sign-on. After authenticating, the user will be forwarded back to the web service itself. These
services need to be registered as described in Section 3.8.2.

The single sign-on for a particular service can beinitiated from the UCS identity provider, aswell. This saves
an extra visit at the external web service which redirects to the authentication site. To do so, alink to the
UCSidentity provider pageneedsto beprovidedintheformof ht t ps: // ucs- sso. domai nnane/ si m
pl esam php/ sam 2/ i dp/ SSCSer vi ce. php?spenti tyi d=[ Servi ce provider identi-
fier].

Figure 3.5. Thesinglesign-on link on the Univention Management Console login page

@M univention Single Sign on Language[;é_]

3.8.2. Adding a new external service provider

52

The Univention Management Console domain module SAML identity provider allowsto manageall service
providers that are registered at the UCS identity provider. Users have to be activated for a service provider,
to be able to authenticate for it at the UCS identity provider. On the user's Account tab, the service provider
has to be added under SAML settings.

To register the UCS identity provider at an external service provider, the public part of the SAML certificate
isrequired by the service provider. The certificate can be downloaded viaalink in the UMC module. Some
service providers may require the UCSidentity provider XML metadata as afile upload. Inthe default config-
uration, the XML file can be downloaded from the URL ht t ps: // ucs- sso. domai nnane/ si npl e-
sanl php/ sam 2/i dp/ nmet adat a. php.

The following attributes can be configured when adding a new service provider.
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Table 3.1. General optionswhen configuring a service provider

Attribute

Description

Service provider activation status

If activated, the configuration for the service provider is activated and
isready for authentication.

Service provider identifier

Defines the internal name of the service provider. The nameis later se-
lected at user objects, when giving them access to a service provider.
Theidentifier cannot be changed later.

Respond to this service provider
URL after login

After successful authentication, the user's browser is redirected to the
service provider. The redirection is done to this provided URL.

Single logout URL for service
provider

Service providers can offer a URL endpoint at which the session at the
service provider can beterminated. If auser logsout at the UCSidentity
provider, the browser will get redirected to the provided URL to termi-
nate the on.

Format of Nanel D attribute

The value Nanel DFor nat that the service
provider  receives. The service provider's  documenta
tion should contain information about possible val-

ues. Example: urn:oasis:nanmes:tc: SAM.: 2. 0: nanei d-
format:transient or
urn: oasi s: nanes: tc: SAM.: 1. 1: nanei d-

format: unspecifi ed.

Name of the attribute that isused as
Nanel D

The LDAP attribute that is used to uniquely identify the user is provided
here, eg., ui d.

Name of the organization for ser-
vice provider

The value provided here will be shown on the UCS single sign-on login
page. It hel psthe user to identify for which service he enters credentials.

Description of this service provider

The value provided here will be shown on the UCS single sign-on login
page. A longer description about the service provider can be given here.
The description will be shown on thelogin page in a separate paragraph.

Table 3.2. Advanced settings when configuring a service provider

Attribute

Description

URL to the service provider's pri-
vacy policy

If aURL isentered here, the UCSidentity provider login page will con-
tain alink to this URL.

Allow transmission of LDAP at-
tributes to the service provider

By default, the UCS identity provider transmits only the Narrel D at-
tribute entered on the Gener al pageto the service provider. If additional
LDAP user attributes are required by the service provider, this checkbox
can be activated. The attributes that should be transmitted have to be
entered inthe List of LDAP attributesto transmit.

Vaueforattri bute formt
field

In case the transmitted attributes need to be sent in
a particular format value, this format can be entered
here. Example: urn: oasi s: names:tc: SAM.: 2. 0: nanei d-
format:transient or
urn: oasi s: nanes: tc: SAM.: 1. 1: nanei d-

format: unspeci fi ed.

List of LDAP attributes to transmit

www.univention.de

Every LDAP attribute that should be transmitted to the service provider
can be entered here. In order for the UCS identity provider to
process these attributes, they need to be registered additionally via
the Univention Configuration Registry variable sani /i dp/ | dap/
get _attri but es. Vauesin the Univention Configuration Registry
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Attribute Description
variable haveto be surrounded by apostrophes and be separated by com-
mas,e.g.,' uid' , 'mail PrimaryAddress', 'enabl edSer-
vi ceProvi derldentifier'.

3.9. Converting a DC backup to the new DC master Fecdback ()

A backup domain controller stores all the domain data and all SSL security certificates as read-only copies.
However, in contrast to the master domain controller, no writing changes can be performed.

Any backup domain controller can be converted to a master domain controller. There are two typical appli-
cation scenarios for this:

> |nan emergency if the hardware of the master domain controller fails

> When the plan is to replace the master domain controller with new hardware

Caution

The conversion cannot be reversed. If the previous master is to be used again, it must be reinstalled
and joined as a backup domain controller for it to be used again. The promotion of a backup domain
controller to amaster domain controller is afar-reaching configuration step and should be prepared
thoroughly!

The conversion primarily involves the changeover of the services relevant for authentication such as LDAP,
Kerberos and Samba. The installed software needs to be adjusted manually (this can be done using the UMC
modules App Center or Package M anagement). For example, if the mail component was installed on the
previous DC master, it is not automatically on the new DC master after the conversion.

If additional LDAP schema packages were installed on the master domain controller, they must also be in-
stalled on the backup domain controller prior to the conversion. The package list of the old master domain
controller should be saved prior to the promotion in order to allow subsequent comparison of the installed
packages. The package list can be created with the following command:

COLUMNS=200 dpkg --list > packagelist.txt

I n addition, the Univention Configuration Registry inventory needsto be saved so that it is possibleto compare
the configuration adjustments on the new master domain controller. This can be achieved with the following
command:

ucr dunmp > ucr.txt

The conversion of a DC backup to the new DC master is performed by running the/ usr/ | i b/ uni ven-
tion-1dap/ uni venti on-backup2nmast er command. The system must be rebooted after the conver-
sion. The processislogged inthe/ var /| og/ uni vent i on/ backup2nast er. | og log file.

The computer name and/or the | P address of the master domain controller isautomatically changed to the new
name in all configurations managed from the UCS LDAP or via Univention Configuration Registry in the
scope of the promotion. If the nameisreferenced in configuration files or on systems which are not managed
by Univention Configuration Registry, it must be adapted accordingly following the promotion.

http://sdb.univention.de/1349
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3.10. Fault-tolerant domain setup Fecaback{ )

In adomain exist some servicesthat are important for the functionality of al of its members. Redundancy can
be used to remove those single points of failure. An article in the Univention Support database explains how
to secure LDAP, Kerberos, DNS, DHCP and Active Directory-compatible Domain Controllers: SDB 1349.
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4.1. Introduction Feedback ()

Univention Management Console (UMC) isthe central tool for web-based administration of the UCS domain.
There are various modules available for the administration of the different aspects depending on the respective
system role. New UMC modules may be added to a system when installing further software components.

UMC modulesfor the administration of all the dataincluded inthe LDAP directory (such as users, groups and
computer accounts) are only provided on master domain controller and backup domain controller. Changes
made in these modules apply for the whole domain.
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UMC modules for the configuration and administration of the local system are provided on all system roles.
These modules can be used to install additional applications and updates, adapt the local configuration via
Univention Configuration Registry or start/stop services, for example.

Section 4.2 first describes the general operation of Univention Management Console. The following sections
explain among other thingsthe work with the LDAP directory browser (Section 4.4), the use of administrative
settings via policies (Section 4.5), the extension of the scope of function of the domain administration with
extended attributes (Section 4.6) and del egating administration rights to additional user groups (Section 4.8).
Lastly, the command line interface of the domain administration is displayed (Section 4.9) and the evaluation
of domain data viathe UCS reporting function are explained (Section 4.10).

4.2. Operating instructions for Univention Management rew:f
Console

421 Logln FeedbackQ

Univention Management Console uses numerous JavaScript and CSS functions to display the web interface.
Cookies need to be permitted in the browser. The following browsers are supported.

o Chrome as of version 37

o Firefox as of version 38

o Internet Explorer as of version 11

o Safari and Safari Mobile as of version 9

Users with older browsers may experience display problems.

Univention Management Consoleis availablein German and English; the language to be used can be selected
during login viathe select list in the upper right corner.

The overview page can be opened on any UCS systemviathe URL ht t ps: // ser ver nane/ . Alternative-
ly, accessisalso possible viathe server's | P address. All the services which are offered on a system are linked
here. Inthe Administration tab, Univention Management Console can then be opened using the System and
domain settings or the system settingslink. If there are services installed on the system which include their
own web service (e.g., Horde web mail), they are linked in the I nstalled web servicestab.

Under certain circumstancesit may be necessary to access Univention Management Console over an insecure
connection (e.g., if no SSL certificates have been created for the system yet). In this case, ht t p must be used
instead of ht t ps inthe URL. In this case, passwords are sent over the network in plain text!

Figure4.1. UMC login mask

Administrator
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Once the URL has been opened, a login mask is displayed in which the User name and Password need to
be entered:

o When logging in with the system'slocal r oot account (see Section 8.4.1), only the UMC modules for the
administration and configuration of the local system are displayed.

> When logging in with the Admi ni st r at or account on the master domain controller or backup domain
controller, UMC modules for the administration of datain the LDAP directory are displayed, as well.

> Whenlogging on with another user account, the UM C modul es approved for the user are shown. Additional
information on allowing further modules can be found in Section 4.8.

During the first login, an introduction wizard is shown, which informs the user of the collection of usage
statistics (see Section 4.3) and allows license activation (see Section 4.2.2) among other things.

Following ten minutes of inactivity, the browser session is automatically closed and it is necessary to login
again. Thisinterval can be adjusted in seconds with the Univention Configuration Registry variable unc/
htt p/ session/tineout.

Users who are already logged in can use additional UMC instances in the domain without having to log in
again: If ahost is selected in the title bar under Host:, a new window opens with the system's Univention
Management Console.

By installing a third-party application, such as privacyl DEA, it is possible to extend the Univention Manage-
ment Console authentication with a two-factor authentication (2FA). These extensions can be installed from
the Univention App Center.

4.2.2. Activation of UCS license / license overview Feedback { )
The current license status can be shown on a master domain controller of adomain by clicking on the user

menu in the top right line of the screen. Below the menu item License the entry License information can be
selected to open a corresponding information dial ogue.

Figure4.2. Displaying the UCSlicense

Information about the current UCS license (3]
. License type: UCS Core Edition
7\ LDAP base: dc=test,dc=intranet

Servers: unlimited

o User accounts: unlimited

Managed Clients: unlimited
I Corporate Clients: unlimited
Key ID:
Expiry date: unlimited
Valid product types: Univention Corporate Server

Detailed information about the terms of use for this free license can be found on the Univention website.

The menu entry Import new license opens adial ogue in which anew license key can be activated (otherwise
the core edition license is used as default license). A license file can be selected and imported via the button
Import from file.... Alternatively, the license key can aso be copied into the input field below and activated
with Import from text field.

Installation of most of the applications in the Univention App Center requires a personalized license key.
UCS core edition licenses can be converted by clicking Activation of UCS. The current license key is sent
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to Univention and the updated key returned to a specified e-mail address within afew minutes. The new key
can be imported directly. The conversion does not affect the scope of the license.

If the number of licensed user or computer objects is exceeded, it is not possible to create any additional
objects in Univention Management Console or edit any existing ones unless an extended license is imported
or no longer required users or computers are deleted. A corresponding message is displayed on the UMC start
page if the license is exceeded.

4.2.3. Operating instructions for modules to administrate LDAP di- reeaack{)
rectory data

All UMC modules for managing LDAP directory objects such as user, group and computer accounts or con-
figurations for printers, shares, mail, Nagios and policies are controlled identically from a structural perspec-
tive. The following examples are presented using the user management but apply equally for all modules.
The operation of the DNS and DHCP modulesis slightly different. Further information can be found in Sec-
tion 10.2.2 and Section 10.3.2.

Figure 4.3. Module overview

univention H ucs-1107.univention.intranet
X Administrator ©
Module search Q,

00000

Favorites Users Devices Domain System Software Installed
Applications
] T n
App Center ® Domain join ®
Install or remove applications Domain join of the local system
i 3 n
Groups & Hardware information ®
Management of user and computer groups in the domain Overview of local systems hardware information
2 n
Users ® OX App Suite ®
Management of domain users Groupware, email and communication
platform
) )
OpenVPN4UCS ® ownCloud 8.1 ®
r Virtual private network daemon Hovd o4 solution for data and file sync and share

The configuration properties/possibilities of the modules are described in the following chapters:
o Users- Chapter 6

o Groups - Chapter 7

o Computers - Chapter 8

60 ) )
www.univention.de



https://www.univention.com/feedback/?manual=central-management-umc:Operating_instructions_for_domain_modules

@ univention

be open.

Operating instructions for modules to administrate LDAP directo-
ry data

o Networks - Section 10.1

o DNS- Section 10.2

o DHCP - Section 10.3

o Shares- Chapter 11

o Printers - Chapter 12

o E-mail - Chapter 13

o Nagios - Chapter 14

The use of poalicies (Section 4.5) and the LDAP navigation (Section 4.4) are described separately.
4.2.3.1. Searching for objects

Themodule overview lists all the objects managed by this module. Sear ch performsasearch for a selection of
important attributes (e.g., for user objectsby first and last name, primary e-mail address, description, employee
number and user name). A wildcard search is also possible, e.g., m*.

Clicking on Advanced options displays additional search options:

o The Search in field can be used to select whether the complete LDAP directory or only individual LDAP
containers/OUs are searched. Further information on the structure of the LDAP directory service can be
found in Section 4.7.

o The Property field can be used to search for a certain attribute directly.

o The mgority of the modules administrate a range of types of LDAP objects; the computer management
for example administrates different objects for the individual system roles. The search can be limited to
one type of LDAP object.

o Some of theinternally used user groups and groups (e.g., for domain joins) are hidden in the default setting.
If the Include hidden objects option is enabled, these objects are also shown.

Figure 4.4. Searching for users

Management of domain users + add

Administrator intranet.test;/users

¥ anderson intranet.test:fusers
ﬁ Advanced options 7 ann intranet.test;fusers
¥ dns-ucs-8044 intranet.test: fusers
¥ krbtgt intranet.test:/users
% miller intranet.test: fusers

7 sahra intranet.test:/users

oooooooaon

T smith intranet.test: fusers

4.2.3.2. Creating objects

Theline above the table with the objects includes an actions toolbar which can be used to create a new object
using Add.
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There are simplified wizards for some UMC modules (users, hosts), in which only the most important settings
are requested. All attributes can be shown by clicking on Advanced.

4.2.3.3. Editing objects Feedback { )

Right-clicking on an LDAP object and selecting Edit alows to edit the object. The individua attributes are
described in the individual documentation chapters. By clicking on the floppy disk symboal in the colored
module bar, all changes are written into the LDAP directory. The X symbol cancels the editing and returns
to the previous search view.

In front of every item in the result list is a selection field with which the individual objects can be selected.
The selection status is also displayed in the lowest screen ling, e.g., 2 users of 102 selected If more than one
object is selected, clicking on the stylized pen in the selection status bar activates the multi edit mode. The
same attributes are now shown as when editing an individual object, but the changes are only accepted for the
objects where the Overwritetick is activated. Only objects of the same type can be edited.

4.2.3.4. Deleting objects Feedback { )

Right-clicking on an LDAP object and selecting Delete alows to del ete the object. The prompt must be con-
firmed. Some objects use internal references - e.g., aDNS or DHCP object - can be associated with computer
objects. These can also be deleted by selecting the Delete referring objects option.

Similar to the selection of multiple objects when editing objects, it is aso possible to delete multiple objects
at once.

4.2.3.5. Moving objects Feedback {)

Right-clicking on an LDAP object and selecting Move to... allows to to select an LDAP position to which
the object should be moved.

Similar to the selection of multiple objects when editing objects, it is also possible to move multiple objects
at once.

4.2.4. Favorites Feedback {2}

Commonly used UMC modules are shown in the category Favorites. Clicking on a UMC module with the
right mouse button opens a context menu. Add to favorites and Remove from favor ites can be used to mark
aUMC module as afavorite or removeit again.

4.2.5. Feedback on UMC and UCS Feedback ()

By choosing the Help -> Feedback option in the upper right user menu of Univention Management Console,
you can provide feedback on UCS and Univention Management Console via aweb form.

4.2.6. Display of system notifications Feedback {2}

UMC modules can deploy system messages to alert the user to potential errors - e.g., join scripts which have
not been run - or necessary actions such as available updates. The messages are shown on the right side and
can be dismissed with amouse click.

4.3. Collection of usage statistics Feeavack{ )

Anonymous usage stati stics on the use of Univention Management Console are collected when using the core
edition version of UCS (which is generally used for evaluating UCS). Further information can be found in
SDB 1318.

http://sdb.univention.de/1318

62 _ )
www.univention.de



https://www.univention.com/feedback/?manual=central:user-interface:edit
https://www.univention.com/feedback/?manual=central:user-interface:remove
https://www.univention.com/feedback/?manual=central:user-interface:move
https://www.univention.com/feedback/?manual=central-management-umc:Favorites
https://www.univention.com/feedback/?manual=central-management-umc:feedback
https://www.univention.com/feedback/?manual=central-management-umc:notifications
https://www.univention.com/feedback/?manual=central-management-umc:piwik
http://sdb.univention.de/1318
http://sdb.univention.de/1318

univention

be open.
LDAP directory browser

4.4. LDAP directory browser Fecdback ()

The LDAP directory UMC module can be used to navigate through the LDAP directory. When doing so,
new objects can be created, modified or deleted in the LDAP directory.

Figure 4.5. Navigating the LDAP directory

LDAP directory

Browsing and managing the Al types ©

LDAP tree Tyoe

- [ intranet.test:/

¥ @ Builtin ~ Parent container | = Add

= computers O

+| i dhep [m} @ dcbackup Domain Controller Backup intranet.test:/computers
+| & dns O [ mac Mac 05 X Client intranet.test:;/computers
+| i Domain Controllers O F1] win? Windows Workstation/Server intranet.test:/computers
+ @W groups O K] Windows 8 Windows Workstation/Server intranet.test:/computers
+| mm kerberos O A workstationd Linux intranet.test:/computers
+| mm mail a Q workstation5 Ubuntu intranet test:/computers

+| @m nagios

+| @ networks
+| @ policies

+| @ printers

+| @m samba

+| @ shares

+| @ System

+| @m univention
+| @ users

+| @ Virtual Machine Manager

The left half of the screen shows the LDAP directory as a tree structure whose elements can be shown and
hidden using the plus and minus buttons.

Clicking on an element of the tree structure switches to this LDAP position and displays the objects at this
LDAP position in the overview in the left side of the screen. The selection list L DAP object type can be used
to limit the display to selected attributes.

The Add option can be used to add new objects here too. Similar to the control elements described in Sec-
tion 4.2, existing objects can a so be edited, deleted or moved here.

Figure 4.6. Editing L DAP container settings

-| @ intranet.test:/
+| @ Builtin
~| @ computers
= dc
Edit
+ @ me
+| @@ dhcp — Delete
+| % dns Move to...

+| g Domain 0 Reload

+| @ groups

Right-clicking on an element in the tree structure allows editing the properties of the container or the LDAP
base with Edit.
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4.5. Policies Feedback {.))

Policies describe administrative settings which can be practically be used on more than one object. They
facilitate the administration as they can be connected to containers and then apply to al the objects in the
container in question and the objects in sub containers. The values are applied according to the inheritance
principle. For every object, the applied value is always that which lies closest to the object in question.

If, for example, the same password expiry interval is to be defined for al users of alocation, then a special
container can be created for these users. After moving the user objects into the container, a password policy
can be linked to the container. This policy isvalid for al user objects within the container.

An exception to thisruleis avaue which was defined in apolicy in the form of fixed attributes. Such values
cannot be overwritten by subordinate policies.

The command line program uni vent i on- pol i cy-resul t can be used to show in detail which policy
applies to which directory service object.

Every policy appliesto a certain type of UMC domain object, e.g., for users or DHCP subnets.

4.5.1. Creating a policy Feedback {2}

Policiescan bemanaged viathe UM C modul e Palicies. The operation isthe sameasfor thefunctions described
in Section 4.2.

Theattributesand properties of the policiesaredescribed in the corresponding chapters, e.g. the DHCP policies
in the network chapter.

The names of policies must not contain any umlauts.
Referencing objects provides alist of all containers or LDAP objects for which this policy currently applies.
The expanded settings host some general policy options which are generally only required in special cases.

o Required object classes: Here you can specify LDAP object classes that an object must possess for the
policy to apply to this object. If, for example, a user policy isonly relevant for Windows environments, the
sanbaSamAccount object class could be demanded here.

o Excluded object classes: Similar to the configuration of the required object classes, you can also list object
classes here which should be excluded.

o Fixed attributes: Attributes can be selected here, the values of which may not be changed by subordinate
policies.

o Empty attributes: Attributes can be selected here, which are to be set to empty in the policy, meaning they
will be stored without containing avalue. This can be useful for removing val uesinherited by an object from
asuperordinate policy. In subordinate policies, new values can be assigned to the attributes in question.

4.5.2. Applying policies Feedback {2}

Policies can be assigned in two ways.

> A policy can be assigned to the LDAP base or a container/OU. To do so, the Policies tab in the properties
of the LDAP object must be opened in the navigation (see Section 4.4).

o A Policiestab is shown in the UMC modules of LDAP directory objects for which there are policies avail -
able (e.g., for users). A particular policy for auser can be specified at this place.
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The Palicies configuration dialogue is functionally identical; however, all policy types are offered when as-
signing policies to a LDAP container, whilst only the policy types applicable for the object type in question
are offered when assigning policies to an LDAP object.

A policy can be assigned to the LDAP object or container under Policies. The valuesresulting from thispolicy
are displayed directly. The Inherited setting means that the settings are adopted from a superordinate policy
again - when one exists.

If an object islinked to a policy, or inherits policy settings which cannot be applied to the object, the settings
remain without effect for the object. Thismakesit possible, for example, to assign apolicy to the base entry of
the LDAP directory, which isthen valid for all the objects of the domain which can apply this policy. Objects
which cannot apply to this policy are not affected.

4.5.3. Editing a policy Feedback {2}
Policies can be edited and deleted in the UMC module Policies. The interface is described in Section 4.2.
Caution

When editing a policy, the settings for al the objects linked to this policy are changed! The values
from the changed policy apply to objects aready registered in the system and linked to the policy,
in the same way asto objects added in the future.

The policy tab of the individual LDAP objects also includes the edit option, which can be used to edit the
policy currently applicable for this object.

4.6. Expansion of UMC with extended attributes Feedback{ )

The domain management of Univention Management Console allows the comprehensive management of
the data in a domain. Extended attributes offer the possibility of integrating new attributes in the domain
management which are not covered by the UCS standard scope. Extended attributes are also employed by
third party vendors for the integration of solutionsin UCS.

Extended attributes are managed in the UMC module L DAP directory. There one needs to switch to the
uni venti on container and then to the cust om at t ri but es subcontainer. Existing attributes can be
edited here or anew Settings. extended attribute object created here with Add.
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Figure4.7. Extended attribute for managing a car license

LDAP-Verzeichnis: CarLicense

Modul Name @
LDAP-Abbildung

ume CarLicense . CarLicense

Datentyp Eindeutiger Name * UDM-CLI Name

Allgemeine Einstellungen

Kurzbeschreibung [©)]

Car license

Kurzbeschreibung *

de_DE . KFZ_Kennzeichen =

Sprachcode (z.B. de_DE) Ubersetzte Kurzbeschreibung

+ Neuer Eintrag

Ausfiihrliche Beschreibung [©]
Car license ,

Ausfihrliche Beschreibung

IUEJJE . IKennzeichen des F\'rmenwagel -
Sprachcode (z.B. de_DE) Ubersetzte Langbeschreibung

+ Neuer Eintrag

Extended attributes can be internationalized. In this case, the name and description should be compiled in
English as thisis the standard language for Univention Management Console.

Table4.1. 'General' tab

Attribute Description

Unique name The name of the LDAP object which will be used to store the extended
attribute. Within a container, the name has to be unique.

UDM CLI name The specified attribute name should be used when employing the com-
mand lineinterface Univention Directory Manager. When the extended
attribute is saved, the Unique name of the General tab is automatically
adopted and can be subsequently modified.

Short description Used astitle of the input field in Univention Management Console or as
the attribute description in the command line interface.

Tranglations of short description | Trangated short descriptions can be saved in several languages so that
thetitle of extended attributesis also output with other language settings
in the respective national language. This can be done by assigning the
respective short description to alanguage code (e.g.,de_DEorfr_FR)
in thisinput field.

Long description Thislong descriptionisshown asatool tip in theinput fieldsin Univen-
tion Management Console.

Trandations of long description | Additional information displayed in thetool tip for an extended attribute
can also be saved for severa languages. This can be done by assign-
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Attribute

Description

ing the respective long description to a language code (e.g., de_DE or
fr _FR)inthisinput field.

Table4.2. 'Module' tab

Attribute

Description

Modules to be extended

The Univention Directory Manager module which is to be expanded
with the extended attribute. An extended attribute can apply for multiple
modules.

Required options/object classes

Some extended attributes can only be used practically if certain object
classes are activated on the (Options) tab. One or more options can op-
tionally be saved in thisinput field so that this extended attributeis dis-
played or editable.

Hook class

The functions of the hook class specified here are used during saving,
modifying and deleting the objects with extended attributes. Additional
information can be found in [devel oper-reference].

Table4.3. 'LDAP' tab

Attribute

Description

LDAP object class

Object class to which the attribute entered under LDAP attribute be-
longs.

Predefined LDAP schemaextensions for extended attributes are provid-
ed with the object classuni vent i onFr eeAt t ri but es. Furtherin-
formation can be found in Section 3.4.1.1.

Each LDAP object which should be extended with an attribute is auto-
matically extended with the LDAP object class specified hereif avalue
for the extended attribute has been entered by the user.

LDAP attribute

The name of the LDAP attribute where the values of the LDAP object
are to be stored. The LDAP attribute must be included in the specified
object class.

Remove object classif the attribute
isremoved

If the value of a extended attribute in Univention Management Console
is deleted, the attribute is removed from the LDAP object. If no further
attributes of the registered object classare used in this LDAP object, the
LDAP object class will also be removed from the LDAP object if this
option is activated.

Table4.4."UMC' tab

Attribute Description
Do not show this extended attribute| This option can be activated if an attribute should only be administrated
inthe UMC internally instead of by the administrator, e.g., indirectly by scripts. The

attribute can then only be set viathe command line interface Univention
Directory Manager and is not displayed in the Univention Management
Console.

Exclude from UMC search

www.univention.de
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search window of awizard, this option can be activated to remove the
extended attribute from the list of possible search criteria.
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Attribute

Description

Thisisonly needed in exceptional cases.

Ordering number

If several extended attributes are to be managed on one tab, the order
of the individual attributes on the tab can be influenced here. They are
added to the end of the tab or the group in question in ascending order
of their numbers.

Assigning consecutive position numbers results in the attributes being
ordered on the left and right alternately in two columns. Otherwise, the
positioning starts in the left column. If additional attributes have the
same position number, their order israndom.

Overwrite existing widget

In some cases it is useful to overwrite predefined input fields with ex-
tended attributes. If theinternal UDM name of an attribute is configured
here, itsinput field is overwritten by this extended attribute. The UDM
attribute name can beidentified with thecommand uni vent i on-di -
rect ory- manager (see Section 4.9). This option may cause prob-
lemsif it is applied to a mandatory attribute.

Span both columns

As standard al input fields are grouped into two columns. This option
can be used for overlong input fields, which need the full width of the
tab.

Tab name

The name of the tab in Univention Management Console on which the
extended attribute should be displayed. New tabs can also be added here.

If no tab name is entered, user-defined will be used.

Trandations of tab name

Translated tab names can be assigned to the corresponding language
code (e.g. de_DEor f r _FR) inthisinput field.

Overwrite existing tab

If this option is activated, the tab in question is overwritten before the
extended attributes are positioned on it. This option can be used to hide
existing input fields on apredefined tab. It must be noted that this option
can cause problems with compulsory fields. If the tab to be overwritten
uses trandations, the overwriting tab must also include identical trans-
lations.

Tab with advanced settings Settings possibilitieswhich arerarely used can be placed in the extended
settings tab.
Group name Groups allow the structuring of atab. A group is separated by a gray

horizontal bar and can be shown and hidden.

If no group name is specified for an extended attribute, the attribute is
placed above the first group entry.

Trandations of group name

To trandlate the name of the group, translated group names for the cor-
responding language code can be saved in thisinput field (e.g., de_DE
orfr_FR).

Group ordering number

If multiple groups are managed in one tab, this position number can be
used to specify the order of the groups. They are shown in the ascending
order of their position numbers.
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Table4.5. 'Datatype tab

Sructuring of the domain with user-defined LDAP structures

Attribute

Description

Syntax class

When values are entered, Univention Management Console performs a
syntax check.

Apart from standard syntax definitions (st ri ng) and (i nt eger),
therearethree possibilitiesfor expressing abinary condition. The syntax
Tr ueFal se isrepresented at LDAP level using the stringst r ue and
f al se, thesyntax Tr ueFal seUpper correspondsto the OpenLDAP
boolean values TRUE and FALSE and the syntax bool ean does not
save any value or the string 1.

The syntax st ri ng is the default. An overview of the additionally
available syntax definitions and instructions on integrating your own
syntaxes can be found in [devel oper-reference].

Default value

If apreset value is defined here, new objects to be created will be ini-
tialized with this value. The value can till be edited manually during
creation. Existing objects remain unchanged.

Multi value

This option establishes whether asingle value or multiple values can be
entered in the input mask. The scheme definition of the LDAP attribute
specifies whether one or several instances of the attribute may be used
in one LDAP object.

Value required

If this option is active, a valid value must be entered for the extended
attribute in order to create or save the object in question.

Editable after creation

Thisoption establisheswhether the object saved inthe extended attribute
can only be modified when saving the object, or whether it can also be
modified subsequently.

Vaueis only managed internally

If this option is activated, the attribute cannot be modified manually,
neither at creation time, nor later. Thisis useful for interna state infor-
mation configured through ahook function or internally insideamodul e.

4.7. Structuring of the domain with user-defined LDAP

structures

Containers and organizational units (OU) are used to structure the data in the LDAP directory. There is no
technical difference between the two types, just in their application:

 Organizational unitsusually represent real, existing units such asadepartment in acompany or aninstitution

o Containers are usually used for fictitious units such as all the computers within a company

Containers and organizational units are managed in the UMC module L DAP directory and are created with
Add and the object types Container: Container and Container: Organisational unit.

Containers and OUs can in principle be added at any position in the LDAP; however, OUs cannot be created

below containers.

Table4.6. 'General' tab

Attribute

Description

Name

A random name for the container / organizational unit.
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Attribute Description
Description A random description for the container / organizational unit.

Table4.7. 'Advanced settings' tab

Attribute Description

Add to standard obj ect t ype|lf this option is activated, the container or organizationa unit will be
containers regarded as a standard container for a certain object type. If the current
container is declared the standard user container, for example, this con-
tainer will also be displayed in users search and create masks.

Table4.8. 'Policies tab

Attribute Description
Thetab is described in Section 4.5.2.
4.8. Delegated administration in the UMC Fecdback{ )

Inthe default setting, only the membersof theDonai n Adni ns group can accessall UMC modules. Policies
can be used to configure the access to UMC modules for groups or individual users. For example, this can
be used to assign a helpdesk team the authority to manage printers without giving them complete access to
the administration of the domain.

UMC modulesareassigned viaaUM C policy which can be assigned to user and group objects. The eval uation
is performed additively, i.e., general access rights can be assigned via ACLs assigned to groups and these
rights can be extended via ACL s bound to user (see Section 4.5).

In addition to the assignment of UMC policies, LDAP access rights need to be taken into account, as well,
for modules that manage datain the LDAP directory. All LDAP modifications are applied to the whole UCS
domain. Therefore, in the default setting, only members of the Domai n Adni ns group and some internally
used accounts have full accessto the UCS LDAP. If amoduleis granted viaaUMC policy, the LDAP access
must also be alowed for the user/group in the LDAP ACLs. Further information on LDAP ACLs can be
found in Section Section 3.4.5.

Table 4.9. Policy 'UMC'

Attribute Description

List of allowed UCS operation sets| All the UMC modules defined here are displayed to the user or group
to which this ACL is applied. The names of the domain modules begin
with 'UDM".

Caution

For access to UMC, only policies are considered that are assigned to groups or directly to user and
computer accounts. Nested group memberships (i.e., groups in groups) are not eval uated.

4.9. Command line interface of domain management Feedback{ )
(Univention Directory Manager)

The Univention Directory Manager is the command line interface of the domain management function of
Univention Management Console. It expands the web-based interface of the Univention Management Con-
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sole and functions as a powerful tool for the automation of administrative procedures in scripts and for the
integration in other programs.

Univention Directory Manager can be started with the uni vent i on-di r ect or y- nanager command
(short form udm) asther oot user on the master domain controller.

Univention Management Console and Univention Directory Manager use the same domai n management mod-
ules, i.e., al functions of the web interface are also available in the command line interface.

4.9.1. Parameters of the command line interface Feedback {2}

A complete list of available modulesis displayed if the udmis run with the rodul es parameter:

# uni venti on-di rect ory- manager nodul es
Avai | abl e Modul es are:
conput er s/ managedcl i ent
conput er s/ conput er
conput er s/ domai ncontrol | er _backup
conput er s/ donai ncontrol | er _nast er
conput er s/ donmai ncontrol | er _sl ave

[...]
There are up to five operations for every module;
o | i st listsall existing objects of thistype
o Creat e creates anew object
o nodi fy for the editing of existing objects
o renpve deletes an object
o nove isused to move an object to another position in the LDAP directory

The possible options of aUDM module and the operations which can be used on it can be output by specifying
the operation name, e.g.,

uni venti on-di rect ory- manager users/user nove

[...]

create options:

- - bi nddn bi nd DN
- - bi ndpwd bi nd password
[...]
nodi fy options:
- - bi nddn bi nd DN
- - bi ndpwd bi nd password
--dn Edit object with DN
[...]
renmove options:
- - bi nddn bi nd DN
- - bi ndpwd bi nd password
--dn Renmove object with DN
--arg Remove object with ARG

[...]
list options:
--filter Lookup filter
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[...]
nove options:
- - bi nddn bi nd DN
- - bi ndpwd bi nd password

[...]

The following command outputs further information, the operations and the options for every module. This
also displays al attributes of the module:

uni venti on-di r ect ory- manager cat egory/ nodul enane
With the cr eat e operation, the attributes marked with ( *) must be specified when creating a new object.

Some attributes can be assigned more than one value (e.g., mail addresses to user objects). These multi-value
fieldsare marked with [ ] behind the attribute name. Some attributes can only be set if certain options are set
for the object. Thisis performed for the individual attributes by entering the option name:

user s/ user vari abl es:

Cener al :
user nanme (*) User nane
[...]
Cont act :
e-mail (person,[]) E- Mai | Address

Here, user name (*) signifies that this attribute must always be set when creating user objects. If the
per son option is set for the user account (this is the standard case), one or more e-mail addresses can be
added to the contact information.

A range of standard parameters are defined for every module:

o The parameter - - dn is used to specify the LDAP position of the object during modifications or deletion.
The complete DN must be entered, e.g.,

uni venti on-di r ect ory- manager users/user renpove \
--dn "ui d=l dapadni n, cn=user s, dc=conpany, dc=exanpl e"

o The- - positi on parameter is used to specify at which LDAP position an object should be created. If no
- - posi ti onisentered, the object iscreated below the LDAP base! Inthe nov e operation, this parameter
specifies to which position an object should be moved, e.g:

uni vent i on-di r ect ory- manager conput er s/ nanagedcli ent nove \
--dn "cn=desk01, cn=rmmanagenent , cn=conput er s, dc=conpany, dc=coni' \
--position "cn=fi nance, cn=conput er s, dc=conpany, dc=exanpl e"

o The - - set parameter specifies that the given value should be assigned to the following attribute. The
parameter must be used per attribute value pair, e.g:

uni venti on-di rect ory- manager users/user create \
--position "cn=users, dc=conpaby, dc=exanpl e" \
--set usernane="jsmith" \
--set firstname="John" \
--set |astname="Smith" \
--set password="12345678"

o --option definesthe LDAP object classes of an object. If, for example, only posi x and per son are
provided as options for auser object, it is not possible to specify a mailPrimaryAddress for this user asthis
attribute is part of the mai | option:
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uni venti on-di rect ory- manager users/user nodify \
--option "posix" --option "mail" --option "kerberos"

o --super ordi nat e isused to specify dependent, superordinate modules. A DHCP object, for example,
requires a DHCP service object under which it can be stored. Thisis transferred with the - - super or -
di nat e option.

o The--policy-reference parameter allows the assignment of policies to objects (and similarly their
deletion with - - pol i cy- der ef er ence). If apolicy islinked to an object, the settings from the policy
are used for the object, e.g.:

uni venti on-di r ect ory- nanager cat egory/ nodul enane Operation \
--policy-reference "cn=sal es, cn=pwhi story, "\
"cn=users, cn=pol i ci es, dc=conpany, dc=exanpl e"

o The--i gnore_exi sts parameters skips existing objects. If it is not possible to create an object, as it
already exists, the error code O (no error) is still returned.

o --append and - - r enpve are used to add/remove avaue from amulti-value field, e.g.:

uni vent i on-di r ect ory- manager groups/group nodify \
--dn "cn=st af f, cn=gr oups, dc=conpany, dc=exanpl e" \
--append users="ui d=sm th, cn=users, dc=conpany, dc=exanpl e" \
--renove users="uid=m || er, cn=users, dc=conpany, dc=exanpl e"

4.9.2. Example invocations of the command line interface

The following examples for the command line front end of Univention Directory Manager can be used as
templates for your own scripts:

49.2.1. Users

Creating a user in the standard user container:

uni venti on-di rect ory- manager users/user create \
--position "cn=users, dc=exanpl e, dc=cont' \
--set usernanme="user 01" \
--set firstname="Randonm' \
--set | astname="User" \
--set organi sati on="Exanpl e conpany LLC' \
--set mail Pri maryAddr ess="nmi | @xanpl e. coni \
--set password="secr et password"

Subsequent addition of the postal address for an existing user:

uni venti on-di rect ory- manager users/user nodify \
--dn "ui d=user 01, cn=user s, dc=exanpl e, dc=cont' \
--set street="Exenplary Road 42" \
--set postcode="28239" \
--set city="Brenen"

This command can be used to display all the users whose user name begins with user:

uni venti on-di rect ory- manager users/user list \
--filter uid=user*
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Searching for objects withthe- - fi | t er can also be limited to a position in the LDAP directory; in this
case, to al usersin the container cn=br enen, cn=user s, dc=exanpl e, dc=com

uni venti on-direct ory- manager users/user list \
--filter uid="user*" \
--position "cn=brenmen, cn=users, dc=exanpl e, dc=cont

This call removesthe user user 04:

uni venti on-di rect ory- manager users/user renove \
--dn "ui d=user 04, cn=user s, dc=exanpl e, dc=cont'

A company has two sites with containers created for each. The following command can be used to transfer a
user from the container for the site "Hamburg" to the container for the site "Bremen":

uni venti on-di rect ory- manager users/user nove \
--dn "ui d=user 03, cn=hanbur g, cn=user s, dc=exanpl e, dc=com' \
--posi tion "cn=brenen, cn=users, dc=exanpl e, dc=cont

49.2.2. GrOUpS FeedbackQ
Creating agroup Exanpl e User s and adding the user user 01 to this group:
uni venti on-di rect ory- manager groups/group create \
--position "cn=groups, dc=exanpl e, dc=coni" \
--set nanme="Exanpl e Users" \
--set users="ui d=user 01, cn=user s, dc=exanpl e, dc=cont
Subsequent addition of the user user 02 to the existing group:
uni venti on-di rect ory- manager groups/group nodify \

--dn "cn=Exanpl e Users, cn=groups, dc=exanpl e, dc=cont" \
--append users="ui d=user 02, cn=user s, dc=exanpl e, dc=cont

Caution

A - - set onthe attribute users overwrites the list of group membersin contrast to - - append.
Subsequent removal of the user user 01 from the group:
uni venti on-di rect ory- manager groups/group nodify \

--dn "cn=Exanpl e Users, cn=groups, dc=exanpl e, dc=cont" \
--renove users="ui d=user 01, cn=user s, dc=exanpl e, dc=cont

4.9.2.3. Container / Policies Feedback { )

Thiscall createsacontainer cn=Br enen beneath the standard container cn=conput er s for the computers
at the "Bremen" site. The additional option computer Path also registersthis container directly asthe standard
container for computer objects (see Section 4.7):

uni venti on-di rect ory- manager contai ner/cn create \
--position "cn=conputers, dc=exanpl e, dc=coni \
--set nanme="brenmen" \
--set conputer Pat h=1
This command creates a mail quota policy with the name Default quota, in which a1 GB quotais defined:

uni venti on-di rect ory- manager policies/mil quota create \
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--position "cn=poli cies, dc=exanpl e, dc=cont' \
--set nanme="Default quota" \
--set Mil Quot a=1024

This policy is now linked to the user container cn=user s:

uni venti on-di rect ory- manager contai ner/cn nodify \
--dn "cn=users, dc=exanpl e, dc=conf" \
--policy-reference "cn=Default quota, cn=policies, dc=exanpl e, dc=coni'

Creating a Univention Configuration Registry policy with which the storage time for log files can be set to
one year. One space is used to separate the name and value of the variable:

uni venti on-di rect ory- manager policies/registry create \
--position "cn=config-registry, cn=policies, dc=exanpl e, dc=coni \
--set nane="default UCR settings" \
--set registry="1Iogrotate/rotate/count 52"

This command can be used to attach an additional value to the created policy:

uni venti on-di rect ory- manager policies/registry nodify \
--dn "cn=default UCR settings, cn=config-registry,"\
"cn=pol i ci es, dc=exanpl e, dc=com' \
--append registry=""1Iogrot at e/ conpr ess"

no
49.2.4. Computel’S FeedbackQ

In the following example, a Windows client is created. If this client joins the Samba domain at a later point
in time (see Section 3.2.2), this computer account is then automatically used:

uni venti on-di rect ory- manager conput ers/w ndows create \
--position "cn=conput ers, dc=exanpl e, dc=coni \
--set name=Wnd ient01 \
--set nmac=aa: bb: cc: aa: bb: cc \
--set ip=192.168.0.10

4925 Shares FeedbackQ

The following command creates a share Documentation on the server f i | eser ver. exanpl e. com As
longas/ var/ shar es/ docunent at i on/ doesnot yet exist onthe server, it isalso created automatically:

uni venti on-di rect ory- manager shares/share create \
--position "cn=shares, dc=exanpl e, dc=coni" \
--set nanme="Docunentation" \
--set host="fil eserver.exanpl e.coni \
--set path="/var/shares/ docunent ati on"

4.9.2.6. Printers Feedback {-)

Creating aprinter shareLaser Pri nt er 01 ontheprint server pri nt ser ver. exanpl e. com Theprop-
erties of the printer are specified in the PPD file, the name of which is given relative to the directory / usr /
shar e/ ppd/ . The connected printer is network-compatible and is connected via the | PP protocol.

uni venti on-direct ory- manager shares/printer create \
--position "cn=printers, dc=exanpl e, dc=com' \
--set nanme="LaserPrinter0l" \
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--set spool Host ="pri ntserver. exanpl e. cont' \
--set uri="ipp:// 192.168.0.100" \
--set nodel ="foomatic-rip/ HP-Col or LaserJet 9500- Post scri pt. ppd" \
--set |ocation="Head of fice" \
--set producer="producer: "\
"cn=HP, cn=cups, cn=uni vent i on, dc=exanpl e, dc=cont'

Note

There must be a blank space between the print protocol and the URL target path in the parameter
uri . A list of the print protocols can be found in Section 12.4

Printers can be grouped in a printer group for smpler administration. Further information on printer groups
can be found in Section 12.5.

uni venti on-di rectory-manager shares/printergroup create \
--set nanme=LaserPrinters \
--set spool Host ="pri ntserver. exanpl e. coni \
--append groupMenber=LaserPrinter0l \
--append groupMenber=Laser Pri nt er 02

4.9.2.7. DNS/DHCP Feedback L))

To configure an IP assignment via DHCP, a DHCP computer entry must be registered for the MAC address.
Further information on DHCP can be found in Section 10.3.

uni venti on-di rect ory- manager dhcp/ host create \
- -superordi nat e "cn=exanpl e. com cn=dhcp, dc=exanpl e, dc=coni" \
--set host="dCient222" \
--set fixedaddress="192.168.0.110" \
--set hwaddress="et hernet 00: 11:22: 33: 44: 55"

If it should be possible for a computer name to be resolved via DNS, the following commands can be used to
configure aforward (host record) and reverse resolution (PTR record).

uni venti on-di rect ory- manager dns/host_record create \
- -superordi nat e "zoneNane=exanpl e. com cn=dns, dc=exanpl e, dc=com' \
--set name="Cient222" \
--set a="192.168.0. 110"

uni venti on-di rect ory- manager dns/ptr_record create \
--superordi nate "zoneNane=0. 168. 192. i n- addr . ar pa, cn=dns, "\
"dc=exanpl e, dc=coni" \
--set address="110" \
--set ptr_record="dient222. exanpl e.com "

Further information on DNS can be found in Section 10.2.

4.9.2.8. Extended attributes Feedback { )

Extended attributes can be used to expand the functional scope of Univention Management Console, see
Section 4.6. In the following example, anew attribute is added, where the car license number of the company
car can be saved for each user. The valuesare managed intheobject classuni vent i onFr eeAtt ri but es
created specialy for this purpose:

uni venti on-di rect ory- manager settings/extended attribute create \
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--position "cn=custom attributes, cn=uni vention, dc=exanpl e, dc=conm' \
--set name="CarLicense" \

--set nodul e="users/user" \

--set | dapMappi ng="uni venti onFreeAttri butel" \

--set objectd ass="univenti onFreeAttributes" \

--set | ongDescription="License pl ate nunber of the conpany car" \
--set tabNanme="Conpany car" \

--set nultival ue=0 \

--set syntax="string" \

--set shortDescription="Car |icense"

4.10. Evaluation of data from the LDAP directory with Feedback ()
Univention Directory Reports

Univention Directory Reports offers the possibility of creating predefined reports for any objects to be man-
aged in the directory service.

The structure of the reportsis defined using templates. The specification language developed for this purpose
allows the use of wildcards, which can be replaced with values from the LDAP directory. Any number of
report templates can be created. This alows usersto select very detailed reports or just create simple address
lists, for example.

The creation of the reports is directly integrated in the web interface of Univention Management Console.
Alternatively, the command line program uni vent i on-di rect or y-r eport s can be used.

Six report templ ates are already provided with the delivered Univention Directory Reports, which can be used
for users, groups and computers. Three templates create PDF documents and three CSV files, which can be
used as an import source for other programs. Further templates can be created and registered.

Reports can be created via a command line program or via Univention Management Console.

4.10.1. Creating reports in Univention Management Console Feedback { )

To create a report, you need to switch to the UMC module for users, groups or hosts. Then al the objects
covered by the report must be selected (you can select all objects by clicking the button on the left of Name).
Clicking on more -> Createreport allows to choose between the Standard Report in PDF format and the
Standard CSV Report in CSV format.

Figure4.8. Creating areport

The reports created via Univention Management Console are stored for 12 hours and then deleted by a cron
job. The settings for when the cron job should run and how long the reports should be stored for can be defined
viatwo Univention Configuration Registry variables:
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o di rectory/reports/cl eanup/ cr on Defineswhen the cron job should be run.

o directory/reports/cl eanup/ ageDefines the maximum age of areport document in seconds be-
foreit is deleted.

4.10.2. Creating reports on the command line Feedback { )

Reportscan also be created viathe command linewiththeuni vent i on- di r ect or y- r epor t s program.
Information on the use of the program can be viewed using the - - hel p option.

The following command can be used to list the report templates available to users, for example:

uni vention-directory-reports -m users/user -I

4.10.3. Adjustment/expansion of Univention Directory Reports Feedback )

Existing reports can be created directly with the presettings. Some presettings can be adapted using Univention
Configuration Registry. For example, it is possible to replace the logo that appearsin the header of each page
of a PDF report. To do so, the value of the Univention Configuration Registry variabledi rect ory/ r e-
por t s/ | ogo caninclude the name of an imagefile. The usua image formats such as JPEG, PNG and GIF
can be used. Theimage is automatically adapted to a fixed width of 5.0 cm.

In addition to the logo, the contents of the report can also be adapted by defining new report templates.
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Chapter 5. Software deployment
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5.1. Introduction Fecdback ()

The software deployment integrated in UCS offers extensive possibilities for the rollout and updating of UCS
installations. Security and version updates can beinstalled via Univention Management Console, acommand
linetool and policy-based. Thisisdescribed inthe Section 5.4. The UCS software depl oyment does not support
the updating of Microsoft Windows systems. An additional Windows software distributionisrequired for this.

For larger installations, there is the possibility of establishing alocal repository server from which all further
updates can be performed (see Section 5.5). This repository server either procures its packages from the
Univention online repository or, in environments without Internet access, also from offline updates in the
form of 1SO images.

The UCS software deployment is based on the underlying Debian package management tools, which are
expanded through UCS-specific tools. The different tools for the installation of software are introduced in
Section 5.6. Theinstallation of version and errata updates can be automated via policies, see Section 5.7

The software monitor provides a tool with which all package installations statuses can be centrally stored in
adatabase, see Section 5.8.

Theinitia installation of UCS systemsis not covered in this chapter, but is documented in Chapter 2 instead.

5.2. Differentiation of update variants / UCS versions Fecavack{ )

Four types of UCS updates are differentiated:

o Major releases appear approximately every threeto four years. Mg or releases can differ significantly from
previous major releases in terms of their scope of services, functioning and the software they contain.
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o During the maintenance period of amajor release, minor Releases are rel eased approx. every 10-12 months.
These updates include corrections to recently identified errors and the expansion of the product with addi-
tional features. At the same time and as far as this is possible, the minor releases are compatible with the
previous versionsin terms of their functioning, interfaces and operation. Should achange in behavior prove
practical or unavoidable, thiswill be noted in the rel ease notes when the new version is published.

- Univention continuously releases errata updates. Errata updates provide fixes for security vulnerabilities
and bugfixes/smaller enhancements to make them available to customer systems quickly. An overview of
all errata updates can be found at https://errata.software-univention.de/.

o Patchlevel releases are released approx. every three months and combine all errata updates published until
then.

Every released UCS version has an unambiguous version number; it is composed of afigure (the major ver-
sion), a full stop, a second figure (the minor version), a hyphen and a third figure (the patch level version).
The version UCS 4.2-1 thus refers to the first patch level update for the second minor update for the major
release UCS 4.

Thepre-update script pr eup. sh isrun before every release update. It checksfor example whether any prob-
lems exist, in which case the update is canceled in a controlled manner. The post-update script post up. sh
isrun at the end of the update to perform additional cleanups, if necessary.

Errata updates always refer to certain minor releases, e.g., for UCS 4.1. Errata updates can generally be in-
stalled for al patch level versions of a minor release.

If new release or errata updates are available, a corresponding notification is given when a user logs on to
Univention Management Console. The availability of new updatesisalso notified viae-mail; the correspond-
ing newsdletters - separated into release and error updates - can be subscribed on the Univention website. A
changelog document is published for every release update listing the updated packages, information on error
corrections and new functions and references to the Univention Bugzilla.

5.3. Univention App Center Fecaback{ )

The Univention App Center allows simple integration of software componentsin a UCS domain. The appli-
cations are provided both by third parties and by Univention itself (e.g., UCS@school). The maintenance and
support for the applications are provided by the respective manufacturer.
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Figure5.1. Overview of applications availablein the App Center
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The Univention App Center can be opened viathe UM C module App Center. It shows by default al installed
aswell as avail abl e software components. Sear ch term can be used to filter thelist of displayed applications.
The applications can also be sorted using the Categories.

If you click on one of the displayed applications, further details on it are shown (e.g., description, manufac-
turer, contact information and a screenshot). The Notification field displays whether the manufacturer of the
software component is notified when it is installed/uninstalled. Some applications provide a Buy button in
the bottom toolbar with a link to licensing information. For all other applications, the manufacturer of the
application must be contacted using the e-mail address shown under Contact.
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Figure5.2. Detailsfor an application in the App Center
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Notification This application will inform the app provider about (un)installztion. The app provider
may contact you.

Some applications may not be compatible with other software packages from UCS. For instance, most group-
ware packages require the UCS mailstack to be uninstalled. Every application checks whether incompatible
versions are installed and then prompts which Conflicts exist and how they can be resolved. The installation
of these packages is then prevented until the conflicts have been resolved.

Some componentsintegrate packages that need to beinstalled on the master domain controller (usually LDAP
schema extensions or new modules for the UCS management system). These packages are automatically
installed on the master domain controller. If thisis not possible, the installation is aborted. In addition, the
packages are set up on all accessible backup domain controller systems. If several UCS systems are available
in the domain, it can be selected on which system the application isto be installed.

Some applications use the container technology Docker. In these cases, the application (and its direct envi-
ronment) is encapsulated from the rest and both security as well as the compatibility with other applications
increased.

From atechnical perspective, another member server is started as the Docker container in which the app is
then installed. This member server is self-contained to the point that errata and rel ease updates al so need to be
installed there. A corresponding computer object is created for the member server in the LDAP directory and
can be edited via the Univention Management Console. This can then be used to change the update poalicies,
for example.

On the network side, the container can only be reached from the computer on which the app isinstalled. The
app can, however, open certain ports, which can be forwarded from the actual computer to the container. UCS'
firewall is correspondingly configured automatically to allow access to these ports.
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If acommand lineisrequired in the app's environment, the first step isto switch to the container. This can be
done by running thefollowing command (using thefictitious app demo-docker-app asan examplein thiscase):

docker exec \
-it "$(ucr get appcenter/apps/denp-docker-app/container)" \
/ bi n/ bash

Docker apps can be further configured via the UMC module. The app can be started and stopped and the
autostart option be set:

o Started automatically ensures that the app is started automatically when the server is started up.
o Started manually prevents the app from starting automatically, but it can be started via the UMC module.

o Starting is prevented prevents the app from starting at any time; it cannot even be started via the UMC
module.

In addition, apps can a so be adjusted using additional parameters. The menu for doing so can be opened using
the App Settings button of an installed app.

Figure 5.3. Setting of an application in the App Center
App Center B ®

Configure Docker Demo App

Here you can set configuration options as well as start and stop the application

Settings ©
The application is currently running
Stop the application

_Started automatically @‘

Autostart

After its installation, one or several new options are shown when clicking on the icon of an application:
Uninstall removes an application. Open refersyou to awebsite or aUMC modul e with which you can further
configure or use the installed application. For example, if you install the Horde application, this link takes
you to the login window. This option is not displayed for applications which do not have a web interface or
aUMC module.

Updates for applications are published independently of the Univention Corporate Server release cycles. If
anew version of an application is available, the Upgrade menu item is shown, which starts the installation
of the new version. If updates are available, a corresponding message is also shown in the UMC module
Softwar e update. An overview of the installed applications in the domain can be opened under I nstalled
applications on the UMC start page.

Installations and the removal of packages are documented in the / var /| og/ uni vent i on/ manage-
ment - consol e- nodul e- appcent er. | og logfile.
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5.4. Updates of UCS systems Feedback{ )

There are two ways to update UCS systems; either on individual systems (via Univention Management Con-
sole or command line) or via a Univention Management Console computer policy for larger groups of UCS
systems.
5.4.1. Update strategy in environments with more than one UCS Feedback{ )

system

In environments with more than one UCS system, the update order of the UCS systems must be bornein mind:

The authoritative version of the LDAP directory service is maintained on the master domain controller and
replicated on all the remaining LDAP servers of the UCS domain. As changes to the LDAP schemes (see
Section 3.4.1) can occur during rel ease updates, the master domain controller must always be the first system
to be updated during a rel ease update.

It is generaly advisable to update all UCS systemsin one maintenance window whenever possible. If thisis
not possible, al not-updated UCS systems should only be one release version older compared with the master
domain controller.

5.4.2. Updating individual systems via Univention Management Feedback{ )
Console

The Softwar e update module allows the installation of rel ease updates and errata updates.

Figure Figure 5.4 shows the overview page of the module. The currently installed version is displayed under
Release updates in the upper part of the dialogue box.

Figure 5.4. Updating a UCS system in UMC

Start Upgrade?

5 packages fo be updated
univention-apache 7.0.14-3.221.201411051409
univention-management-console-module-diagnostic 1.0.14-2.17.201411051421
univention-management-console-module-setup B8.1.47-1.758.201411051447
univention-system-setup 8.1.47-1.758.201411051447
univention-system-setup-boot B8.1.47-1.758.201411051447

Do you really want to perform the update/install/remove of the above packages?

Install

If anewer UCS version is available, a select list is displayed. After clicking on Install release updates and
confirmation all updates up to the respective version are installed. Before the installation processis started, a
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message will be displayed informing the user of possible restrictions of the server services during the update.
Any intermediate versions are also installed automatically.

Clicking on Install available errata updates installs all the available errata updates for the current release
and all installed components.

Check for package updates activates an update of the package sources currently entered. This can be used,
for example, if an updated version is provided for a component.

The messages created during the update are written to thefile/ var /| og/ uni vent i on/ updat er. | og

5.4.3. Updating individual systems via the command line Feedback{ D)
The following steps must be performed with r oot rights.

An individual UCS system can be updated using the uni vent i on- upgr ade command in the command
line. A check is performed to establish whether new release or application updates are available and these are
then installed if a prompt is confirmed. In addition, package updates are also performed (e.g., in the scope
of an errata update).

In the basic setting, the packages to be updated are |oaded from arepository viathe network. If alocal repos-
itory is used (see Section 5.5.4), release updates can alternatively also be installed via update DV D images,
which are either imported as 1SO files or from a drive. Thisis done by running uni vent i on- upgr ade
with the parameters - - i so=I SO MAGEFI LE or - - cdr on=DRI VE.

Remote updating over SSH is not advisable asthis may result in the update procedure being aborted. If updates
should occur over a network connection nevertheless, it must be verified that the update continues despite
disconnection from the network. This can be done, for example, using thetoolsscr een and at , which are
installed on all system roles.

The messages created during the update are written to thefile/ var /| og/ uni vent i on/ updat er. | og

5.4.4. Updating systems via a policy Feedback {2}

An update for more than one computer can be configured with an Automatic updates policy in the UMC
modules for computer and domain management (see Section 4.5).

Figure 5.5. Updating UCS systems using an update policy

Policies: Release update policy Be
General General @
[Advanced settings]
Automatic updates Release update policy

Mame *

Activate release updates. (Errata updates are activated by default)

4.0-2

Update to this UCS version

A release update is only run when the Activate release updates selection field is activated.

The Update to this UCS version input field includes the version number up to which the system should be
updated, e.g., 4.2-1. If no entry ismade, the system continues updating to the highest available version number.
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The point at which the update should be performed is configured viaa M aintenance policy (see Section 5.7).

The messages created during the update are written to thefile/ var / | og/ uni vent i on/ updat er . | og.

5.4.5. Postprocessing of release updates Feedback £}

Once arelease update has been performed successfully, a check should be made for whether new or updated
join scripts need to be run.

Either the Domain join UMC module or the command line program uni vent i on-run-j oi n-scripts
is used for checking and starting the join scripts (see Section 3.2.1).

5.4.6. Troubleshooting in case of update problems Feedback{ )

The messages generated during updates are writtentothe/ var /| og/ uni vent i on/ updat er . | og file,
which can be used for more in-depth error analysis.

The status of the Univention Configuration Registry variables beforethe release updateissaved inthe/ var /
uni vent i on- backup/ updat e- t o- TARGETRELEASEVERSI ON/ directory. This can then be used to
check whether and which variables have been changed during the update.

5.5. Configuration of the repository server for updates  rewf
and package installations

Package installations and updates can either be performed from the Univention update server or from alocally
maintained repository. A local repository ispractical if therearealot of UCS systemsto update as the updates
only need to be downloaded once in this case. As repositories can also be updated offline, alocal repository
also allows the updating of UCS environments without Internet access.

Using the registered settings, APT package sources are automatically generated in the /et ¢/ apt/
sources. | i st. d/ directory for release and errata updates as well as addon components. If further repos-
itories are required on a system, these can be entered in the/ et ¢/ apt / sour ces. | i st file.

In the default setting, the Univention repository updat es. sof t war e- uni venti on. de is used for a
new installation.

The Univention repository and repository components differentiate between two component parts:

o The UCS standard package scope covered by maintenance can be found in the maintained area. In the
default setting, only accessto these packagesisactivated. Security updatesare only provided for maintained
packages.

o Additional packages can be found under unmaintained, e.g., other mail servers than Postfix. These pack-
ages are not covered by security updates or ulterior maintenance. In the default setting, unmaintained is
not mounted, but can be integrated by setting the Univention Configuration Registry variable r eposi -
tory/online/ unmai nt ai nedtoyes.

A local repository can require alot of disk space - particularly if the unmaintained branch is activated.

5.5.1. Configuration via Univention Management Console Feedback{ D)

TheRepository server and the use of the maintained and unmaintai ned sections can be specified inthe UMC
module Repository Settings.
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5.5.2. Configuration via Univention Configuration Registry Feedback { )

The repository server to be used can be entered in the Univention Configuration Registry variable r epos-
i tory/online/server andispresettoupdat es. sof t war e- uni venti on. de for anew installa-
tion.

The unmaintained repository can be integrated by setting the Univention Configuration Registry variable
reposi tory/online/ unmai nt ai ned toyes.

5.5.3. Policy-based configuration of the repository server Feedback{ D}

The repository server to be used can also be specified using the Repository server policy in the computer
management of the Univention Management Console. Only UCS server systems for which a DNS entry has
been configured are shown in the selection field (see Section 4.5).

5.5.4. Creating and updating a local repository Feedback {2}

Packageinstallations and updates can either be performed from the Univention update server or from alocally
maintained repository. A local repository ispractical if therearealot of UCS systemsto update asthe updates
only need to be downloaded once in this case. As repositories can also be updated offline, alocal repository
also allows the updating of UCS environments without Internet access.

Thereisalsothepossibility of synchronizing local repositories, which means, for example, amain repository is
maintained at the company headquarters and then synchronized tolocal repositoriesat theindividual locations.

To set up arepository, the uni vent i on-r eposi t ory-creat e command must be run as the r oot
user. Theinitial package inventory isimported from an installation DVD. The parameter - - i so allowsim-
porting from an 1SO image. UCSis only available as a 64-bit DVD. The repository is created by uni ven-
tion-repository-creat e withthearchitecture of the specified installation medium. If an environment
is operated in which both 32-bit and 64-bit packages are needed, the following commands must be executed
on the repository server:

ucr set repository/online/architectures="i 386 and64"
uni venti on-reposi t ory-updat e net

Accessto the Univention online repository is cryptographically secured viathe use of Secure APT employing
signatures. Thisfeatureisnot currently availablefor local repositories and so amessage appearswhen creating
a repository explaining how Secure APT can be deactivated using the Univention Configuration Registry
variable updat e/ secur e_apt . This setting must be set on all UCS systems that access the repository.

The packages in the repository can be updated using the uni vent i on-r eposi t ory- updat e tool. It
supports two modes:

o uni vention-repository-update cdronHeretherepository isupdated with an update DVD or
an SO image.

o uni vention-repository-update net Heretherepository issynchronized with another specified
repository server. Thisis defined in the Univention Configuration Registry variabler eposi tory/ m r -
ror/ server andtypicaly pointsto updat es. sof t war e- uni venti on. de.

An overview of the possible optionsis displayed with the following command:

uni venti on-repository-update -h

Therepository isstoredinthe/ var /1 i b/ uni venti on-repository/ mrror/ directory.
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The local repository can be activated/deactivated using the Univention Configuration Registry variable| o-
cal /repository.

5.6. Installation of further software Feedback { )

Theinitial selection of the software components of aUCS system is performed within the scope of theinstalla
tion. The software components are sel ected rel ative to the functions, whereby e.g. the Proxy server component
is selected, which then procures the actual software packages via a meta package. The administrator does not
need to know the actual package names. However, individual packages can also be specifically installed and
removed for further tasks. When installing a package, it is sometimes necessary to install additional packages,
which are required for the proper functioning of the package. These are called packages dependencies. All
software components are |oaded from a repository (see Section 5.5).

Software which is not available in the Debian package format should be installed into the/ opt / or/ usr/
| ocal / directories. These directories are not used for installing UCS packages, thus a clean separation be-
tween UCS packages and other software is ensured.

There are several possibilities for installing further packages subsequently on an installed system:

5.6.1. Installation/uninstallation of UCS components in the Univen- reedack()
tion App Center

All software components offered in the Univention Installer can also beinstalled and removed at alater point
in time via the Univention App Center. This is done by selecting the UCS components package category.
Further information on the Univention App Center can be found in Section 5.3.

Figure 5.6. Selection of UCS componentsin the App Center

App Center ®

Search applications... QI _UCS components @
Installed
DHCP server Mail server
Univention GmbH Univention GmbH
Available
Active Directory Active Directory Active Directory- Desktop Fetchmail KVM virtualization
Connection Takeover et L Environment (KDE) server
Univention GmbH Univention GmbH I Gt Univention GmbH Univention GmbH Univention GmbH
Network monitoring Print server Proxy server/ web RADIUS Software UCS Virtual
(Nagios) (CUPS) cache (Squid) installation monitor Machine Manager

Univention GmbH Univention GmbH Univention GmbH Univention GmbH Univention GmbH Univention GmbH
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5.6.2. Installation/removal of individual packages in Univention Feedback { )

Management Console

The UMC module Package M anagement can be used to install and uninstall individual software packages.

Figure 5.7. Ingtalling the package univention-squid in Univention Management
Console

Package details

Details for package 'univention-squid'
Package name univention-squid
Summary UCS Squid web proxy integration
Section univention
Is installed Yes
Installed version 8.0.1-1.222.201408281855
Is upgradable Mo
Package size 185.34 kB
Priority optional
Description This package integrates the Squid web proxy into UCS. 1t is part of
Univention Corporate Server (UCS), an integrated, directory driven
solution for managing corporate environments. For more
information about UCS, refer to: http://www.univention.de/

Uninstall

A search mask is displayed on the start page in which the user can select the package category or a search
filter (name or description). The results are displayed in atable with the following columns:

o Package name
> Package description
o Installation status

Clicking an entry in the result list opens a detailed information page with a comprehensive description of
the package.

In addition, one or more buttons will be displayed: I nstall isdisplayed if the software package is not installed
yet; Uninstall is displayed if the software package is installed and Upgrade is displayed if the software
packageisinstalled but not updated. Close can be used for returning to the previous search request.

5.6.3. Installation/removal of individual packages in the command  reedvack{)
line

The following steps must be performed with r oot rights.

Individual packages are installed using the command

uni vent i on-instal | PACKAGENAME

Packages can be removed with the following command:

uni venti on-renbve PACKAGENAME
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5.6.4. Policy-based installation/uninstallation of individual pack-

If the name of a package is unknown, the command apt - cache sear ch can be used to search for the
package. Parts of the name or words which appear in the description of the package are listed, e.g.:

apt - cache search fax

Feedback Q

ages via package lists

Package lists can be used to install and remove software using policies. This allows central software deploy-
ment for alarge number of computer systems.

Each system role has its own package policy type.

Package policies are managed in the UM C module Policies with the Policy: Packages + system role.
Table5.1. 'General' tab
Attribute

Description

Name An unambiguous name for this package list, e.g., mail server.
Package installation list A list of packagesto beinstalled.
A list of packages to be removed.

Package removal list

The software packages defined in a package list are installed/uninstalled at the time defined in the Mainte-
nance policy (for the configuration see Section 5.7).

The software assignable in the package policies are also registered in the LDAP.

5.7. Specification of an update point using the package rewx
maintenance policy

90

A Maintenance policy (see Section 4.5) in the UM C modules for computer and domain management can be
used to specify a point at which the following steps should be performed:

o Check for available release updates to be installed (see Section 5.4.4) and, if applicable, installation.
o Installation/uninstallation of package lists (see Section 5.6.4)
o Installation of available errata updates

Alternatively, the updates can also be performed when the system is booting or shut down.

Table5.2. 'General' tab

Attribute Description
Perform maintenance after system|If thisoption isactivated, the update steps are performed when the com-
startup puter is started up.

Perform maintenance before sys
tem shutdown

If this option is activated, the update steps are performed when the com-
puter is shut down.

Use Cron settings

If this flag is activated, the fields Month, Day of week, Day, Hour and
Minute can be used to specify an exact timewhen the update steps should
be performed.

Reboot after maintenance

This option allows you to perform an automatic system restart after re-

lease updates either directly or after a specified time period of hours.
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5.8. Central monitoring of software installation statuses rew
with the software monitor

The software monitor is adatabase in which information is stored concerning the software packages installed
across al UCS systems. This database offers an administrator an overview of which release and package
versions are installed in the domain and offers information for the step-by-step updating of a UCS domain
and for use in identifying problems.

The software monitor can beinstalled from the Univention App Center with the application Softwareinstalla-
tion monitor. Alternatively, the software package univention-pkgdb can be installed. Additional information
can be found in Section 5.6.

UCS systems update their entries automati cally when softwareisinstalled, uninstalled or updated. The system
on which the software monitor is operated is located by the DNS servicerecord _pkgdb. _t cp.

The software monitor's web-based interface integrates in Univention Management Console and can be ac-
cessed via the Software monitor module. The following functions are available:

o Yystems allows to search for the version numbers of installed systems. It is possible to search for system
names, UCS versions and system roles.

o Packagesalowsto search in theinstallation datatracked by the package status database. Besides searching
for a Package name there are various search possibilities available for the installation status of packages:

o The Selection state influences the action taken when updating a package. | nst al | is used to select a
package for installation. If apackageis configured to Hol d it will be excluded from further updates. There
aretwo possibilitiesfor uninstalling apackage: A packageremovedwith Del nst al | keepslocally created
configuration data, whilst a package removed with Pur ge is completely deleted.

o The Installation state describes the status of an installed package in relation to upcoming updates. The
normal statusis Ok, which leads to a package being updated when a newer version exists. If a packageis
configured to Hol d it will be excluded from the update.

o The Package state describes the status of a set-up package. The normal status hereis | nst al | ed for
installed packagesand Conf i gFi | es for removed packages. All other statuses appear when the package's
installation was canceled in different phases.

Figure5.8. Searching for packagesin the software monitor

Software monitor ®

Search UCS systems _Package name @, _univention-squid

1
Search software packages Search for: Pattern Search
Se ackage
ackage

on  Installation

state

8.0.1-
O ucs-8044 univention-squid 1.222.201408281 Install 0K Installed
855

univention-squid- Mot Not

-8044
O ucs kerberos installed installed

If you do not wish UCS systems to store install ation processes in the software monitor (e.g., when thereisno
network connection to the database), this can be arranged by setting the Univention Configuration Registry
variable pkgdb/ scan to no.
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Should storing be reactivated at a later date, the command uni vent i on- pkgdb- scan must be executed
to ensure that package versions installed in the meanwhile are also adopted in the database.

The following command can be used to remove a system's program inventory from the database again:

uni venti on- pkgdb-scan --renpbve- syst em RECHNERNAVE
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Chapter 6. User management
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UCS integrates central identity management according to the same user, same password principle. All user
information are managed centrally in UCS via Univention Management Console and stored in the LDAP
directory service.

All the services integrated in the domain access the central account information, i.e., the same username and
password are used for the user login to a Windows client as for the login on the IMAP server.

The domain-wide management of user data reduces the administrative efforts as changes do not need to be
subsequently configured on different individual systems. Moreover, this also avoids subsequent errors arising
from inconsistencies between the individual datasets.

6.1. User management with Univention Management Feedback{ )

Console
Users are managed in the UMC module Users (see Section 4.2).
In the default setting, asimplified wizard for creating a user is shown, which only requests the most important
settings. All attributes can be shown by clicking on Advanced. The simplified wizard can be deactivated by

setting the Univention Configuration Registry variabledi r ect or y/ manager / web/ nodul es/ user s/
user/w zar d/ di sabl edtotrue.

Figure6.1. Creatingauser in UMC

. Anna . Alster
Title First name Last name

anna

User name
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Figure 6.2. Advanced user settings
User account
Groups
Account
Contact L | IAI’II’IE | |A|Ster |
Exchange Title First name Last name *
[m_ancedsmingﬂ .anna . Anna Alster - Sales Manager Vertr,
[Options]
User name * Description
[Policies]
Basic settings IPassword * ' IPa:swuu:l (retype) * '
[ Override password histary [ Override password check
.anna@test.intranet ,
Primary e-mail address
+ Upload new image Personal information
— Clear image data Anna Alster
Display name
9/7/1982 ©,
Birthday
Organisation
Broton Landshut
Organisation
10038 . Sales Manager
Employee number Employee type
Table6.1. 'General' tab
Attribute Description
User name Thisisthe name, by which the user logs into the system. The name has

to begin with aletter which has to be followed by: letters a-z in lower
case, numerals 0-9, dots, hyphens, or underlines. User names may not
contain blank spaces.

In order to ensure compatibility to non-UCS systems the creation of
users which are only distinguished from each other by upper and low-
er case lettersis prevented. Thus, if the user name smith already exists,
then the user name Smith cannot be created.

In the default setting, it is not possible to create a user with the same
name as an existing group. If the Univention Configuration Registry
variable di r ect ory/ manager/ user _group/ uni queness is
settof al se, this check isremoved.

Description Arbitrary descriptions for the user can be entered here.

Password The user's password has to be entered here.
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Attribute Description
Password (retype) In order to avoid spelling errors, the user's password has to be entered

for asecond time.

Override password history

By checking this box, the password history is overridden for this user
and for this password change. This means, with this change the user can
be assigned a password which is aready in use. Further details on user
password management can be found in Section 6.2.

Override password check

By checking this box, the requirements for the length of the password
and for password quality checks are overridden for this user and for
this password change. This means, the user can e.g. be assigned a short-
er password than would be possible according to the defined minimum
length. Further details on the password policies for users can be found
in Section 6.2.

Primary e-mail address

The e-mail address of the user is declared here, see Section 13.3.2.

Title Thettitle of the user isto be entered here.

First name Thefirst name of the user isto be entered here.

Last name Thelast name of the user isto be entered here.

Display name The display name is automatically composed of the first and surnames.
It generally does not need to be changed. The screen nameisused for the
synchronization with Active Directory and Samba4 among other things.

Organization The organization is to be entered here.

Birthday Thisfield is used to save a user's birthday.

Picture of the user (JPEG format)

This mask can be used to save a picture of the user in LDAP in JPEG
format. In the default settingsthefile sizeis limited to 512 kilobytes.

Employee number

Numbers for staff members can be entered in this field.

Employee type

The category of the staff member can be entered here.

Superior

The superior of the user can be selected here.

Table6.2. 'Groups tab

Attribute Description

Primary group This select list can be used for specifying the user's primary group. All
the groups registered in the domain are open for selection. By defaullt,
thegroup Dormai n User s ispreset.

Groups Hereit is possible to set further group memberships for the user in ad-
dition to the primary group.

Table6.3. 'Account' tab

Attribute

Description

Account deactivation

www.univention.de

The Account deactivation selection field can be used to deactivate the
user account for one or more login methods. As long as the respective
account type is deactivated, the user cannot log into the system. This
is typically used when a user leaves the company. In a heterogeneous
environment, an account deactivation might also be caused by external
tools; inthat casethe selection field reflectsthe account status. Normally
users should always be deactivated for all account types. The following
deactivation states can be realized:
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Attribute Description
o None- Basic status; all logins are possible.

o All disabled - All account types are blocked.
> Windows disabled

o Kerberosdisabled

o POSIX disabled

> Windows and POSI X disabled

o Windows and Kerberos disabled

o POSIX and Kerberosdisabled

The following interconnections between the different login methods are
derived from the UCS PAM configuration:

o The Linux login (e.g., on KDMor atty) is only deactivated if all
login methods are deactivated; a deactivated POSI X account aloneis
not enough.

o Sambarequiresanot-deactivated POSI X account - that meansthat the
deactivation of the POSIX account automatically deactivates Samba
aswell.

o TheKerberoslibrary (Heimdal) also eval uates the Sambaaccount set-
tings - that means that the deactivation of the Windows account will
also deactivate Kerberos.

Locked login methods This selection field can be used to block individual login methods. This
can happen automatically for security reasons, for example, if auser has
entered his password incorrectly too often, see Section 6.5.

Normally users should aways be blocked for all login methods.

In contrast to Account deactivation, the account is not blocked, but the
login is denied. The following login methods can be restricted:

> None
o Locked all login methods
o Locked Windows/K erberosonly

o Locked POSI X/LDAP only

Account expiry date A dateisspecified in thisinput field on which the account will automat-
ically belocked. Thisis practical for user accounts that only need to be
active for a certain period of time, e.g., for interns.

If the date is deleted or replaced by adifferent, future date, the user will
regain theright tologin.

Password expiry date If the password is subject to an expiry date, then thisdateisdisplayed in
thisentry field. Thisentry field cannot be edited directly, see Section 6.2.
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Attribute Description
If apassword expiry interval is defined, the password expiry dateis au-
tomatically adjusted when passwords are changed.

If no Expiry interval isdeclared, the old expiry date will be deleted and
no new date will be set.

Change password on next login If this checkbox isticked, then the user has to change his password dur-
ing the next login procedure.

Windows home drive If the Windows home directory for this user isto show up on adifferent
Windows drive than that specified by the Samba configuration, then the
corresponding drive letter can be entered here, e.g. M .

Windows home path The path of the directory which isto be the user's Windows home direc-
tory, isto be entered here, eg. \\ ucs-fil e-server\snith

Windows logon script The user-specific logon script relative to the NETLOGON share is en-
tered here, e.g. user . bat .

Windows profile directory The profile directory for the user can be entered here, e.g. \ \ ucs-
file-server\user\profile.

Relative ID Therelative ID (RID) isthe loca part of the SID. If auser isto be as-

signed acertain RID, the ID in question can be entered in thisfield. If no
RID is assigned, the next available RID will automatically be used. The
RID cannot be subsequently changed. Integers from 1000 upwards are
permitted. RIDs below 1000 are reserved to standard groups and other
special objects.

Samba privileges This selection mask can be used to assign auser selected Windows sys-
tems rights, for example the permission to join a system to the domain.

Permitted times for Windows lo-| Thisinput field contains time periods for which this user can log on to
gins Windows computers.

If no entry ismadein thisfield, the user can log in at any time of day.

Allow the authentication only on|Thissetting specifiesthe clientswherethe user may login. If no settings
these Microsoft Windows hosts | are made, the user can log into any client.

UNIX home directory The path of the user's home directory.

Login shell The user'slogin shell isto be entered in thisfield. This program is start-
ed if the user performs a text-based login. By default, / bi n/ bash is
preset.

User ID If the user isto be assigned a certain user 1D, the ID in question can be
entered in thisfield. If no value is specified, a free user ID is assigned
automatically.

The user ID can only be declared when adding the user. When the user
data are subsequently edited, the user 1D will be represented in gray and
barred from change.

Group ID of the primary group The group ID of the user's primary group is shown here. The primary
group can be changed in the General tab.

Home share If ashareis selected here, the home directory is stored on the specified
server. If no selection is made, the user data are saved on the respective
login system.
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Attribute

Description

Home share path

The path of the home directory relative to the Home share is declared
here. The username is aready preset as a default value when creating
auser.

Table6.4. 'Contact' tab

Attribute Description

E-mail address(es) Additional e-mail addresses can be saved here. These are not evaluated
by the mail server.
The values of this attribute are stored in the LDAP attribute mail. Most
address books applications using an LDAP search function will search
for an e-mail address by this attribute.

Telephone number(s) Thisfield contains the user's business phone number.

Room number The room number of the user.

Department number

The department number of the user can be entered here.

Street The street and house number of the user's business address can be en-
tered here.

Postal code Thisfield contains the post code of the user's business address.

City Thisfield contains the city of the user's business address.

Private telephone number(s) The private fixed network phone number can be entered here.

Mobile telephone number(s)

The user's mobile numbers can be entered here.

Pager telephone number(s)

Pager numbers can be entered here.

Private postal address

One or more of the user's private postal addresses can be entered in this
field.

Table6.5. '"Mail' tab

Thistab is displayed in the advanced settings.

The settings are described in Section 13.3.2.

The following tab configures settings for working on Windows terminal servers.

Table 6.6. "Windows terminal server' tab (advanced settings)

Attribute

Description

Home directory for Windows ter-
minal services

The directory path which is to be the user's Windows home directory
on the terminal server can be entered here, e.g.\\ ucs-fil e-serv-
er\ts\user.

Home drive for Windows terminal
services

If the Windows home directory for this user is to appear on a different
Windowsdrivethan specifiedin the Sambaconfiguration, the respective
letter of the drive can be entered here followed by acolon, e.g. M .

Startup command

Path to aprogram which should be run when aterminal sessionisstarted.

Working directory for startup com-
mand

The program’'s working directory, which is entered under Startup com-
mand.
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Attribute

Description

Use client configuration for startup
command

Both configuration settings Startup command and Working directory
for startup command can be overwritten by the client application. If
this checkbox is activated, the client configuration is used.

Connect client drives at login

The drives of the connecting client computer can be made available dur-
ing aterminal server session when this checkbox is activated.

Connect client printers at login

Theclient printers are connected during log-in to the terminal server and
are thus available during the terminal server on.

Make client default printer the de-
fault printer for Windows terminal
services

If this checkbox is activated the client standard printer will be declared
the standard printer for thisterminal server session.

Allow Windowsterminal server lo-
gin

If this checkbox is activated the user can log on to aterminal server.

CTX Mirroring

This selection list specifies whether a user session can be mirrored. If
Disabled is selected the session cannot be mirrored.

Terminated or timed-out sessions

Inthisselection list one can select whether ended or expired connections
should be Disconnected or Reset.

Reconnect session

Here you can select whether the ended connection to each client or just
the previous client can be rebuilt.

CTX RASDidin

This option configures the callback function of a remote access server.
If enabled, thedialin line of the user is disconnected after authentication
and the user is called back.

If an entry with the Input On option is selected, the user who initiated
the mirroring will be given the permission to perform keyboard inputs
and mouse action in the mirrored session. If an entry with the M essage
On option is selected, a message is shown on the client stating that a
reguest has been made to mirror the session.

Profile directory for Windows ter-
minal services

The path to the Windows profile which is to be used in the terminal
server session should be entered here. If no valueis entered, the standard
profile path is used.

Keyboard layout

The keyboard layout for the terminal server session.

Table6.7. '(Options)' tab

Attribute

Description

Mail account

If this checkbox is not ticked, the user will not be assigned the object
classuni venti onMi | .

Kerberos principal

If this checkbox is not ticked, the user will not be assigned the object
classeskr b5Pri nci pal and kr b5KDCEnt ry.

Samba account If this checkbox is not ticked, the user will not be assigned the object
classsambaSamAccount .
POSIX account If this checkbox is not ticked, the user will not be assigned the object

classesposi xAccount and shadowAccount .

Personal information

If this checkbox is not ticked, the user will not be assigned the object
classesor gani zat i onal Per son andi net Or gPer son.

Public key infrastructure account

If this checkbox is not ticked, the user will not be assigned the object
classpki User .
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Attribute Description
Simpl e authentication account This option can be used for creating user objects which have only a

username and a password. With these users, authentication is possible
against the LDAP directory service exclusively; logging into UCS or
Windows systems is not possible. If this option is activated, the object
classesui dObj ect and si npl eSecuri t yObj ect will be used.

6.2. User password management Feedback{ )

Passwords which are difficult to guess and regular password changes are an essential element of the system
security of a UCS domain. The following properties can be configured for users using a password policy. If
Sambaiis used, the settings of the Samba domain object (see Section 6.3) apply for logins to Window clients.
The settings of the Sambadomain object and the policy should be set identically, otherwise different password
requirements will apply for logins to Windows and UCS systems.

The password is saved in different attributes for every user saved in the management system:
o The krb5Key attribute stores the K erberos password.

o TheuserPassword attribute storesthe Unix password (In other Linux distributionspresentin/ et ¢/ shad-

ow).
o The sambaNTPassword attribute stores the NT password hash used by Samba.

Password changes are aways initiated via Kerberos in the UCS PAM configuration.

Figure 6.3. Configuring a password policy

Policies: Password with 12 characters

— General ®
[Advanced settings]
Passwords _Password with 12 characters
Name *
12
Password length
50

Password expiry interval

5

History length

[¥] Password quality check

o The history length saves the last password hashes. These passwords can then not be used by the user asa
new password when setting a new password. With apassword history length of five, for example, five new
passwords must be set before a password can be reused. If no password history check should be performed,
the value must be set to 0.

The passwords are not stored retroactively. Example: If ten passwords were stored, and the valueisreduced
to three, the oldest seven passwords will be deleted during the next password change. If then the value is
increased again, the number of stored passwords initially remains at three, and is only increased by each
password change.
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> The password lengthisthe minimum lengthin charactersthat auser password must comply with. If novalue
is entered here, the minimum size is eight characters. The default value of eight characters for password
length isfixed, so it dways appliesif no policy is set and the Override password check checkbox is not
ticked. This meansit even appliesif the default-settings password policy has been deleted. If no password
length check should be performed, the value must be set to 0.

o A password expiry interval demands regular password changes. A password change is demanded during
logonsto Univention Management Console, to Kerberos, on Windows clients and on UCS systems foll ow-
ing expiry of the period in days. The remaining validity of the password is displayed in the user manage-
ment under Password expiry date in the Account tab. If thisinput field isleft blank, no password expiry
interval is applied.

o If the option Password quality check is activated, additional checks - including dictionary checks - are
performed for password changesin Samba, Univention Management Console and Kerberos.

The configuration is done via Univention Configuration Registry and should occur on all login servers. The
following checks can be enforced:

o Minimum number of digitsin the new password (passwor d/ qual i ty/ credi t/digits).

o Minimum number of uppercase letters in the new password (passwor d/ qual i ty/ credit/ up-
per).

o Minimum number of lowercase letters in the new password (passwor d/ qual i ty/ credit/| ow
er).

o Minimum number of characters in the new password which are neither letters nor digits (pass-
wor d/ qual i ty/ credit/other).

o Individual characterg/digits can be excluded (passwor d/ qual i t y/ f or bi dden/ char s).

o Individual characterg/figures can be made compulsory (passwor d/ qual i ty/ requi r ed/ char s).

6.3. Password settings for Windows clients when using e
Samba

With the Samba domain object, one can set the password requirements for logins to Windows clientsin a
Samba domain.

The Samba domain object is managed via the UMC module LDAP directory. It can be found in the sanba
container below the LDAP base and carries the domain's NetBIOS name.

The settings of the Samba domain object and the policy (see Section 6.2) should be set identically, otherwise
different password requirements will apply for logins to Windows and UCS systems.

Table6.8. 'General' tab

Attribute Description
Password length The minimum number of characters for a user password.
Password history Thelatest password changes are saved in the form of hashes. These pass-

words can then not be used by the user as a new password when setting
anew password. With a password history of five, for example, five new
passwords must be set before a password can be reused.

Minimum password age The period of time set for this must have at least expired since the last
password change before a user can reset his password again.
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Attribute Description
Maximum password age Once the saved period of time has elapsed, the password must be

changed again by the user the next time he logs in. If the value is left
blank, the password is infinitely valid.

6.4. Password change by users Fecdback{ )

6.4.1. Password change by user via Univention Management Con-  reedvack{)
sole

In Univention Management Console, every user can reset his password via the Change password module.
The module can also be opened by selecting the Settings -> Change password entry in the top right user
menu. To change the password, the current password must be entered first. The changeis performed directly
viathe PAM stack (see Section 8.4.4) and isthen available centrally for all services.

6.4.2. Password management via Self Service app Feedback ()

By installing the UCS component Self Service viathe App Center, users are enabled to take care of their
password management without administrator interaction.

The Self Service app registers two web services on the UCS start site which can be accessed via a dedicated
web page: "Change Password" and "Password Reset". They allow users to update their password given their
old password aswell asto reset their lost password by requesting a token to be sent to a previously registered
contact e-mail address. The token has to be entered on the dedicated password reset web page.

6.5. Automatic lockout of users after failed login at- Feedback ()
tempts

As standard, a user can enter his password incorrectly any number of times. To hinder brute force attacks
on passwords, an automatic lockout for user accounts can be activated after a configured number of failed
log-in attempts. The lockout is activated locally per computer system as standard. In other words, if a user
enters his password incorrectly too many times on one system, he can still login on another system. Setting the
Univention Configuration Registry variableaut h/ f ai | | og/ | ock_gl obal will make thelock effective
globally and register it in the LDAP. The global lock can only be set on domain controller master/backup
systemsas other system roles do not possess the requisite permissionsin the LDAP directory. On these system
roles, the user is, however, locally locked or unlocked again viathe listener module.

Caution

This setting can also be misused, for example when a user has locked his screen and another user
enters the password incorrectly several timesin his absence. In this case, the user must contact the
administrator to have his account unlocked.

The automatic lockout of usersfollowing failed logins can be activated by setting the Univention Configura
tion Registry variableaut h/ f ai | | og toyes. Theupper limit of failed log-in attempts at which an account
lockout is activated is configured in the Univention Configuration Registry variableaut h/ fai |l | og/ | i m

i t. The counter isreset each time the password is entered correctly.

Asstandard, ther oot user is excluded from the password lock, but can also be subjected to it by setting the
Univention Configuration Registry variableaut h/ f ai | | og/ r oot toyes.

As standard, the lockout is not subject to time limitations and must be reset by the administrator. However,
it can aso be reset automatically after a certain interval has elapsed. Thisis done by specifying atime period
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in seconds in Univention Configuration Registry variableaut h/ f ai | | og/ unl ock_ti ne. If thevalueis
set to 0, the lock isreset immediately.

If accounts are locked locally, the administrator can unlock a user by entering the command f ai | | og -
r -u USERNAME. If the lock occurs globally in the LDAP, the user can be reset in the User account tab
of auser in Univention Directory Manager.

6.6. User templates Feedback{ )

A user template can be used to preset settings when creating a user. If at least one user template is defined,
it can be selected when creating a user.

Figure 6.4. Selecting a user template

None|

User templates are administrated in the UMC module LDAP directory. There one needs to switch to the
uni vent i on container and thento thet enpl at es subcontainer. A new user template can be created here
viathe Add with the object type Settings. User template.

In a user template, either a fixed value can be specified (e.g., for the address) or an attribute of the user
management referenced. Attributes are then referenced in chevrons.

A list of possible attributes can be displayed with the command:
uni venti on-di rect or - manager user s/ user
in the section users/user variables of the output.

If a user template is used for adding a user, this template will overwrite all the fields with the preset values

of thetemplate. In doing so, an empty fieldissetto"".
It isalso possible to only use partial values of attributes or convert values in uppercase/lowercase.

For example, the UNIX home directory can be stored under / hone/ <ti t | e>. <l ast nanme> or the pri-
mary e-mail address can be predefinedwith<f i r st nanme>. <l ast nane>@ onpany. com Substitutions
aregenerally possibly for any value, but thereisno syntax or semantics check. So, if no first nameis specified
when creating a user, the above e-mail address would begin with a dot and would thus be invalid according
to the email standard. Similar sources of error can also occur when handling file paths etc. Non-resolvable
attributes (for instance due to typing errors in the template) are deleted.

If only a single character of an attribute is required instead of the complete attribute value, the index of the
required character can be entered in the user template in square parentheses after the name of the attribute.
The count of characters of the attribute begins with O, so that index 1 corresponds to the second character
of the attribute value. Accordingly, <f i r st name>[ 0] . <l ast name>@onpany. commeans an e-mail
address will consist of thefirst letter of the first name plus the lastname.

A substring of the attribute value can be defined by entering a range in square parentheses. In doing so, the
index of thefirst required character and the index of the last required character plus one are to be entered. For
example, theinput <f i r st name>[ 2: 5] returnsthe third to fifth character of the first name.
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Adding : | ower or : upper to the attribute name converts the attribute value to lowercase or uppercase,
eg., <firstnane: | ower>. If amodifier like: | ower isappended to the entire field, the complete value
istransformed, e.g. <l ast name>@onpany. conk: | ower >.

The option : urm aut s can be used to convert special characters such as €, & or 3 into the corresponding
ASCII characters.

Theoptions: stri por:tri mremove al white space characters from the start and end of the string.

It isalso possible to combine options, e.g: : uni aut s, upper.
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Permissionsin UCS are predominantly differentiated between on the basis of groups. Groups are stored in the
LDAP and arethusidentical on all systems. Groups can contain not only user accounts, but can also optionally
accept computer accounts.

Inaddition, thereareal so local user groups on each system, which are predominantly used for hardware access.
These are not managed through the UCS management system, but saved inthe/ et ¢/ gr oup file.

The assignment of usersto groups is performed in two ways:
> A selection of groups can be assigned to a user in the user management (see Section 6.1)

> A selection of users can be assigned to a group in the group management (see Section 7.1)

7.1. Managing groups in Univention Management Con-  rewaf)
sole

Groups are managed in the UMC module Groups (see Section 4.2).

Figure7.1. Creatingagroup in UMC

Genera |

[Advanced settings] GrouP account @

[Options]

[Policies] _Project participants L .
MName * Description

Basic settings

Type: Group
Position: infranet.test:/groups

Members of this group ©

Users

[0 anderson
O miller
O smith

+ Add — Remove

Groups

+ Add — Remove
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Table7.1. 'General' tab
Attribute Description
Name (*) The name of the group has to begin and end with a letter or a numeral.

Therest of the characters which form the group name may include let-
ters, numerals, spaces, hyphens, or dots.

In the default setting, it is not possible to create a group with the same
name as an existing user. If the Univention Configuration Registry vari-
abledi r ect ory/ manager/ user _group/ uni queness issetto
f al se, thischeck isremoved.

Description A description of the group can be entered here.
Users Thisinput field can be used for adding users as members to the group.
Groups Onthisinput field, other groups can be added as members of the current

group (groups in groups).

Table7.2. "Advanced settings' tab

Attribute Description

Mail These options define a mail group and are documented in the Sec-
tion 13.3.4.

Host members Thisfield can be used for accepting computers as members of the group.

Nested groups The current group can be added as a member to other groups here

(groups in groups).

Group ID If agroup isto be assigned a certain group 1D, the ID in question can be
entered in this field. Otherwise, Univention Management Console will
automatically assign the next available group | D when adding the group.
The group ID cannot be subsequently changed. When editing the group,
the group ID will be represented in gray.

The group ID may consist of integers between 1000 and 59999 and be-
tween 65536 and 100000.

Windows -> Relative ID The relative ID (RID) is the local part of the Security 1D (SID) and is
used in Windows and Sambadomains. If agroup isto be assigned a cer-
tain RID, the D in question can be entered in thisfield. Otherwise, Uni-
vention Management Console will automatically assign the next avail-
able group 1D when adding the group.

The RID cannot be subsequently changed. When editing the group, the
group ID will be represented in gray.

The RIDs below 1000 arereserved for standard groups and other special
objects.

When Samba 4 is used, the RID is generated by Samba and cannot be
specified.

Windows -> NT group type This group type is evaluated when the user logs on to a Samba 3-based
domain (which offers NT domain services). Three types of NT groups
can be distinguished:

o Domain Groups are known across the domain. This is the default
group time.
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Attribute Description

o Local groups are only relevant on Windows servers. If alocal group
is created on a Windows server, this group is known solely to the
server; it is not available across the domain. UCS, in contrast, does
not differentiate between local and global groups. After taking over
an NT domain, local groupsin UCS can be handled in the same way
as global groups.

o Well-known group: This group type covers groups preconfigured by
Samba/Windows servers which generally have special privileges,
eg., Power Users.

Windows -> AD group type This group type is only evaluated when the user logs on to a Samba 4-
based domain (which offers Active Directory domain services). These
groups are described in Section 7.4.

Windows -> Samba privileges Thisinput mask can be used to assign Windows system rightsto agroup,
e.g., theright to join a Windows client in the domain. This function is
documented in Section 6.1.

Table7.3.'Options tab

Thistab isonly available when adding groups, not when editing groups. Certain L DAP abject classes

for the group can be de-selected here. The entry fields for the attributes of these classes can then no

longer befilled in.

Attribute Description

Samba group This checkbox indicates whether the group contains the object class
sanbaG oupMappi ng.

POSIX group This checkbox indicates whether the group contains the object class
posi xGr oup.

7.2. Nested groups Fecavack{ )

UCS supports group nesting (also known as "groups in groups'). This simplifies the management of the
groups. For example, if two locations are managed in one domain, two groups can be formed | T st af f
location AandI T staff |ocation B),towhich the user accounts of the location's IT staff can
be assigned respectively.

To create a cross-location group, it is then sufficient to definethe groups| T staff | ocation Aand
IT staff | ocati on Basmembers.

Cyclic dependencies of nested groups are automatically detected and refused. This check can be disabled
with the Univention Configuration Registry variable di r ect or y/ manager / web/ nodul es/ gr oups/
group/ checks/ ci rcul ar _dependency. Cyclic memberships must also be avoided in direct group
changes without the UCS management system.

The resolution of nested group memberships is performed during the generation of the group cache (see
Section 7.3) and is thus transparent for applications.

7.3. Local group cache Feedback{ )

The user and computer information retrieved from the LDAP is cached by the Name Server Cache Daemon,
see Section 8.4.9.
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Since UCS 3.1, the groups are no longer cached viathe NSCD for performance and stability reasons; instead
they are now cached by the NSS module libnss-extrausers. The group information is automatically exported
tothe/var/Ili b/ extrausers/ group fileby the/usr/Iib/uni vention-pant | dap-group-
to-fil e. py script and read from there by the NSS module.

In the basic setting, the export is performed every 15 minutes by a cron job and is additionally start-
ed if the Univention Directory Listener has been inactive for 15 seconds. The interval for the cron up-
date is configured in Cron syntax (see Section 8.4.8.2) by the Univention Configuration Registry variable
nss/ group/ cachefil e/invalidate_interval . Thislistener module can be activated/deactivated
via the Univention Configuration Registry variable nss/ gr oup/ i nval i dat e_cache_on_changes
(truelf al se).

When the group cache file is being generated, the script verifies whether the group members are still present
inthe LDAP directory. If only Univention Management Console is used for user management, this additional
check is not necessary and can be disabled by setting the Univention Configuration Registry variable nss/

group/ cachefil e/ check_nenber tof al se.

7.4. Synchronization of Active Directory groups when  rewcg
using Samba 4

If Samba 4 is used, the group memberships are synchronized between the Samba 4 directory service and the
OpenLDAP directory service by the Univention S4 connector, i.e., each group on the UCS side is associat-
ed with a group in Active Directory. General information on the Univention $4 connector can be found in
Section 9.2.2.4.

Some exceptions are formed by the pseudo groups (sometimes also called system groups). These are only
managed internally by Active Directory/Samba 4, e.g., the Aut hent i cat ed User s groupincludesalist
of al the users currently logged on to the system. Pseudo groups are stored in the UCS directory service, but
they are not synchronized by the Univention S4 connector and should usually not be edited. This applies to
the following groups:

o Anonynmous Logon, Aut henti cated Users,Bat ch,Creator G oup

o Creator Omner,Di al up,Di gest Authentication

o Enterprise Domain Controllers,Everyone,l USRI nteractive

o Local Service,NTLM Aut henti cati on, Networ k Servi ce, Net wor k

o Nobody, Nul I Authority,C her Organization, Omer Rights

o Proxy,Renpte Interactive Logon,Restricted,SChannel Authentication
o Sel f,Service,System Terni nal Server User,This O gani zation

o Wrld Authority

In Samba4 / Active Directory, adistinction is made between the following four AD group types. These group
types can be applied to two types of groups; security groups configure permissions (corresponding to the UCS
groups), whilst distribution groups are used for mailing lists:

o Local groups only exist locally on ahost. A local group created in Samba4 is synchronized by the Univen-
tion $4 Connector and thus also appearsin the UMC. There is no need to create local groupsin the UMC.

> Global groups are the standard type for newly created groupsin the UMC. A global group applies for one
domain, but it can also accept members from other domains. If there is atrust relationship with a domain,
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the groups there are displayed and permissions can be assigned. However, the current version of Samba 4
does not support multiple domains/forests or trust relationships.

o Domain local groups can also adopt members of other domains (insofar as there is a trust relationship in
place or they form part of aforest). Local domain groups are only shown in their own domain though.
However, the current version of Samba 4 does not support multiple domains/forests or trust relationships.

» Universal groups can adopt membersfrom all domainsand these membersareaso showninall thedomains
of aforest. These groups are stored in a separate segment of the directory service, the so-called global
catalog. Domain forests are currently not supported by Samba 4.

7.5. Overlay module for displaying the group informa-  rewf)
tion on user objects

In the UCS directory service, group membership properties are only saved in the group objects and not in the
respective user objects. However, some applications expect group membership properties at the user objects
(e.g., inthe attribute member Of). An optional overlay moduleinthe LDAP server makesit possible to present
these attributes automatically based on the group information. The additional attributes are not written to the
LDAP, but displayed on the fly by the overlay module if a user object is queried.

To this end, the univention-ldap-overlay-memberof package must beinstalled on al LDAP servers.

In the default setting, the user attribute member Of is shown. The Univention Configuration Registry variable
| dap/ over | ay/ menber of / menber of can be used to configure a different attribute.
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8.1. Management of computer accounts in Univention
Management Console

All UCS, Linux and Windows systems within a UCS domain each have a computer domain account (also
referred to as the host account) with which the systems can authenticate themselves among each other and
with which they can access the LDAP directory.
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The computer account is generally created automatically when the system joins the UCS domain (see Sec-
tion 3.2); however, the computer account can aso be added prior to the domain join.

The password for the computer account is generated automatically during the domain join and saved in the/
et ¢/ machi ne. secr et file. In the default setting, the password consists of 20 characters (can be config-
ured viathe Univention Configuration Registry variable machi ne/ passwor d/ | engt h). Thepasswordis
regenerated automatically at fixed intervals (default setting: 21 days; can be configured using the Univention
Configuration Registry variableser ver / passwor d/ i nt er val ). Password rotation can a so be disabled
using thevariableser ver / passwor d/ change.

Thereisan different computer object typefor every system role. Further information on theindividual system
roles can be found in Section 3.3.

Computer accounts are managed in the UMC module Computers.

In the default setting, a simplified wizard for creating a computer is shown, which only requests the most
important settings. All attributes can be shown by clicking on Advanced. If thereisa DNS forward zone and/
or a DNS reverse zone (see Section 10.2) assigned to the selected network object (see Section 10.1), a host
record and/or pointer record is automatically created for the host. If there is a DHCP service configured for
the network object and aMAC addressis configured, a DHCP host entry is created (see Section 10.3).

The simplified wizard can be disabled for all system roles by setting the Univention Configuration Registry

variable di r ect ory/ nanager / web/ modul es/ conput er s/ conput er/ wi zar d/ di sabl ed to
true.

Figure 8.1. Creating a computer in UMC

Workstation 2

_default
Network

, ,10.200.28.30

IP address
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Figure 8.2. Advanced user settings
Computers: Workstation 2 B ®
pP—— Computer account O]
[Options]
Workstation 2 L
Basic settings Client name * Description
Mac 0S X . Version 10.10 "Yosemite"
Operating system Operating system version
Inventory number
+ New entry
Network settings ©
DNS Forward and Reverse Lookup Zone ©
test.intranet ®, 10.200.28.30 ©, |-
DNS forward zone IP address
+ New entry
10.200.28 ®, 10.200.28.30 ON
DNS reverse zone IP address
+ New entry
DHCP ®)
Table8.1. 'General' tab
Attribute Description
Name The name for the host should be entered in thisinput field.

To guarantee compatibility with different operating systems and ser-
vices, computer names should only contain the lowercase letters a to z,
numbers, hyphens and underscores. Umlauts and specia characters are
not permitted. Thefull stop is used as a separating mark between the in-
dividual components of afully qualified domain name and must there-
fore not appear as part of the computer name. Computer names must
begin with aletter.

Microsoft Windows accepts computer names with a maximum of 13
characters, so as arule computer names should be limited to 13 charac-
tersif thereis any chance that Microsoft Windows will be used.

After creation, the computer name can only be changed for the system
roles Windows Workstation/Server, Mac OS X Client and |P managed
client.
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Attribute Description

Description Any description can be entered for the host in thisinput field.

Inventory number Inventory numbers for hosts can be stored here.

Network The host can be assigned to a existing network object. Information on

the IP configuration can be found in Section 10.1.
MAC address The MAC address of the computer can be entered here eg.,

2e: 44:56: 3f: 12: 32. If the computer is to receive a DHCP entry,
the entry of the MAC address is essential.

IP address Fixed P addresses for the host can be given here. Further information
on the |P configuration can be found in Section 10.1.

If anetwork was selected on the Gener al tab, the | P address assigned to
the host from the network will be shown here automatically.

An IP address entered here (i.e. in the LDAP directory) can only be
transferred to the host via DHCP. If no DHCP is being used, the IP ad-
dress must be configured locally, see Section 8.2.4.

If the |P addresses entered for ahost are changed without the DNS zones
being changed, they are automatically changed in the computer object
and - where they exist - in the DNS entries of the forward and reverse
lookup zones. If the |P address of the host was entered at other places
aswell, these entries must be changed manually! For example, if the IP
address was given in a DHCP boot policy instead of the name of the
boot server, this IP address will need to be changed manually by editing
the palicy.

Forward zone for DNS entry The DNS forward zone in which the computer is entered. The zone is
used for the resolution of the computer namein the assigned | P address.
Further information on the | P configuration can befoundin Section 10.1.

Reverse zone for DNS entry The DNS reverse zone in which the computer is entered. The zone is
used to resolve the computer's IP address in a computer name. Further
information on the I P configuration can be found in Section 10.1.

DHCP service If acomputer is supposed to procure its | P address via DHCP, aDHCP
service must be assigned here. Information on the IP configuration can
be found in Section 10.1.

During assignment, it must be ensured that the DHCP servers of the
DHCP service object are responsible for the physical network.

If anetwork is selected on the General tab an appropriate entry for the
network will be added automatically. It can be adapted subsequently.

Table8.2. 'Account’ tab' (advanced settings)

Attribute Description

Password The password for the computer account is usually automatically created
and rotated. For special cases such astheintegration of external systems
it can also be explicitly configured in thisfield.

The same password must then also be entered locally on the computer
inthe/ et ¢/ machi ne. secr et file.
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Attribute Description
Primary group The primary group of the host can be selected in this selection field.

Thisisonly necessary when they deviate from the automatically created
default values. The default value for a DC master or DC backup is DC
Backup Hosts,foraDCdaveDC Sl ave Host s and for member
servers Conput er s.

Table 8.3. 'Unix account' tab (advanced settings)

Attribute Description

Unix home directory (*) A different input field for the host account can be entered here. The
automatically created default value for the home directory is/ dev/
nul |

Login shell If adifferent login shell from the default value isto be used for the com-
puter account, thelogin shell can be adapted manually in thisinput field.
The automatically set default value assumes alogin shell of / bi n/ sh.

Table8.4. 'Services tab (advanced settings)

Attribute Description

Service By means of a service object, applications or services can determine
whether a service is available on acomputer or generaly in the domain.

Note

The tab 'Services is only displayed on UCS server system roles.

Table 8.5. 'Deployment’ tab (advanced settings)

Thistab is used for the Univention Net Installer, see [ext-doc-ingt].

Table8.6. 'DNSalias tab (advanced settings)

Attribute Description

Zonefor DNS Alias If a zone entry for forward mapping has been set up for the host in
the Forward zone for DNS entry field, the additional alias entries via
which the host can be reached can be configured here.

Table 8.7. 'Groups tab (advanced settings)

‘The computer can be added into different groups in this tab. ‘

Table 8.8. 'Nagios services tab (advanced settings)

‘This tab is used to specify which Nagios tests should be performed for this computer, see Section 14.3.3. ‘

Table 8.9. 'Nagios notification' tab (advanced settings)

‘Thistab is used to specify which users should be informed if Nagios tests should fail, see Section 14.3.3. ‘
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Table8.10. 'UVMM' tab (advanced settings)

Thistab is used to specify which virtualization servers can be managed by UVMM. Further information can
be found in Chapter 15.

Table8.11. '(Options)' tab

Attribute ‘ Description

This tab allows to disable LDAP object classes for host objects. The entry fields for attributes of disables
object classes are no longer shown. Not all object classes can be modified subsequently.

Kerberos principal If this checkbox is not selected the host does not receive the
kr b5Pri nci pal and kr b5KDCENt r y object classes.

POSIX account If this checkbox is not selected the host does not receive the posi x-
Account object class.

Nagios support If this checkbox is selected Nagios checks can be activated for this host.

Samba account If this checkbox is not selected the host does not receive thesanbaSa-
mAccount object class.

8.1.1. Integration of Ubuntu clients Feedback {2}

Ubuntu clients can be managed in Univention Management Console with their own system role. The network
properties for DNS/DHCP can also be managed via Univention Management Console.

The use of policiesis not supported.

Some configuration adjustments need to be performed on Ubuntu systems; these are documented in the ex-
tended documentation [ext-doc-domain].

8.2. Configuration of hardware and drivers Fecaback{ )

8.2.1. Available kernel variants Feedback {2}

The standard kernel in UCS 4.1 is based on the Linux kernel 4.1. In principle, there are three different types
of kernel packages:

> A kernel image package provides an executable kernel which can be installed and started.

o A kernel source package provides the source code for a kernel. From this source, atailor-made kernel can
be created, and functions can be activated or deactivated.

o A kernel header package provides interface information which is required by external packages if these
have to accesskernel functions. Thisinformation isusually necessary for compiling external kernel drivers.

Normally, the operation of a UCS system only requires the installation of one kernel image package.

The default kernel in UCS for i386-based systems is the so-called bigmem kernel for processors with PAE
support, which supports 64 GB RAM. For older i386-based systems a second kernel without PAE support is
provided, which only supports up to 4 GB RAM. The standard kernel for amd64 systems has no such limits.

Several kernel versions can be installed in parallel. This makes sure that there is always an older version
available to which can be reverted in case of an error. So-called meta packages are available which always
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refer to the kernel version currently recommended for UCS. In case of an update, the new kernel version will
be installed, making it possible to keep the system up to date at any time.

The following meta packages are available under i386 / 32 hit:

o univention-kernel-image - Standard kernel with support up to 64 GB RAM

o univention-kernel-image-486 - Kernel for systems without PAE support (max. 4 GB RAM)
The following meta packages are available under amd64 / 64 bit:

o univention-kernel-image - Standard kernel

8.2.2. Hardware drivers / kernel modules Feedback £}

Theboot process occursintwo stepsusing aninitial ramdisk (‘'initrd' for short). Thisis composed of an archive
with further drivers and programs.

The GRUB boot manager (see Section 8.2.3) loads the kernel and the initrd into the system memory, where
the initrd archive is extracted and mounted as a temporary root file system. The real root file system is then
mounted from this, before the temporary archive is removed and the system start implemented.

The driversto be used are recognized automatically during system start and loaded via the udev device man-
ager. At this point, the necessary device links are also created under / dev/ . If drivers are not recognized
(which can occur if no respective hardware | Ds are registered or hardware is employed which cannot be rec-
ognized automatically, e.g., ISA boards), kernel modules to be loaded can be added via Univention Config-
uration Registry variable ker nel / nodul es. If more than one kernel module is to be loaded, these must
be separated by a semicolon. The Univention Configuration Registry variable ker nel / bl ackl i st can
be used to configure alist of one or more kernel modules for which automatic loading should be prevented.
Multiple entries must a so be separated by a semicolon.

Unlike other operating systems, the Linux kernel (with very few exceptions) providesall driversfor hardware
components from one source. For this reason, it is not normally necessary to install drivers from external
sources subsequently.

However, if external drivers/ kernel modules are required, they can be integrated viathe DKMS framework
(Dynamic Kernel Module Support). This provides a standardized interface for kernel sources, which are then
built automatically for every installed kernel (insofar as the source package is compatible with the respective
kernel). For thisto happen, the kernel header package univention-kernel-headersmust beinstalled in addition
to the dkms package. Please note that not all the external kernel modules are compatible with all kernels.

8.2.3. GRUB boot manager Feedback {)

In Univention Corporate Server GNU GRUB 2 is used as the boot manager. GRUB provides a menu which
allows the selection of aLinux kernel or another operating system to be booted. GRUB can also access file
systems directly and can thus, for example, load another kernel in case of an error.
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Figure 8.3. GRUB menu

GNU GRUB  “erslon 2.00-15.92.201506300303

Univention Corporate Serwver. mit Linux 4.1.0-ucs1S3-amd6d
Univention Corporate Server, mit Linux 4.1.0-ucsl53-amded (Wiederherstellungsmodus)
Memory test (memtestSe+)

Yerwenden Sie die Tasten * und *+ zum Markieren eines Eintrags.
#Enter«# zum Booten des markierten Betriehssystems, #ed zum Bearbeiten der Befehle
wor dem Booten oder scy flr elne Befehlszelle.

GRUB gets loaded in a two-step procedure; in the Master Boot Record of the hard drive, the Stage 1 loader
iswritten which refers to the data of Stage 2, which in turn manages the rest of the boot procedure.

The selection of kernelsto be started in the boot menu is stored in thefile/ boot / gr ub/ gr ub. cf g. This
file is generated automatically; all installed kernel packages are available for selection. The memory test
program Ment est 86+ can be started by selecting the option Memory test and performsa consistency check
for the main memory.

Thereisafive second waiting period during which the kernel to be booted can be selected. This delay can be
changed via the Univention Configuration Registry variable gr ub/ t i neout .

By default a screen of 800x600 pixels size and 16 Bit color depth is pre-set. A different value
can be set via the Univention Configuration Registry variable gr ub/ gf xmode. Only resolutions are
supported which can be set via VESA BIOS extensions. A list of available modes can be found
at https://en.wikipedia.org/wiki/VESA BIOS Extensions. The input must be specified in the format
HORI ZONTALX VERTI CAL @OLOURDEPTHBI T, so for example 1024x768@L6.

Kernel optionsfor the started Linux kernel can be passed with the Univention Configuration Registry variable
gr ub/ append. Univention Configuration Registry variable gr ub/ xenhopt can be used to pass options
to the Xen hypervisor.

The graphic representation of the boot procedure - the so-called splash screen - can be deactivated by setting
Univention Configuration Registry variable gr ub/ boot spl ash to nospl ash.

Older Xen environments might use a version of PyGrub, which still requires the GRUB 1 configuration file
/ goot / grub/ menu. | st to boot paravirtualized Xen systems. This file is generated automatically if it
doesnot yet exist. Thisbehavior can be deactivated by setting the Univention Configuration Registry variable
gr ub/ gener at e- nenu- | st tono.
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8.2.4. Network configuration Feedback {2}
8.2.4.1. Network interfaces Feedback { )

The configuration of network interfaces can be adjusted in Univention Management Console via the module
Network settings.

The configuration is saved in Univention Configuration Registry variables, which can also be set directly.
These variables are listed in parentheses in the individual sections.

Figure 8.4. Configuring the network settings

Network settings B
Network settings :

9 IP network interfaces ®
In the network seftings, IP addresses (IPv4 and IPv6)
as well as name servers, gateways, and HTTP proxies
may be specified + Add

Configuration

Ethernet Static: 10.200.28.9/24

0 entries of 1 selected

Global network settings ®

L
Primary network interface

10.200.28.1

I
Gateway (IPv4) Gateway (IPv6)

/10.200.28.9 B

Domain name server (max. 3)

+ New entry

,10.200.28.1 =

External name server {max. 3)

+ New entry

L
HTTP proxy

All the network cards available in the system are listed under 1Pv4 network devices and | Pv6 network
devices (only network interfacesin the et hX scheme are shown).

Network interfaces can be configured for IPv4 and/or IPv6. IPv4 addresses have a 32-bit
length and are generaly written in four blocks in decima form (e.g., 192. 168. 0. 10), where-
as |Pv6 addresses are four times as long and typicaly written in hexadecima form (eg.,
2222: ODFE: FE29: DE27: 0000: 0000: 0000: 0000).

8.2.4.1.1. Configuration of IPv4 addresses Feedback { )}

If the Dynamic (DHCP) option was not chosen, the IP address to be bound to the network card must be
entered. In addition to the | Pv4 addr ess the net mask must aso be entered. DHCP query is used to request
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an address from a DHCP server. Unless the Dynamic (DHCP) option is activated, the values received from
the DHCP request are configured statically.

Server systems can a so be configured via DHCP. Thisis necessary for some cloud providers, for example. If
the assignment of an | P addressfor a server fails, arandom link local address (169. 254. x. y) isconfigured
as areplacement.

For UCS server systems the address received via DHCP is also written to the LDAP directory.

Note

Not al services (e.g., DNS servers) are suitable for use on a DHCP-based server.

(UCR variabless interfaces/ethX address, interfaces/ethX netnask, inter-
faces/ et hX/ type)

Besides the physical interfaces, additional virtual interfaces can aso be defined in the form i nt er -
faces/ ethX Y/ setting.

8.2.4.1.2. Configuration of IPv6 addresses Feedback { )}

ThelPv6 address can be configured in two ways: Statel ess address autoconfiguration (SLAAC) isemployedin
the Autoconfiguration (SL AAC) configuration. Inthis, the | P addressisassigned from the routers of thelocal
network segment. Alternatively, the address can also be configured statically by entering the | Pv6 address
and | Pv6 prefix. In contrast to DHCP, in SLAAC there is no assignment of additional data such asthe DNS
server to be used. Thereis an additional protocol for this (DHCPv6), which, however, is not employed in the
dynamic assignment. One network card can be used for different IPv6 addresses. The | dentifier is aunique
name for individual addresses. The main address always uses the identifier default; functional identifiers such
as Interface mail server can be assigned for all other addresses.

(UCR variables: i nt erfaces/ et hX/ i pv6/ address, i nterfaces/ethX i pv6/prefix, in-
terfaces/ et hO/i pv6/ accept RA activates SLAAC).

Further network settings can be performed under Global network settings.

The IP addresses for the standard gateways in the subnetwork can be entered under Gateway (I Pv4) and
Gateway (IPv6). It is not obligatory to enter a gateway for 1Pv6, but recommended. A gateway configured
here has preference over router advertisements, which might otherwise be able to change the route.

(UCR variables: gat eway, i pv6/ gat eway)
8.2.4.1.3. Configuring the name servers Feedback { )
There are two types of DNS servers:

o An External DNS Server is employed for the resolution of host names and addresses outside of the UCS
domain, e.g., uni vent i on. de. Thisistypicaly a name server operated by the Internet provider.

o A Domain DNS Server isaloca name server in the UCS domain. This name server usually administrates
host names and | P addresses bel onging to the UCS domain. If an addressisnot found inthelocal inventory,
an external DNS server isautomatically requested. The DNS data are saved in the LDAP directory service,
i.e., al domain DNS servers deliver identical data.

A local DNS server is set up on the master domain controller, backup domain controller and slave domain
controller system roles. Here, you can configure which server should be primarily used for the name resolution
by entering the Domain DNS Server.

(UCR variables: naneser ver 1 tonaneser ver 3, dns/ f or war der 1 todns/ f or war der 3,
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8.2.4.1.4. Configuration of bridges/bonding/VLANs FeedbackQ
UCS supports advanced network configurations using bridging, bonding and virtual networks (VLAN):

> Bridging is often used with virtualization to connect multiple virtual machines running on a host through
one shared physical network interface.

> Bondings allows failover redundancy for hosts with multiple physical network interfaces to the same net-
work.

o VLANS can be used to separate network traffic logically while using only one (or more) physical network
interface.

8.2.4.1.4.1. Prerequisite when using UCS Virtual Machine Manager FeedbackQ

When the application KVM virtualization server isinstalled, the network configuration is changed: A bridge
with the name br O is configured, and the network device et hO is added. Additional network cards are not
adapted accordingly.

When updating from UCS 3.2, the configuration prevents using the advanced network settings. It can be
disabled by setting the following UCR variables:

# for KVM

ucr set uvnm kvni bri dge/ aut ost art =no

# After that re-enable the support in the UMC basic settings dial og
ucr unset unt/nodul es/ set up/ net wor k/ di sabl ed/ by

After that the server must be rebooted. Existing virtual machines must be re-configured for the new interfaces
names, which is described in Section 15.5.4. Updating UVMM profiles for new virtual machines is recom-
mended and described in Section 15.6.1.

8.2.4.1.4.2. Bridging FeedbackQ

The most common application scenario for bridging is the shared use of a physical network card by one or
more virtual machines. Instead of one network card for each virtual machine and the virtualization server
itself, all systems are connected via a shared uplink. A bridge can be compared with a switch implemented in
software which is used to connect the individual hosts together. The hardware network adapter used is called
abridge port.

In order to configure a bridge, Bridge must be selected as the I nterface type under Add. The Name of new
bridge interface can be selected at will. Then click on Next.

The physical network card intended to act asthe uplink can be selected under Bridge ports. In thetypical sce-
nario of connecting virtual machinesviajust one network card, thereisno risk of anetwork loop. If the bridge
isused to connect two Ethernet networks, the spanning tree protocol (STP) isemployed to avoid network loops
! TheForwardi ng delay setting configures the waiting timein seconds during which information is collected
about the network topology when a connection is being made via STP. If the bridge is used for connecting
virtual machines to one physical network card, STP should be disabled by setting the value to 0. Otherwise
problems may occur when using DHCP, as the packets sent during the waiting time are not forwarded.

The Additional bridge optionsinput field can be used to configure arbitrary bridge parameters. Thisisonly
necessary in exceptional cases; an overview of the possible settings can be found on the manual page bridge-
utils-interfaces(5).

Clicking on Next offers the possibility of optionally assigning the bridge an IP address. This interface can
then also be used as a network interface for the virtualization host. The options are the same as described in
Section 8.2.4.1.1 and Section 8.2.4.1.2.

1 The Linux kernel only implements STP, not the Rapid STP or Multiple STP versions.
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8.2.4.1.4.3. Bonding FeedbackQ

Bonding can be used to bundle two (or more) physical network cards in order to increase the performance or
improve redundancy in failover scenarios.

In order to configure a bonding, Bonding must be selected as the I nterface type under Add. The Name of
the bonding interface can be selected at will. Then click on Next.

The network cards which form part of the bonding interface are selected under Bond slaves. The network
cards which should be given preference in failover scenarios (see below) can be selected viaBond primary.

The M ode configures the distribution of the network cards within the bonding:

> balance-rr (0) distributes the packets equally over the available network interfaces within the bonding one
after the other. Thisincreases performance and improves redundancy. In order to use this mode, the network
switches used must support link aggregation.

o When active-backup (1) is used, only one network card is active for each bonding interface (in the default
setting this is the network interface configured in Bond primary). If the primary network card fails, this
is detected by the Linux kernel, which switches to another card in the bonding. This version increases
redundancy. It can be used with every network switch.

In addition, there are also a number of other bonding methods. These are generally only relevant for special
cases and are described under [bonding].

The Media Independent Interface (MI1) of the network cards is used to detect failed network adapters. The
MII link monitoring freguency setting specifies the testing interval in milliseconds.

All other bonding parameters can be configured under Additional bonding options. Thisis only necessary
in exceptional cases; an overview of the possible settings can be found under [bonding].

Clicking on Next allowsto optionally assign the bonding interface an | P address. If one of the existing network
cards which form part of the bonding interface has aready been assigned an IP address, this configuration
will be removed. The options are the same as described in Section 8.2.4.1.1 and Section 8.2.4.1.2.

8.2.4.1.4.4. VLANs FeedbackQ

VLANS can be used to separate the network traffic in a physical network logically over one or more virtual
subnetworks. Each of these virtual networks is an independent broadcast domain. This makesit e.g. possible
to differentiate between a network for the employees and a guest network for visitors in a company network
although they use the same physical cables. The individual end devices can be assigned to the VLANsviathe
configuration of the switches. The network switches must support 802.1g VLANS.

A distinction is made between two types of connections between network cards:

oA connection only transports packets from a specific VLAN. In this case, untagged data packets are trans-
mitted.

Thisistypicaly the caseif only oneindividual end device is connected viathis network connection.

> A connection transports packets from several VLANS. Thisis also referred to as atrunk link. In this case,
each packetisassignedtoaVLAN usingaVLAN ID. During transmission between trunk links and specific
VLANS, the network switch takes over the task of filtering the packets by means of the VLAN IDs as well
as adding and removing the VLAN IDs.

Thistype of connection is primarily used between switches/servers.

Some switches also allow the sending of packets with and without VLAN tags over a shared connection,
but thisis not described in more detail here.
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When configuring a VLAN in Univention Management Console it is possible to configure for a computer
which VLANSs it wants to participate in. An example here would be an internal company web server, which
should be available both to the employees and any users of the guest network.

In order to configureaVLAN, Virtual LAN must be selected as the Interface type under Add. The network
interface for which the VLAN is configured is specified with Parent interface. The VLAN ID isthe unique
identifier of the VLAN. Valid values are from 1 to 4095. Then Next must be clicked.

Clicking on Next allows to optionally assign the VLAN interface an | P address. The options are the same as
described in Section 8.2.4.1.1 and Section 8.2.4.1.2. When assigning an |P address, ensure that the address
matches the assigned VLAN address range.

8.2.4.2. Configuring proxy access Feedback )

The majority of the command line tools which access web servers (e.g., wget , el i nks or cur | ) check
whether the environment variable ht t p_pr oxy isset. If thisisthe case, the proxy server set in thisvariable
isused automatically.

The Univention Configuration Registry variable pr oxy/ ht t p can aso be used to activate the setting of this
environment variableviaanentry in/ et ¢/ profil e.

The proxy URL must be specified for this, e.g., http://192. 168. 1. 100. The proxy port can
be specified in the proxy URL using a colon, eg., http://192.168.1.100: 3128. If the
proxy requires authentication for the accessing user, this can be provided in the form http://
user name: passwor d@92. 168. 1. 100.

The environment variable is not adopted for sessions currently opened. A relogin is required for the change
to be activated.

The Univention tools for software updates also support operation viaa proxy and query the Univention Con-
figuration Registry variable.

Individual domains can be excluded from use by the proxy by including them separated by commas in the
Univention Configuration Registry variable pr oxy/ no_pr oxy. Subdomains are taken into account; e.g. an
exception for sof t war e- uni vent i on. de also appliesfor updat es. sof t war e- uni vent i on. de.

8.2.5. Configuration of the monitor settings Feedback £}

The configuration of the graphic resolutions and monitor parameters is performed via automatic detection
of the graphics card and the monitor in the default setting. When this is done, the best available driver for
the graphics card is selected automatically and the monitor resolution set to the highest value supported by
the monitor.

The settings can be set with a Univention Configuration Registry policy. Manual configuration is also neces-
sary if dual monitor operation isto be used. The following provides a selection of the important settings and
the corresponding UCR variables in parentheses:

o Graphicsadapter driver selectsthe responsible Xorg driver (xor g/ devi ce/ dri ver).

o The screen resolution of the main monitor should be entered under Resolution of primary monitor. The
values for width and height in pixels should be separated by an 'x', e.g., 1024x768 (xor g/ r esol u-
tion).

o Resolution of secondary display defines the screen resolution of a second monitor, if present. This com-
bines with the primary monitor to display a shared screen area (xor g/ r esol ut i on/ secondary).

o The Position of secondary display menu specifies the relative position of the secondary monitor with
respect to the primary monitor (xor g/ di spl ay/ rel ati ve- posi tion).
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o The Color depth should be entered in bits per pixel. Admissible valuesare 1, 2, 4, 8, 16 and 24. (24-bit is
true color color depth) (xor g/ scr een/ Def aul t Dept h).

8.2.6. Mounting NFS shares Feedback {2}

The NFS mounts policy of the UMC computer management can be used to configure NFS shares, which
are mounted on the system. There is a NFS share for selection, which is mounted in the file path specified
under Mount point.

Figure8.5. Mounting a NFS share

Policies: Templates W
Create policy

Gerern |

[Advanced settings] General @

Basic settings _Templates

Name *

_templates (ucs-8044.test.intrni®  /mnt/templates =

NFS share Mount point

+ New entry

8.2.7. Collection of list of supported hardware Feedback { )

Univention maintains alist of the hardware [hardwardlist] which is compatible with UCS and in use by cus-
tomers. The information processed for this are gathered by the UMC module System infor mation.

All files are forwarded to Univention anonymously and only transferred once permission has been received
from the user.

The start dialogue contains the entry fields Manufacturer and Model, which must be completed with the
values determined from the DM information of the hardware. Thefields can also be adapted and an additional
Descriptive comment added.

If the system information is transferred as part of a support request, the This is related to a support case
option should be activated. A ticket number can be entered in the next field; this facilitates assignment and
allows quicker processing.

Clicking on Next offers an overview of the transferred system information. In addition, a compressed .tar
archiveiscreated, which containsalist of the hardware components used in the system and can be downl oaded
viaArchive with system information.

Clicking on Next again allows you to select the way the data are transferred to Univention. Upload transmits
thedataviaHTTPS, Send mail) opens adiaogue, which lists the needed stepsto send the archive viae-mail.

8.3. Administration of local system configuration with  rew=f
Univention Configuration Registry

8.3.1. Introduction Feedback {2}

Univention Configuration Registry is the central tool for managing the local system configuration of aUCS-
based system. Direct editing of the configuration filesis usually not necessary.
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Settings are specified in aconsistent format in a registry mechanism, the so-called Univention Configuration
Registry variables. These variables are used to generate the configuration files used effectively by the ser-
vices/programs from the configuration templates (the so-called Univention Configuration Registry templates).

This procedure offers arange of advantages:

o Itisnot usualy necessary to edit any configuration files manually. This avoids errors arising from invalid
syntax of configuration settings or similar.

o Thereis auniform interface for editing the settings and the different syntax formats of the configuration
files are hidden from the administrator.

o Settings are decoupled from the actual configuration file, i.e., if a software uses a different configuration
format in a new version, a new template in a new format is simply delivered instead of performing time-
consuming and error-prone conversion of thefile.

o The variables used in a configuration file administrated with Univention Configuration Registry are regis-
tered internally. This ensures that when a UCR variable is changed, all the configuration files containing
the changed variable are recreated.

Univention Configuration Registry variables can be configured in the command line using the uni ven-
tion-config-registry command (short form: ucr or viaUnivention Management Console.

Asthe majority of packages perform their configuration via Univention Configuration Registry and the cor-
responding basic settings need to be set up during the installation, hundreds of Univention Configuration
Registry variables are already set after the installation of a UCS system.

UCR variables can also be used efficiently in shell scripts for accessing current system settings.

The variables are named according to atree structure with aforward slash being used to separate components
of the name. For example, Univention Configuration Registry variables beginning with | dap are settings
which apply to the local directory service.

A description is given for the mgjority of variables explaining their use.

If aconfiguration fileisadministrated by aUCR template and the required setting has not already been covered
by an existing variabl e, the UCR templ ate shoul d be edited instead of the configurationfile. If the configuration
were directly adapted, the next time the file is regenerated - e.g., when aregistered UCR variable is set - the
local modification will be overwritten again. Adaptation of UCR templatesis described in Section 8.3.5.

Part of the settings configured in Univention Configuration Registry are system-specific (e.g., the comput-
er name); many settings can, however, be used on more then one computer. The Univention Configuration
Registry policy in the domain administration of Univention Management Console can be used to compile
variables and apply them on more than one computer.

The evaluation of the Univention Configuration Registry variables on a UCS system comprises four stages:
o First thelocal Univention Configuration Registry variables are evaluated.
o Thelocal variables are overruled by policy variables which are usually sourced from the directory service

o The - - schedul e option is used to set local variables which are only intended to apply for a certain
period of time. Thislevel of the Univention Configuration Registry isreserved for local settings which are
automated by time-controlled mechanisms in Univention Corporate Server.

- When the - - f or ce option isused in setting alocal variable, settings adopted from the directory service
and variables from the schedule level are overruled and the given value for the local system fixed instead.
An example:
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uni vention-config-registry set --force mail/nessagesi zel i ni t=1000000
If avariableis set which is overwritten by a superordinate policy, awarning message is given.

The use of the Univention Configuration Registry policy is documented in the Section 8.3.4.

8.3.2. Using the Univention Management Console web interface Feedback{ )

The UMC module Univention Configuration Registry can be used to display and adjust the variables of a
system. Thereis also the possibility of setting new variables using Add new variable.

A search mask is displayed on the start page. All variables are classified using a Category, for example all
LDAP-specific settings.

The Search attribute can be entered as a filter in the search mask, which can refer to the variable name,
value or description.

Following asuccessful search, thevariablesfound are displayed in atablewith thevariable name and thevalue.
A detailed description of the variable is displayed when moving the mouse cursor over the variable name.

Clicking on the icon with the stylized pen edits the setting of a variable. The icon with the stylized minus
sign allows the deletion of avariable.

8.3.3. Using the command line front end Feedback {2}

The command line interface of Univention Configuration Registry is run using the uni venti on- con-
fig-regi stry command. Alternatively, the short form ucr can be used.

8.3.3.1. Querying a UCR variable Feedback {-)
A single Univention Configuration Registry variable can be queried with the parameter get :
uni venti on-config-registry get |dap/server/ip
The parameter dunp can also be used to display all currently set variables:
uni vention-config-registry dunp
8.3.3.1.1. Setting UCR variables Feedback {2y

The parameter set is used to set a variable. The variable can be given any name consisting exclusively of
letters, full stops, figures, hyphens and forward slashes.

uni venti on-config-regi stry set VAR ABLENAVE=VALUE

If the variable already exists, the content is updated; otherwise, a new entry is created.

The syntax is not checked when a Univention Configuration Registry variableis set. The changeto avariable
resultsin all configuration files for which the variable is registered being rewritten immediately. Thefilesin

guestion are output on the console:

In doing so it must be noted that although the configuration of a service is updated, the servicein question is
not restarted automatically! The restart must be performed manually.

It is also possible to perform simultaneous changes to several variables in one command line. If these refer
to the same configuration file, the fileis only rewritten once.
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uni vention-config-registry set \
dns/f orwarder1=192. 168. 0. 2 \
sshd/ xf or war di ng="no" \
sshd/ port =2222

A conditional setting is also possible. For example, if avalue should only be saved in a Univention Config-
uration Registry variable when the variable does not yet exist, this can be done by entering a question mark
instead of the equals sign when assigning values.

uni venti on-config-regi stry set dns/forwarder1?192. 168. 0. 2
8.3.3.1.2. Searching for variables and set values Feedback {2y

Thesear ch parameter can be used to search for avariable. Thiscommand searchesfor variable nameswhich
contain nscd and displays these with their current assignments:

uni venti on-config-registry search nscd

Alternatively, searches can also be performed for set variable values. This request searches for al variables
settonast er . exanpl e. com

uni venti on-confi g-regi stry search --val ue master. exanpl e. com

Search templates in the form of regular expressions can also be used in the search. The complete format is
documented at https://docs.python.org/2/library/re.html.

8.3.3.1.3. Deleting UCR variables Feedback { )}

The parameter unset is used to delete a variable. The following example deletes the variable dns/ f or -
war der 2. It isalso possible here to specify several variables to be deleted:

uni venti on-config-regi stry unset dns/forwarder2
8.3.3.1.4. Regeneration of configuration files from their template Feedback { )

Thecomni t parameter is used to regenerate a configuration file from its template. The name of the config-
uration fileis entered as a parameter, e.g.:

uni vention-config-registry conmt /etc/sanbal/snb. conf

As UCR templates are generally regenerated automatically when UCR variables are edited, thisis primarily
used for tests.

If no file name is given when running ucr conmi t , all of the files managed by Univention Configuration
Registry will be regenerated from the templates. It is, however, not generally necessary to regenerate al the
configuration files.

8.3.3.1.5. Sourcing variables in shell scripts Feedback )

The parameter shel | isused to display Univention Configuration Registry variables and their current as-
signments in aformat that can be used in shell scripts.

uni vention-config-registry shell |dap/server/nane
Different conversions are involved in this: forward slashes in variable names are replaced with underscores

and characters in the values which have a particular significance in shell scripts are included in quotation
marks to ensure they are not altered.
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The Univention Configuration Registry output must be executed viathe command eval for Univention Con-
figuration Registry variablesto be able to be read in a shell script as environment variables:

# eval "$(univention-config-registry shell |dap/server/nane)"
# echo "$l dap_server _nange"
master.firma. de

8.3.4. Policy-based configuration of UCR variables Feedback {2}

Part of the settings configured in Univention Configuration Registry are system-specific (e.g., the computer
name); many settings can, however, be used on more then one computer. The Univention Configuration
Registry policy managed in the UMC module Palicies can be used to compile variables and apply them on
more than one computer.

Figure 8.6. Policy-based configuration of the maximum mail size

Policies: Size limit for messages B®
[Advanced settings] GE"EI’E I @
Mail quota Size limit for messages

Name *

20

Quota limit (MB)

Firstly, a Name must be set for the policy which is to be created, under which the variables will later be
assigned to the individual computer objects.

In addition, at least one Variable must be configured and a Value assigned.

This policy can then be assigned to a computer object or a container/OU (see Section 4.5.2). Note that the
evaluation of configured values differs from other policies. the values are not forwarded directly to the com-
puter, but rather written on the assigned computer by Univention Directory Policy. The time interval used
for this is configured by the Univention Configuration Registry variable | dap/ pol i cy/ cron and is set
to hourly as standard.

8.3.5. Modifying UCR templates Feedback {2}

In the simplest case, a Univention Configuration Registry template is a copy of the original configuration file
in which the points at which the value of a variable are to be used contain a reference to the variable name.

Inline Python code can also be integrated for more complicated scenarios, which then also allows more com-
plicated constructions such as conditional assignments.

Note

Univention Configuration Registry templates are included in the corresponding software packages
as configuration files. When packages are updated, a check is performed for whether any changes
have been made to the configuration files. If configuration files are no longer there in the form in
which they were delivered, they will not be overwritten. Instead a new version will be created in the
same directory withtheending . debi an. dpkg- new. If changes are to be made on the Univention
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Configuration Registry templates, these templates are also not overwritten during the update and are
instead re-saved in the same directory with theending . dpkg- newor . dpkg- di st . Correspond-
ing notes are writteninthe/ var /| og/ uni venti on/ act ual i se. | og log file. Thisonly oc-
cursif UCR templates have been locally modified.

The UCR templates are stored inthe / et ¢/ uni venti on/ t enpl at es/ fil es/ directory. The path to
the templates is the absolute path to the configuration file with the prefixed path to the template directory.
For example, the template for the / et ¢/ i ssue configuration file can be found under / et ¢/ uni ven-
tion/tenpl ates/fil es/etc/issue.

For the configuration files to be processed correctly by Univention Configuration Registry they must be in
UNIX format. If configuration filesare edited in DOS or Windows, for example, control charactersareinserted
to indicate line breaks, which can disrupt the way Univention Configuration Registry usesthefile.

8.3.5.1. Referencing of UCR variables in templates Feedback )

In the simplest case, a UCR variable can be directly referenced in the template. The variable name framed by
the string @@represents the wildcard. As an example the option for the activation of X11 forwarding in the
configuration file/ et ¢/ ssh/ sshd_conf i g of the OpenSSH server:

X11Forwar di ng @@ shd/ xf or war di ng@@

Newly added referencesto UCR variables are automatically evaluated by templates; additional registrationis
only required with the use of inline Python code (see Section 8.3.5.2).

8.3.5.2. Integration of inline Python code in templates Feedback {-)

Any type of Python code can be embedded in UCR templates by entering acode block framed by the string @
@ For example, these blocks can be used to realize conditional requests so that when a parameter is changed
viaavariable, further dependent settings are automatically adopted in the configuration file. The following
code sequence configures for example network settings using the Univention Configuration Registry settings:

@@
i f configRegistry.get('apache2/ssl/certificate'):
print 'SSLCertificateFile %' %\
confi gRegi stry[' apache2/ssl/certificate']

@@

All the data output with the print function are written in the generated configuration file. The data saved in
Univention Configuration Registry can be requested viathe Conf i gRegi st ry object, e.g.:

@@
if configRegistry.get('version/version') and \
confi gRegi stry. get (' versi on/ patchl evel '):
print 'UCS % version/version)s-%version/patchl evel)s' %\
confi gRegi stry
@@

In contrast to directly referenced UCR variables (see Section 8.3.5.1), variables accessed in inline Python
code must be explicitly registered.

The Univention Configuration Registry variables used in the configuration files are registered in info filesin
the/ et ¢/ uni venti on/t enpl at es/ i nf o/ directory which are usually named after the package name
with the file ending . i nf o. If new Python code is entered into the templates or the existing code changed
in such away that it requires additional or different variables, one of the existing . i nf o files will need to
be modified or a new one added.
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Following the changing of . i nf o files, theucr updat e command must be run.
8.4. Basic system services Feeavack{ )

This chapter describes basic system services of a UCS Installation such as the configuration of the PAM
authentication framework, system logs and the NSCD.

8.4.1. Administrative access with the root account Feedback {2}

Thereisar oot account on every UCS system for compl ete administrative access. The password isset during
installation of the system. The root user is not stored in the LDAP directory, but instead in the local user
accounts.

The password for the root user can be changed viathe command line by using the passwd command. It must
be pointed out that this process does not include any checks regarding either the length of the password or
the passwords used in the past.

8.4.2. Configuration of language and keyboard settings Feedback{ )

In Linux, localization properties for software are defined in so-called locales. Configuration includes, among
other things, settings for date and currency format, the set of characters in use and the language used for
internationalized programs. The installed locales can be changed in Univention Management Console under
L anguage settings -> I nstalled system locales The standard locale is set under Default system locale.

Figure8.7. Configuring the language settings

Language settings il
Language settings Time zone and keyboard settings ©
Language seftings incorporate all language relevant
configurations, such as time zone, keyboard layout,
and system locales. America/Detroit ©,

Time zone

_Generic 105-key (Intl) PC ©

Keyboard model

_English (US) ©,

Keyboard layout

Q@
Keyboard variant
Language settings ©

Installed system locales

[ English (United States)

[0 German (Germany)

+ Add — Remove

_English (United States) ©,

Default system locale
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b eo P en. Sarting/stopping system services/ configuration of automatic

startup

The Keyboard layout in the menu entry Time zone and keyboard settings is applied during local logins
to the system.

8.4.3. Starting/stopping system services / configuration of automat- reedvackf
ic startup

The UMC module System services can be used to check the current status of a system service and to start
or stop it as required.

Figure 8.8. Overview of system services

System services ®

System services

. (m] Status  Start type Description
Keyword O amavis stopped Automatically Iﬁl‘:":f;j g;:‘:“;i";:; ‘;‘:"d virus
O apachez running Automatically  Web Server
O bind9 running Automatically DNS Server
O clamav-daemon running Automatically Anti Virus Daemon (Email)
O clamav-freshclam running Automatically Update Daemon for the Virus Database
O cron running Automatically Cron Daemon
O cups running Automatically Print Server
O cyrus-imapd running Automatically Cyrus IMAP/POP Server
O neimdal-kdc stopped Never Kerberos Service
[ nagios-nrpe-server running Automatically  Nagios RPE Server
O nfs-kernel-server stopped Automatically  Network Filesystem Daemon
O nscd running Automatically  Name Service Caching Daemon
O ntp running Automatically NTP Server
[0 openbsd-inetd running Automatically Internet Superserver
O postfix running Automatically Mail Server
O sambad running Automatically Provides Services for Windows
O slapd running Automatically LDAP Server
O spamassassin running Automatically Mail Filter Daemon
O squid3 running Automatically Squid Proxyserver
1 running  Automaticall SSH Server i
0 entries of 28 selected

Inthislist of all the servicesinstalled on the system, the current running runtime status and a Description are
displayed under Status. The service can be started, stopped or restarted under more.

In the default setting, every service is started automatically when the system is started. In some situations,
it can be useful not to have the service start directly, but instead only after further configuration. The action
Start manually is used so that the serviceis not started automatically when the system is started, but can still
be started subsequently. The action Start never also prevents subseguent service starts.

8.4.4. Authentication / PAM Feedback {2}

Authentication services in Univention Corporate Server are realized via Pluggable Authentication Modules
(PAM). To this end different log-in procedures are displayed on a common interface so that a new log-in
method does not require adaptation for existing applications.

8.4.4.1. Limiting authentication to selected users Feedback {)

In the default setting, only the r oot user and members of the Domai n Admi ns group can login remotely
viaSSH and locally onatty.

This restriction can be configured with the Univention Configuration Registry variable aut h/ SERVI CE/
restrict. Access to this service can be authorized by setting the variables aut h/ SERVI CE/ user /
USERNAME and aut h/ SERVI CE/ gr oup/ GROUPNAME to yes.
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Login restrictions are supported for SSH (sshd), FTP (f t p), thelogin manager KDM(kdm), loginonat ty
(I ogi n),rl ogi n(rl ogi n), PPP (ppp) and other services (ot her ). An example for SSH:

aut h/ sshd/ group/ Admi ni strators: yes
aut h/ sshd/ gr oup/ Conput ers: yes

aut h/ sshd/ group/ DC Backup Hosts: yes
aut h/ sshd/ group/ DC Sl ave Hosts: yes
aut h/ sshd/ group/ Donai n Adni ns: yes
aut h/ sshd/restrict: yes

8.4.5. Configuration of the LDAP server in use Feedback {2}

Several LDAP servers can be operated in a UCS domain. The primary one used is specified with the Univen-
tion Configuration Registry variable! dap/ ser ver / nane, further servers can be specified viathe Univen-
tion Configuration Registry variable| dap/ server/ addi ti on.

Alternatively, the LDAP servers can also be specified viaa L DAP server policy inthe UMC computer man-
agement. The order of the servers determines the order of the computer's requests to the server if a LDAP
server cannot be reached.

Inthe default setting, only | dap/ ser ver / nane isset following theinstallation or the domain join. If there
is more than one LDAP server available, it is advisable to assign at least two LDAP servers using the LDAP
server policy in order to improve redundancy. In cases of an environment distributed over several locations,
preference should be given to LDAP servers from the local network.

8.4.6. Configuration of the print server in use Feedback {2}

The print server to be used can be specified with the Univention Configuration Registry variable cups/
server.

Alternatively, the server can also be specified viathe Print server policy in the UM C computer management.
8.4.7. Logging/retrieval of system messages and system status Feedback{ )
8.4.7.1. Log files FeedbackQ

All UCS-specific log files (e.g., for the listener/notifier replication) are stored inthe/ var / | og/ uni ven-
ti on/ directory. Serviceslog in their own standard log files: for example, Apache to thefile/ var/ | og/
apache2/ error. | og.

Thelog files are managed by logrotate. It ensuresthat log files are named in seriesin interval s (can be config-
ured in weeks using the Univention Configuration Registry variable!l og/ r ot at e/ weeks, with the default
setting being 12) and older log files are then deleted. For example, the current log file for the Univention Di-
rectory Listener isfoundinthel i st ener . | og file; theonefor the previousweek inl i st ener. | og. 1,
etc.

Alternatively, log files can also be rotated only once they have reached a certain size. For example, if they are
only to be rotated once they reach a size of 50 MB, the Univention Configuration Registry variable | ogr o-
tate/rotates canbesettosi ze 50M

The Univention Configuration Registry variable| ogr ot at e/ conpr ess isused to configure whether the
older log files are additionally zipped with gzi p.

8.4.7.2. Logging the system status Feedback { )

uni venti on-system st at s can be used to document the current system status in the / var / | og/
uni venti on/ system st at s. | og file. The following values are logged:
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o The free disk space on the system partitions (df -1 hT)

o Thecurrent processlist (ps auxf)

o Twot op lists of the current processes and systemload (t op -b - n2)
> The current free system memory (f r ee)

> Thetime elapsed since the system was started (upt i ne)

o Temperature, fan and voltage indexes from Im-sensors (sensor s)

o A list of the current Samba connections (snbst at us)

The runtimes in which the system status should be logged can be defined in Cron syntax viathe Univention
Configuration Registry variable syst enif st at s/ cron,eg., 0,30 * * * * forlogging every half and
full hour. Theloggingisactivated by setting the Univention Configuration Registry variablesyst emf st at s
toyes. Thisisthe default since UCS 3.0.

8.4.7.3. Querying system statistics in Univention Management Console Feedback {-)

The UMC module Statisticsdisplaysthe utilization of system resources. For this purpose, agraphisdisplayed
for different periods:

o The past 24 hours

o The past week

o The past month

o The past year

The following system information is documented:
o The utilization of the main memory in percent
o The processor utilization of the system

o The number of terminal server sessions active

o The utilization of the swap file

8.4.7.4. Process overview in Univention Management Console Feedback )

The UMC module Process overview displays atable of the current processes on the system. The processes
can be sorted based on the following properties by clicking on the corresponding table header:

o CPU utilization in percent

o The user name under which the processis running

o Memory consumption in percent

o The process D

The menu item mor e can be used to terminate processes. Two different types of termination are possible:

o The action Terminate sends the process a SI GTERMsignd; thisis the standard method for the controlled
termination of programs.
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o Sometimes, it may be the case that a program - e.g., after crashing - can no longer be terminated with this
procedure. In this case, the action Force terminate can be used to send the signal SI GKI LL and force
the process to terminate.

As a general rule, terminating the program with SI GTERM s preferable as many programs then stop the
program in a controlled manner and, for example, save open files.

8.4.7.5. System error diagnosis in Univention Management Console Feedback { )

The System diagnostic UMC module offers a corresponding user interface to analyze a UCS system for a
range of known problems.

The module evaluates a range of problem scenarios known to it and suggests solutions if it is able to resolve
the identified solutions automatically. This function is displayed via ancillary buttons. In addition, links are
shown to further articles and corresponding UM C modules.

8.4.8. Executing recurring actions with Cron Feedback {2}

Regularly recurring actions (e.g., the processing of log files) can be started at a defined time with the Cron
service. Such an action is known as acron job.

8.4.8.1. Hourly/daily/weekly/monthly execution of scripts Feedback { )

Four directories are predefined on every UCS system, / et ¢/ cron. hourly/,/etc/cron. daily/,/
etc/cron. weekl y/ and/etc/cron. nont hly/. Shell scripts which are placed in these directories
and marked as executable are run automatically every hour, day, week or month.

8.4.8.2. Defining local cron jobs in/etc/cron. d/ Feedback {_)
A cronjobisdefined in aline, which is composed of atotal of seven columns:
o Minute (0-59)
> Hour (0-23)
o Day (1-31)
o Month (1-12)
> Weekday (0-7) (0 and 7 both stand for Sunday)
o Name of user executing the job (e.g., root)
> The command to be run

The time specifications can be set in different ways. One can specify a specific minute/hour/etc. or run an
action every minute/hour/etc. with an*. Interval scan al so be defined, for example* /2 asaminute specification
runs an action every two minutes.

Some examples:

30 * * * * root /usr/sbin/jitter 600 /usr/share/univention-sanba/sl ave-
sync
*/5 * * * * ywwdata /usr/bin/php -q /usr/share/ horde/remn nders. php

8.4.8.3. Defining cron jobs in Univention Configuration Registry Feedback { )

Cron jobs can also be defined in Univention Configuration Registry. Thisis particularly useful if they are set
viaa Univention Directory Manager policy and are thus used on more than one computer.
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Each cron jobiscomposed of at least two Univention Configuration Registry variables. JOBNAME isageneral
description.

o cron/ JOBNAME/ comand specifies the command to be run (required)

o cron/ JOBNAME/ t i me specifies the execution time (see Section 8.4.8.2) (required)

o Asstandard, thecronjobisrunasauserr oot . cr on/ JOBNAME/ user can be used to specify adifferent
user.

o If an e-mail addressis specified under cr on/ JOBNAME/ mai | t 0, the output of the cron job is sent there
per e-mail.

o cron/ JOBNAME/ descri pti on can be used to provide a description.

8.4.9. Name service cache daemon

Dataof the NSS serviceis cached by the Name Server Cache Daemon (NSCD) in order to speed up frequently
recurring requests for unchanged data. Thus, if arepeat request occurs, instead of a complete LDAP request
to be processed, the data are simply drawn directly from the cache.

Since UCS 3.1, the groups are no longer cached viathe NSCD for performance and stability reasons; instead
they are now cached by alocal group cache, see Section 7.3.

Thecentral configurationfileof the(/ et ¢/ nscd. conf ) ismanaged by Univention Configuration Registry.

The access to the cache is handled via a hash table. The size of the hash table can be specified in Univention
Configuration Registry, and should be higher than the number of simultaneously used users/hosts. For tech-
nical reasons, a prime number should be used for the size of the table. The following table shows the standard
values of the variables:

Table 8.12. Default size of the hash table

Variable Default size of the hash table
nscd/ host s/ si ze 6007
nscd/ passwd/ si ze 6007

With very big cachesit may be necessary to increase the size of the cache database in the system memory. This
can be configured through the Univention Configuration Registry variables nscd/ host s/ maxdbsi ze,
nscd/ gr oup/ maxdbsi ze and nscd/ passwd/ naxdbsi ze.

As standard, five threads are started by NSCD. In environments with many accesses it may prove necessary
to increase the number via the Univention Configuration Registry variablenscd/ t hr eads.

In the basic setting, aresolved group or host name is kept in cache for one hour, a user name for ten minutes.
With the Univention Configuration Registry variables nscd/ gr oup/ positive tinme_to _|live and
nscd/ passwd/ positive_tine_to_|ive theseperiodscan be extended or diminished (in seconds).

From time to time it might be necessary to manually invalidate the cache of the NSCD. This can be done
individually for each cache table with the following commands:

nscd -i passwd
nscd -i hosts

The verbosity of the log messages can be configured through the Univention Configuration Registry variable
nscd/ debug/ | evel .
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8.4.10. SSH login to systems Feedback £}

When installing a UCS system, an SSH server is also installed per preselection. SSH is used for realizing
encrypted connections to other hosts, wherein the identity of a host can be assured via a check sum. Essential
aspects of the SSH server's configuration can be adjusted in Univention Configuration Registry.

By default the login of the privileged r oot user is permitted by SSH (e.g. for configuring a newly installed
system where no users have been created yet, from aremote location).

o |f the Univention Configuration Registry variablesshd/ per mi t r oot issettowi t hout - passwor d,
then nointeractive password request will be performed for ther oot user, but only alogin based on apublic
key. By this means brute force attacks to passwords can be avoided.

o Toprohibit SSH login completely, this can be deactivated by setting the Univention Configuration Registry
variableaut h/ sshd/ user/ r oot tono.

The Univention Configuration Registry variable sshd/ xf or war di ng can be used to configure whether an
X11 output should be passed on via SSH. Thisis necessary, for example, for allowing auser to start aprogram
with graphic output on a remote computer by logging in with ssh - X TARGETHOST. Valid settings are
yes and no.

The standard port for SSH connectionsisport 22 viaTCP. If adifferent port isto be used, this can be arranged
viathe Univention Configuration Registry variablesshd/ port .

8.4.11. Configuring the time zone / time synchronization Feedback{ )

The time zone in which a system is located can be changed in Univention Management Console under L an-
guage settings -> Time zone.

Asynchronous system times between individual hosts of a domain can be the source of a large number of
errors: the reliability of log files is impaired; Kerberos operation is disrupted; the correct evaluation of the
validity periods of passwords can be disturbed; etc.

Usually the master domain controller functions as the time server of a domain. With the Univention Config-
uration Registry variablest i neser ver ,ti meserver 2 andti meser ver 3 externa NTP servers can be
included as time sources.

Manual time synchronization can be started by the command nt pdat e.

Windows clients joined in a Samba 4 domain only accept signed NTP time requests. If the Univention Con-
figuration Registry variable nt p/ si gned issettoyes, the NTP replies are signed by Samba 4.
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9.1. Introduction Feedback ()

UCS can offer Active Directory (AD) services, be a member of an Active Directory domain or synchronize
objects between Active Directory domains and a UCS domain.

For the purposes of Windows systems, UCS can assume the tasks of Windows server systems:
o Domain controller function / authentication services
o Fileservices

o Print services
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In UCS all these services are provided by Samba.

UCS supports the mostly automatic migration of an existing Active Directory domain to UCS. All users,
groups, computer objects and group policies are migrated without the need to rejoin the Windows clients.
Thisis documented in Section 9.4.

The migration from an NT-based Samba domain to an AD-based domain is documented in the Univention
Wiki [wiki-samba-update].

Microsoft Active Directory domain controllers cannot join the Samba domain. This functionality is planned
at alater point in time.

Samba can not join an Active Directory Forest yet at this point.

Trust relationships to other domains are currently not possible.

Note

The usage of UCS as a Windows NT-compatible domain controller is deprecated since UCS 4. Fur-
ther information can be found in [ext-doc-windows-nt].

9.2. Operation of a Samba domain based on Active Di-  rewfl
rectory

9.2.1. Installation Feedback {2}

Samba as an AD domain controller can be installed on al UCS domain controllers from the Univention
App Center with the application Active Directory-compatible domain controller. Alternatively, the software
package univention-samba4 can be installed. On the system roles master domain controller and backup do-
main controller the univention-s4-connector package must also be installed (uni venti on-run-j oi n-
scri pt s command must be run after installation). Additional information can be found in Section 5.6.

A Samba member server can be installed on UCS member servers from the Univention App Center with
the application Windows-compatible Fileserver. Alternatively, the software package univention-samba can
be installed (uni venti on-run-j oi n-scri pts command must be run after installation). Additional
information can be found in Section 5.6.

Samba supports the operation as a read-only domain controller. The setup is documented in [ext-doc-win].
9.2.2. Services of a Samba domain Feedback {2}

9.2.2.1. Authentication services Feedback { )

User logins can only be performed on Microsoft Windows systemsjoined in the Sambadomain. Domain joins
are documented in Section 3.2.2.

Users who log on to a Windows system are supplied with a Kerberos ticket when they log on. The ticket is
then used for the further authentication. This ticket allows access to the domain's resources.

Common sources of error in failed logins are;

o Synchronization of the system times between the Windows client and domain controller is essential for
functioning Kerberos authentication. In the default setting, the system time is updated via NTP during
system startup. This can also be done manually using the command w32t m / r esync.
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> DNS service records need to be resolved during login. For this reason, the Windows client should use the
domain controller's |P address as its DNS name server.

9.2.2.2. File services

A file server provides files over the network and allows concentrating the storage of user data on a central
server.

Thefile services integrated in UCS support the provision of shares using the CIFS protocol (see Chapter 11).
Insofar as the underlying file system supports Access Control Lists (ACLS) (can be used with ext 3, ext 4
and XFS), the ACLs can also be used by Windows clients.

SambaA ctive Directory domain controllerscan also providefile services. Asageneral rule, itisrecommended
to separate domain controllers and file/print services in Samba environments - the same as the Microsoft
recommendations for Active Directory - that means using domain controllers for logins/authentication and
member services for file/print services. This ensures that a high system load on afile server does not result
in disruptions to the authentication service. For smaller environments in which it is not possible to run two
servers, file and print services can also be run on adomain controller.

Samba supports the Cl FS protocol and the successor S\VB2 to provide file services. Using a client which
supports SMB2 (asof W ndows Vi st a,i.e, W ndows 7/ 8 too) improvesthe performance and scal ability.

The protocol can be configured using the Univention Configuration Registry variable sanmba/ max/ pr o-
t ocol . It must be set on al Samba servers and then all Samba server(s) restarted.

o NT1 configures Cl FS (supported by all Windows versions)
o SMB2 configures SMB2 (supported as of W ndows Vi st a/W ndows 7)

o SMB3 configures SMB3 (supported as of W ndows 8)
9.2.2.3. Print services

Samba offers the possibility of sharing printers set up under Linux as network printers for Windows clients.
The management of the printer shares and the provision of the printer drivers is described in Chapter 12.

Samba AD domain controllers can also provide print services. In this case, the restrictions described in Sec-
tion 9.2.2.2 must be taken into consideration.

9.2.2.4. Univention S4 connector

When using Samba as an Active Directory domain controller, Samba provides a separate LDAP directory
service. The synchronization between the UCS LDAP and the Samba LDAP occurs via an internal system
service, the Univention S4 connector. The connector is enabled on the master domain controller by default
and typically requires no further configuration.

Further information on the status of the synchronization can be found in the log file/ var / | og/ uni ven-
tion/ connect or-s4. | og. Additional information on analyzing connector replication problems can be
found in SDB 1235.

The uni vent i on- s4sear ch command can be used to search in the Samba directory service. If itisrun
asther oot user, the required credentials of the machine account are used automatically:

r oot @mst er: ~# uni venti on-s4sear ch sAMAccount Nanme=Adni ni str at or

http://sdb.univention.de/1235
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# record 1

dn: CN=Adm ni strator, CN=User s, DC=exanpl e, DC=com
obj ectd ass: top

obj ect Cl ass: person

obj ect Cl ass: organi zati onal Person

obj ect d ass: user

cn: Admi ni strator

i nstanceType: 4

(..)
9.2.2.5. Replication of directory data Feedback {-)

Samba AD domains use the Directory Replication System (DRS) to replicate the directory data. DRS allows
multi-master replication, i.e., the write changes from multiple domain controllers are synchronized at protocol
level. Consequently, the use of snapshots in virtualization solutions should be avoided when using Samba 4
and Samba 4 should be operated on a server which is never switched off.

The complexity of the multi-master replication increases with each additional Samba AD domain controller.
Consequently, it must be checked whether additional Samba AD domain controllers are necessary or if a
member server would not be a better choice for new servers.

Additional information on troubleshooting replication problems can be found in SDB 1235.

SambaNT domains accessthe datain the OpenL DAP directory data, which aredistributed vialistener-notifier
replication (see Section 3.5).

9.2.2.6. Synchronization of the SYSVOL share Feedback {)

The SYSVOL shareisashare which provides group policies and logon scriptsin Active Directory / Samba 4.
It is synchronized among all domain controllers and stored inthe/ var /| i b/ sanba/ sysvol / directory.

In Microsoft Active Directory, the SY SVOL shareis synchronized by the File Replication Service (introduced
with Windows 2000) or the Distributed File System (as of W ndows 2008 R2). These replication methods
are not yet fully implemented in Samba 4. The synchronization between the Samba 4 domain controllersis
performed in UCS via a Cron job (every five minutes as standard - can be configured using the Univention
Configuration Registry variable sanba4/ sysvol / sync/ cron).

9.2.3. Configuration and management of Windows desktops Feedback{ )
9.2.3.1. Group policies Feedback { )
9.2.3.1.1. Introduction FeedbackQ

Group policiesarean Active Directory feature which allowsthe central configuration of settingsfor computers
and users. Group policies are also supported by Samba AD domains. The policies only apply to Windows
clients; Linux or Mac OS systems cannot evaluate the policies.

Group policies are often referred to as GPOs (group policy objects). Put more precisely, a GPO can contain a
series of policies. Despite their name, group policy objects cannot be assigned directly to certain user groups,
but instead are linked with certain AD administration units (domains, sites or organizational units) in the
Samba directory service (Samba DS/AD) and thus refer to subordinate objects. A group-specific or user-
specific evaluation isonly indirectly possible viathe Security Filtering of agroup policy object, in which the
Apply group policy Allow/Deny privilege can be directly restricted to certain groups, users or computers.

http://sdb.univention.de/1235
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As abasic rule, a distinction must be made between group policies (GPOs) and the similarly named group
policy preferences (GPPs):

> The settings made via GPOs are binding, whereas GPPs are merely used to enter preferencesin the registry
of Windows clients, which can still be overwritten on the client in certain circumstances.

> The settings made via GPOs are aso dynamically applied to the target objects, whereas, in contrast, the
settings made via GPPs are entered statically in the registry of Windows clients (this is also referred to
as tattooing).

For these reasons, GPOs are preferable to GPPs in the magjority of cases. This remainder of this section deals
exclusively with GPOs.

In contrast to UCS policies (see Section 4.5), group policies are not configured in Univention Management
Console, but instead are configured in a separate editor, the Group Policy Management editor, which isacom-
ponent of the Remote Server Administration Tools (RSAT). The installation is described in Section 9.2.3.1.2.

There are two types of policies:

> User policiesconfigureauser's settings, e.g., the configuration of the desktop. Itisalso possibleto configure
applicationsviagroup policies(e.g., the start page of Microsoft Internet Explorer or settingsin LibreOffice).

o Computer policies define a Windows client's settings.

Computer policies are evaluated for the first time the computer starts up; user policies during login. The
policiesarealso continually evaluated for logged in users/ running systemsand updated (every 90-120 minutes
in the default setting. The period varies at random to avoid peak |oads.)

The command gpupdat e /f or ce can also be run specificaly to start the evaluation of group policies.

Some policies - e.g., for the installation of software or for login scripts - are only evaluated during login (user
policies) or system startup (computer policies).

Themagjority of group policiesonly set onevalueinthe Windowsregistry, which isthen evaluated by Windows
or an application. As standard users cannot modify any settingsin the corresponding section of the Windows
registry, it is also possible to configure restricted user desktops in which, for example, users cannot open the
Windows Task Manager.

The group policies are stored in the SYSVOL share, see Section 9.2.2.6. They are linked with user and host
accounts in the Samba directory service.

Installation of Group Policy Management
Group Policy Management can be installed as a component of the Remote Server Administration Tools on

Windows clients. They can be found at ! for Windows 7 or at Remote Server Administration Tools (RSAT)
for Windows 8 2 for Windows 8.

http:/vww.mi crosoft.com/en-us/downl oad/details.aspx 2 d=7887
2http://www.microsoft.com/de-de/downl oad/detail s.aspx 2 d=28972
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Figure 9.1. Activating the Group Policy Management tools
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Following the installation, Group Policy Management must still be enabled in the Windows Control Panel.
This is done by enabling the Group Policy Management Tools option under Start -> Control Panel -
> Programs -> Turn Windows features on or off -> Remote Server Administration Tools -> Feature
Administration Tools.

Following the enabling, Group Policy Management can berun under Start -> Administrative Tools-> Group
Policy Management .

9.2.3.1.3. Configuration of policies with Group Policy Management FeedbackQ

Group policies can only be configured by users who are members of the Donai n Admi ns group (e.g., the
Admi ni strat or). When logging in, attention must be paid to logging in with the domain Administrator
account and not the local Administrator account. Group Policy Management can be run on any system in the
domain.

If more than one Samba domain controller isin use, consideration must be given to the replication of the GPO
data, see Section 9.2.3.1.4.

There are two basic possihilities for creating GPOs:

o They can be created in the Group Palicy Objectsfolder and then linked to different positionsin the LDAP.
Thisispractical if apolicy isto belinked to several positionsin the LDAP.

o The GPO can also be created at an LDAP position ad hoc and then directly linked to it. Thisisthe simpler
means for small and medium-sized domains. Domains created ad hoc are also shown in the Group Policy
Objectsfolder.

A policy can have one of three statuses: enabled, disabled or unset. The effect is always based on the formu-
lation of the policy. For example, if it says Disable feature xy, the policy must be enabled to switch off the
feature. Some policies have additional options, for example the Enable mail quota policy could include an
additional option for managing the storage space.
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Figure 9.2. Editing a policy

A Remove Games link from Start Menu = @
E‘ Remove Games link from Start Menu T T ] ’ Next Setting
() Not Configured Comment: -
@ Enabled
() Disabled e

Supperted o1 At |east Windows Vista I -
Options: Help:

If you enable this policy the start menu will not show a link to the -

Games folder.

If you disable or do not configure this policy, the start menu will show
a link to the Games folder, unless the user chooses to remove it in the
start menu centrol panel,

[ ok ][ cancel || appy |

Two standard policy objects are predefined:

o The Default Domain Policy object can be used to configure global policies for all users and computers
within the same domain.

o The Default Domain Controllers Policy object has no use in a Samba domain (in a Microsoft AD domain
the policiesfor Microsoft domain controllers would be performed via this object). The configuration of the
Samba domain controllersin UCSis largely performed via Univention Configuration Registry.

AD domains can be structured in sites. All the sites arelisted in the main menu of Global Policy Management.
Thereisaso alist of the domains there. The current Samba versions do not support forest domains, so there
isonly ever one domain displayed here.

One domain can be structured in different organizational units (OUs). This can, for example, be used to store
the employees from accounting and the users in the administration department in different LDAP positions.

Group policies can mutually overlap. In this case, the inheritance principle applies, e.g., the superordinate
policies overwrite the subordinate ones. The applicable policies for auser can be displayed on the Windows
client either with the modeling wizard in Group Policy Management or by entering the command gpr e-
sult /user USERNAME /v intheWindowscommand line.
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Figure 9.3. Evaluating the GPO for theuser user 01
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The policies are evaluated in the following order:

be open.

o In the default setting, Default Domain Policy settings apply for all the users and computers within the

domain.

o Policieslinked to an OU overwrite policies from the default domain policy. If the OUs are nested further,
in the case of conflict, the "most subordinate" policies in each case, in other words the one most closely
linked to the target object, apply. The following evaluation order applies:

o Assignment of apolicy to an Active Directory site

o Settings of the default domain policy

o Assignment of a policy to an organizational unit (OU) (in turn, each subordinate OU overrules policies

from superordinate OUs).

Example: A company blocks access to the Windows Task Manager in general. Thisis done by enabling the
Remove Task Manager policy inthe Default Domain Policy object. However, the Task Manager should still
be available to some staff with the requisite technical expertise. These users are saved in the I T staff OU. An
additional group policy object is now created in which the Remove Task Manager policy is set to disabled.

The new GPO islinked with the I T staff OU.

9.2.3.1.4. Configuration of group policies in environments with more than one Samba do- Feedback {2y
main controller

144

A group policy is technically composed of two parts: On the one hand there is a directory in the domain
controllers file system which contains the actual policy files which are to be implemented on the Window
system (saved in the SY SVOL share (see Section 9.2.2.6)). On the other hand there is an object with the same
name in the LDAP tree of the Samba directory service (Samba DS/AD), which is usually saved below an

LDAP container named Group Policy Objects.
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Although the LDAP replication between the domain controllersis performed in just afew seconds, the files
in the SY SVOL share are only replicated every five minutes in the default setting. It must be noted that the
application of newly configured group policiesin this period may fail if aclient happensto consult adomain
controller which has not yet replicated the current files.

9.2.3.1.5. Administrative templates (ADMX/ADM) Feedback L))

Thepoliciesdisplayed in Group Policy Management can be expanded with so-called administrative templates.
This type of template defines the name under which the policy should appear in Group Policy Management
and which value should be set in the Windows registry. Administrative templates are saved in so-called ADMX
files (previously ADM files) [admx-reference]. Among other things, ADMX files offer the advantage that they
can be provided centrally across several domain controllers so that Group Policy Management on all Windows
clients displays the same configuration possibilities [admx-central].

Thefollowing example of an ADM file defines acomputer policy in which aregistry key is configured for the
(fictitious) Univention RDP client. ADM files can also be converted to the newer ADMX format using third-
party tools. Further information on the format of ADM files can be found under [microsoft-adm-templ ates)
and [adm-templates-howto]. The administrative template must have the file suffix . adm

CLASS MACHI NE

CATEGORY " Uni venti on"

POLICY "RDP client"

KEYNAME " Uni vent i on\ RDP\ St or ageRedi rect "

EXPLAIN "If this opion it activated, sound output is enabled in the RDP
client"

VALUENAME " Sound redi rection”

VALUEON "Act i vat ed"

VALUECFF " Deact i vat ed"

END POLI CY

END CATEGORY

Figure9.4. The activated administrative template

_~! Group Policy Management Editor EI@

File Acticn View Help
e B BEl 7T

|=[ Default Domain Policy [master.sec32amd§ " Univention
4 i Computer Configuration -
a || Policies
7| Software Settings | RDP client
| Windows Settings
a4 [ Administrative Templates: Polic
. ] Contrel Panel
| MNetwork
| Printers I

Select an item to view its description,  Setting

| System
“| Windows Components
a || Classic Administrative Tem)
| Univention
i All Settings

» || Preferences
4 R, User Configuration

» || Policies

» || Preferences

4

\ Extended /(Stantlard /

1 setting(s)

The ADM file can then be converted to the ADM X format or imported directly viaGroup Policy Management.
Thisisdone by running the Add/Remove Templates option in the Administrative templates context menu.
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Add can be used to import an ADM file. The administrative templates are also saved in the SYSVOL share
and replicated, which allows Group Policy Management to access them from the Windows clients.

9.2.3.1.6. Application of policies based on computer properties (WMl filters) Feedback { )

It is also possible to configure policies based on system properties. These properties are provided via the
Windows Management Instrumentation interface. The mechanism which builds on this is known as WMI
filtering. Thismakesit possible, for example, to apply apolicy only to PCSwith a64-hit processor architecture
or with at least 8 GB of RAM. If asystem property changes (e.g., if more memory isinstalled), the respective
filter is automatically re-evaluated by the client.

The WMI filters are displayed in the domain structure in the WM Filters container. New can be used to
define an additional filter. Thefilter rules are defined under Queries. Therules are defined in asyntax similar
to SQL. Examples rules can be found in [microsoft-wmi-filter] and [add-wmi-filters].

9.2.3.2. Logon scripts / NETLOGON share Feedback { )

The NETLOGON share serves the purpose of providing logon scriptsin Windows domains. The logon scripts
are executed following after the user login and allow the adaptation of the user's working environment. Scripts
have to be saved in aformat which can be executed by Windows, such asbat .

The logon scripts are stored in/ var/ | i b/ sanba/ sysvol / Domai nnane/ scri pts/ and provided
under the share name NETLOGON. The file name of the script must be given relative to that directory.

The NETLOGON share is replicated within the scope of the SYSVOL replication.

The logon script can be assigned for each user, see Section 6.1.
9.2.3.3. Configuration of the file server for the home directory Feedback {-)

The home directory can be defined user-specifically in Univention Management Console, see Section 6.1.
Thisis performed with the setting Windows home path, eg.,\\ucs-fil e-server\sm th.

The multi edit mode of Univention Management Console can be used to assign the home directory to multiple
users at one time, see Section 4.2.3.3.

9.2.3.4. Roaming profiles Feedback )

Samba supports roaming profiles, i.e., user settings are saved on a central server. This directory is also used
for storing the files which the user saves in the My Documents folder. Initially, these files are stored locally
on the Windows computer and then synchronized onto the Samba server when the user 1ogs off.

If the profile path is changed in Univention Management Console, then anew profile directory will be created.
The data in the old profile directory will be kept. These data can be manually copied or moved to the new
profile directory. Finally, the old profile directory can be deleted.

No roaming profiles are used in the default setting in Samba 4.

Roaming profiles can be configured via a group policy found under Computer configuration -> Policies ->
Administrative templates -> System -> User profiles -> Set roaming profile path for all userslogging
onto this computer.

Note

As standard, the Administrator accesses shares with root rights. If as aresult the profile directory is
created with the root user, it should be manually assigned to the Administrator with the command
chown.
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9.3. Active Directory Connection Feedback{ )
9.3.1. Introduction Feedback {2}

Univention Corporate Server can be operated together with an existing Active Directory domain (AD domain)
in two different ways. Both modes can be set up using the Active Directory Connection application from the
Univention App Center (see Section 5.6). Thisis available on amaster domain controller and backup domain
controller.

The two modes are:
o UCSasapart (domain member) of an AD domain (see Section 9.3.2)
o Synchronization of account data between an AD domain and a UCS domain (see Section 9.3.3).

In both modes, the Active Directory Connection service is used in UCS (UCS AD Connector for short),
which can synchronize the directory service objects between a Windows 2003/2008/2012 server with Active
Directory (AD) and the OpenLDAP directory of Univention Corporate Server.

In the first case, the configuration of a UCS server system as a member of an AD domain, the AD functions
as the primary directory service and the respective UCS system joins the trust context of the AD domain.
The domain membership gives the UCS system restricted access to the account data of the Active Directory
domain. The set-up of this operating mode is described in detail in Section 9.3.2.

The second mode, which can be configured viathe Active Directory Connection app, is used to run the UCS
domain parallel to an existing AD domain. In thismode, each domain user is assigned a user account with the
same namein both the UCS and the AD domain. Thanksto the use of the nameidentity and the synchronization
of the encrypted password data, this mode allows transparent access between the two domains. In this mode,
the authentication of a user in the UCS domain occurs directly within the UCS domain and as such is not
directly dependent onthe AD domain. The set-up of this operating modeisdescribed in detail in Section 9.3.3.

9.3.2. UCS as a member of an Active Directory domain Feedback{ )

In the configuration of a UCS server system as a member of an AD domain (AD member mode), the AD
functions as the primary directory service and the respective UCS system joins the trust context of the AD
domain. The domain membership gives the UCS system restricted access to the account data of the Active
Directory domain, which it exports from the AD by means of the UCS AD Connector and writes locally in
its own OpenL DAP-based directory service. In this configuration, the UCS AD Connector does not write any
changesin the AD.

The AD member mode isideal for expanding an AD domain with applications that are available on the UCS
platform. Appsinstalled on the UCS platform can then be used by the users of the AD domain. The authenti-
cation is still performed against native Microsoft AD domain controllers.

The set-up wizard can be started directly from the UCS installation by selecting Join into an existing Active
Directory domain. Subsequently, the set-up wizard can be installed with the app Active Directory Connec-
tion from the Univention App Center. Alternatively, the software package univention-ad-connector can be
installed. Further information can be found in Section 5.6.

Note

> The AD member mode can only be configured on a master domain controller.

o The name of the DNS domain of the UCS systems must match that of the AD domain. The host
name must of course be different.
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o All the AD and UCS serversin aconnector environment must use the same time zone.

Figure 9.5. Configuration of the operating mode as part of an AD domain

Active Directory Connection

This wizards guides the configuration of the connection with an existing Active Directory demain.

Active Directory Connection

There are two exclusive options:
@ Configure UCS as part of an Active Directory domain (recommended).

QO Synchronisation of account data hetween an Active Directory and this UCS domain.

Use the recommended first option if Active Directory will be the principal domain. Domain users can directly
access applications that are installed on UCS.

Use the second option for more complex scenarios which necessitate that Active Directory and UCS domains exist
in parallel.

Cancel Back Next

In the first dialogue window of the set-up wizard, the point Configure UCS as part of an AD domain is
preselected and can be confirmed with [Next].

The next dial ogue window requeststhe address of an AD domain controller aswell asthe name of the standard
administrator account of the AD domain and its password. The standard AD administrator account should be
used here. The specified AD domain controller should also provide DNS services for the domain. Pressing
the [Join AD domain] button starts the domain join.

Figure 9.6. Domain join of an AD domain

Active Directory Connection

ACtiVB Directory domain Enter the Active Directory domain information to join the domain.

credentials
_adserver.domain.local

Address of Active Directory domain controller or name
of Active Directory domain *

Administrator

Active Directory account *

/ LA L LRI E )

L
Active Directory password *

Cancel :ETS @ Join AD domain

If the system time of the UCS system is more than 5 minutes ahead of the system time of the AD domain
controller, manual adjustment of the system times is required. This is necessary because the AD Kerberos
infrastructure is used for the authentication. System times should not, however, be turned back, in order to
avoid inconsistencies.

The domain join is performed automatically. The subsequent dialogue window should be confirmed with
[Finish]. Then the UMC server should be restarted by clicking [Restart].
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Note

Once the AD member mode has been set up, the authentication is performed against the AD domain
controller. Consequently, the password from the AD domain now applies for the administrator. If
an AD domain with a non-English language convention has been joined, the admni ni st r at or

account from UCS is automatically changed to the spelling of the AD during the domain join. The
same applies for all user and group objects with Well Known SD (e.g., Donmai n Adni ns).

Warning

If additional UCS systems were already part of the UCS domain in addition to the master domain
controller, they must also join the domain anew. At the same time they recognize that the master
domain controller isin AD member mode and al so join the authentication structure of the AD domain
and can then also provide Sambafile shares, for example.

Note

Asthe AD Kerberos infrastructure is used for the authentication of usersin thismode, it is essential
that the system times of UCS and the AD domain controller are synchronized (with atolerance of 5
minutes). For this purpose, the AD domain controller isconfigured asthe NTPtimeserverin UCS. In
the case of authentication problems, the system time should always be the first thing to be checked.

Following this set-up, the Active Directory Connection UMC module can be used for further administration,
e.g., for checking whether the service is running and to restart it if necessary (see Section 9.3.3.3).

To use an encrypted connection between Active Directory and the master domain controller not only for
the authentication, but also for data exchange itself, the root certificate of the certification authority can be
exported from the AD domain controller and upl oaded viathe UM C module. Further information on thistopic
isavailablein Section 9.3.3.2.

In the default setting, the Active Directory connection set up in this way does not transfer any password
data from AD to the UCS directory service. Some apps from the Univention App Center require encrypted
password data. If an app needsit, a note is shown in the App Center.

In AD member mode, in the default setting, the UCS AD Connector exports object data from the AD with the
authorizations of the master domain controller's machine account. These authorizations are not sufficient for
exporting encrypted password data. In this case, the LDAP DN of aprivileged replication user can be adjusted
manually in the Univention Configuration Registry variable connect or / ad/ | dap/ bi nddn. This must
be a member of the Domai n  Admni ns group in the AD. The corresponding password must be saved in
a file on the master domain controller and the file name entered in the Univention Configuration Registry
variable connect or/ ad/ | dap/ bi ndpw. If the access password is changed at a later point in time, the
new password must be entered in this file. The access rights for the file should be restricted so that only the
r oot owner has access.

The following commands demonstrate the steps in an example:

ucr set connector/ad/l dap/ bi nddn=Admni ni strat or

ucr set connector/ad/| dap/ bi ndpw=/ et c/ uni venti on/ connect or / passwor d
touch /etc/univention/connector/password

chnod 600 /etc/univention/connector/password

echo -n "Adm ni strator password" > /etc/univention/connector/password

If desired, the AD domain controller can aso be replaced by the master domain controller at alater point in
time. Thisis possible viathe Active Directory Takeover application (see Section 9.4).
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9.3.3. Setup of the UCS AD connector Feedback £}

As an dternative to membership in an AD domain, as described in the previous section, the Active Directory
Connection can be used to synchronize user and group objects between a UCS domain and an AD domain. In
addition to unidirectional synchronization, this operating mode also allows bidirectiona synchronization. In
this operating mode, both domains exist in parallel and their authentication systems function independently.
The prerequisite for thisis the synchronization of the encrypted password data.

In the default setting, containers, organizational units, users and groups are synchronized. Users have an
exceptional position since the password cannot be queried viathe LDAP protocol in Active Directory.

Information on the attributes configured in the basic setting and particularities to take into account can be
found in Section 9.3.5.

The computer accounts are not synchronized, as Windows computers can only be mounted in one domain.

Theidentical user settingsin both domains allow usersto access services in both environments transparently.
After logging on to aUCS domain, subsequent connection to afile share or to an Exchange server with Active
Directory ispossible without arenewed password request. Users and administratorswill find users and groups
of the same name on the resources of the other domain and can thus work with their familiar permission
structures.

The initialization is performed after the first start of the connector. All the entries are read out of the UCS,
converted to AD objects according to the mapping set and added (or modified if already present) on the AD
side. All the objects are then exported from the AD and converted to UCS objects and added/modified accord-
ingly on the UCS side. Aslong as there are changes, the directory service servers continue to be requested.
The UCS AD connector can also be operated in a unidirectional mode.

Following the initial sync, additional changes are requested at a set interval. This value is set to five sec-
onds and can be adjusted manually using the Univention Configuration Registry variableconnect or / ad/
pol I / sl eep.

If an object cannot be synchronized, it is firstly reset (“rejected”). Following a configurable number of cy-
cles—theinterval can be adjusted using the Univention Configuration Registry variable connect or / ad/
retryreject ed — another attempt is made to import the changes. The standard value is ten cycles. In
addition, when the UCS AD Connector is restarted, an attempt is also made to synchronize the previously
rejected changes again.

The UCS AD connector can only be installed on a master domain controller or backup domain controller
system.

9.3.3.1. Basic configuration of the UCS AD Connector Feedback { )
The UCS AD Connector is configured using the UMC wizard Active Directory Connection.

Thewizard can beinstalled from the Univention App Center with the application Active Directory Connection.
Alternatively, the software package univention-ad-connector can beinstalled. Additional information can be
found in Section 5.6.

Note
All AD and UCS serversin a connector environment must use the same time zone.
Warning

Despiteintensive testsit is not possible to rule out that the results of the synchronization may affect
the operation of a productive domain. The connector should therefore be tested for the respective
requirements in a separate environment in advance.
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It isconvenient to perform the following steps with aweb browser from the AD domain controller, asthe files
need to be downloaded from the AD domain controller and uploaded into Univention Management Console.

Internet Explorer 6 - which is preinstalled on Windows 2003 systems - is not supported by Univention Man-
agement Console. The browser must be updated before continuing.

In thefirst dialog window of the set-up wizard, the point Synchronization of content data between an AD and
this UCS domain must be selected and confirmed with [Next].

Figure9.7. Configuration of the UCS AD Connector in UMC

Active Directory Connection )

Active Directory connection This wizards guides the configuration of the connection with an existing Active Directery domain.

There are two exclusive options:
% () Configure UCS as part of an Active Directory domain (recommended).

@ Synchronisation of account data between an Active Directory and this UCS domain.

Use the recommended first option if Active Directory will be the principal domain. Domain users can directly
access applications that are installed on UCS.

Use the second option for more complex scenarios which necessitate that Active Directory and UCS domains exist
in parallel.

Cancel Back

The address of an AD domain controller is requested in the next dialogue window. Here you can specify the
IP address of afully qualified DNS name. If the UCS system is not be able to resolve the computer name of
the AD system, the AD DNS server can either be configured as the DNS forwarder under UCS or aDNS host
record can be created for the AD system in the UMC DNS management (see Section 10.2.2.3).

Alternatively, astatic entry can also be adoptedin/ et ¢/ host s viaUnivention Configuration Registry, e.g.
ucr set hosts/static/192.168. 0. 100=w2k8-32. ad. exanpl e. com

In the Active Directory account field, the user is configured which is used for the access on the AD. The
setting is saved in the Univention Configuration Registry variable connect or / ad/ | dap/ bi nddn. The
replication user must be amember of the Domai N Admi ns group inthe AD. If the connector performs read
only synchronization from AD to UCS, a standard user account can also be specified.

The password used for the access must be entered inthe Active Dir ectory passwor d field. Onthe UCS system
itisonly saved locally in afile which only ther oot user can read.

Section 9.3.3.5 describes the steps required if these access data need to be adjusted at alater point in time.

Clicking on [Next] prompts the set-up wizard to check the connection to the AD domain controller. If itisnot
possible to create an SSL/TL S-encrypted connection, awarning is emitted in which you are advised to install
acertification authority on the AD domain controller. It isrecommended to follow this advice. Following this
step, the set-up can be continued by clicking [Next] again. If it is still not possible to create an SSL/TLS
encrypted connection, a security query appears asking whether to set up the synchronization without SSL
encryption. If thisis desired, the set-up can be continued by clicking [Continue without encryption]. In this
case, the synchronization of the directory datais performed unencrypted.

If the AD domain controller supports SSL/TL S-encrypted connections, the set-up wizard offers Upload AD
root certificate in the next step. This certificate must be exported from the AD certification authority in
advance (see Section 9.3.3.2). In contragt, if this step is skipped, the certificate can also be uploaded via the
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UMC module at alater point in time and the SSL/TL S encryption enabled (until that point al directory data
will, however, be synchronized unencrypted).

The connector can be operated in different modes, which can be selected in the next dialogue window Con-
figuration of Active Directory domain synchronization. In addition to bidirectional synchronization, repli-
cation can also be performed in one direction from AD to UCS or from UCSto AD. Once the mode has been
selected, [Next] needsto be clicked.

Once [Next] is clicked, the configuration is taken over and the UCS AD Connector started. The subsequent
dialogue window needs to be closed by clicking on [Finish].

Following this set-up, the Active Directory Connection UMC module can be used for further administration
of the Active Directory Connection, e.g., for checking whether the serviceisrunning and restart it if necessary
(see Section 9.3.3.3).

Note

The connector can a so synchronize several AD domainswithin one UCS domain; thisisdocumented
in [ext-doc-win].

Figure 9.8. Administration dialogue for the Active Directory Connection

Active Directory Connection

Configuration of the Active

h ] Active Directory connection service
Directory connection ry ©

The UCS domain exists in parallel to an Active
Directory domain. This module configures the
connection between the Univention Corporate Server
and Active Directory Stop Active Directory connection service

Active Directory connection service is currently running

Active Directory connection SSL configuration ©

Currently, an encrypted connection between UCS and the Active Directory domain is used

To achieve a higher level of security, the Active Directory root certificate should be exported and uploaded here.
The Active Directory certificate service creates that certificate.

The necessary steps depend on the actual Microsoft Windows version and are described in the UCS manual.

+ Upload

Download the password service for Windows and the UCS ®
certificate

The MSI files are the installation files for the password service. The installation can be started on the Active
Directory domain controller by double clicking on it. The package is installed in the C:\Windows\UCS-AD-
Connector directory automatically. Additionally, the password service is integrated into the Windows environment
as a system service, which means the service can be started automatically or manually.
In a standard setup, the Windows firewall blocks the access to the password service. This must either be
deactivated in System settings or Port 6670/ TCP authorised.
. cs-ad-C e
Installation file for the password service for 32bit Windows.
It can be started by double clicking on it.
« ucs-ad-connector-64bit.ms
Installation file for the password service for 64bit Windows.
It can be started by double clicking on it.
Microsoft Visual C++ 2010 Redistributable Package (x&6) - Must be installed on 2 64bit Windows
» certpem
The cert.pem file contains the S5L certificates created in UCS for secure communication. It must be
copied into the installation directary of the password service.
Please verify that the file has been downloaded as cert.pem, Internet Explorer appends a .txt under some
circumstances.
* privatekey
The private.key file contains the private key to the SSL certificates. It must be copied into the installation
directory of the password service.
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9.3.3.2. Importing the SSL certificate of the Active Directory Feedback {_)

9.3.3.2.1.

9.3.3.2.2.

An SSL certificate must be created on the Active Directory system and the root certificate exported to allow
encrypted communication. The certificate is created by the Active Directory's certificate service. The neces-
sary steps depend on the Windows versions used. Three versions are shown below as examples.

The encrypted communication between the UCS system and Active Directory can also be deactivated by

setting the Univention Configuration Registry variable connect or/ ad/ | dap/ ssl to no. This setting
does not affect the replication of encrypted password data.

Exporting the certificate on Windows 2003 Feedback {2y
The certificate service can be installed subsequently if necessary: Start -> Properties -> System settings

-> Softwar e -> Windows components, choose Certificate Services -> Next select Enterpriseroot CA ->

Next, Enter domain name -> Next -> Next.

The AD server should be rebooted after the installation.

This certificate must now be exported and copied onto the UCS system: Root CA -> AD domain -> Prop-
erties-> Show certificate -> Details-> Copy to file-> DER binary encoded X.509.

Exporting the certificate on Windows 2008 Feedback L))

If the certificate service is not installed, it must be installed before proceeding.

Figure 9.9. Exporting theroot certificate on Windows 2008

§88 certsrv - [Certification Authority (Local)] =18 x|
File Action View Help |
@ Bo=|8 M I—hnn— W2K8-32-CA —?Iﬂl
= rtifical x
Il Certification Authority (Local) L= L _I
@ univention-W2K8-32-CA Genersl Details |Cerﬁﬁcati0n Path I
|

Export File Format
Certificates can be exported in a variety of file formats,

|
|
I Select the format you want to use:
| % DER encoded binary X.509 {.CER)
| " Base-64 encoded X.509 {.CER)
I " Cryptographic Message Syntax Standard - PKCS #7 Certificates (.P7B)
™| Include all certificates in the certification pathif possible
= Personal Information Exchange - BKES #12/(,PE2)
™| Inclide allcertificates in bhe cerbifiation path i possitle
| Delete the private keyif the export is siscesstul

I | Export &ll extended properties

{ Microsoft Serialized Gertificate Store (55T

Learn more about certificate file formats

— Le

I < Back I Mext = I Cancel |
| : :
£ 'start| |m % & | serverManager “i_:'ajcertsrv-ECertiﬁcatio,., | DE| S il 1048

Start -> Server Manager -> Add or Remove Programs -> Add Roles -> Next -> Active Directory Cer-
tificate Services -> Next -> Next -> activate Certification Authority -> select Enterprise -> select Root

153

www.univention.de



https://www.univention.com/feedback/?manual=ad-connector:ad-zertifikat
https://www.univention.com/feedback/?manual=windows:Exporting_the_certificate_on_Windows_2003
https://www.univention.com/feedback/?manual=windows:Exporting_the_certificate_on_Windows_2008

@ univention

be open.
Setup of the UCS AD connector

CA -> Create new private key -> Next -> Accept the proposed crypto setting -> Next -> Accept the
proposed name for the CA -> Select an arbitrary validate date -> Next -> Accept default path for the
certificate database.

The following dialogue contains a warning that the name and domain setting cannot be changed again once
the certificate authority isinstalled. This must be confirmed with Install.

The AD server must then be restarted.

This certificate must now be exported and copied onto the UCS system: Start -> Administrative Tools ->
Certification -> Authority. A computer list is shown there and the elements Revoked Certificates, | ssued
Certificates, Pending Requests, Failed Requestsand Certificate Templates displayed under every system.
Here, one must right click on the computer name - not on one of the elements - and then select Properties. The
root certificate isusually called Certificate #0. Then select Open -> Copy to File -> DER encoded binary
X.509 (.CER) -> Select an arbitrary filename -> Finish.

9.3.3.2.3. Exporting the certificate on Windows 2012 FeedbackQ
If the certificate service is not installed, it must be installed before proceeding.

The server manager must be opened. There, select the Active Directory Certificate Services role in the
Manage -> Add Roles and Featur es menu. When selecting the role services, it is sufficient simply to select
Certification Authority. A yellow warning triangle is then shown in the top bar in the server manager. Here,
the Configure Active Directory Certificate Services on the server option must be selected. Certification
Authority is selected as the role service to be configured. The type of installation is Enter prise CA -> Root
CA Now, click on Createanew private key and confirm the suggested encryption settings and the suggested
name of the certification authority. Any period of validity can be set. The standard paths can be used for the
database |ocation.

The AD server must then be restarted.

Thiscertificate must now be exported and copied onto the UCS system: Server Manager -> Active Directory
Certificate Services Then right click on the server and select Certification Authority. There, right click on
the name of the generated certificate and Open -> Copy to File -> DER encoded binary X.509 (.CER) ->
Select an arbitrary filename -> Finish.

A computer list is shown there and the elements Revoked Certificates, Issued Certificates, Pending Re-
quests, Failed Requestsand Certificate Templatesdisplayed under every system. Here, one must right click
on the computer name - not on one of the elements - and then select Properties. Theroot certificateisusually
called Certificate #0. Then select Open -> Copy to File -> DER encoded binary X.509 (.CER) -> Select
an arbitrary filename -> Finish.

9.3.3.2.4. Copying the Active Directory certificate to the UCS system FeedbackQ
The SSL AD certificate should now be imported into the UCS system using the UM C wizard.
Thisis done by clicking on [Upload] in the sub menu Active Directory connection SSL configuration.

This opens a window in which afile can be selected, which is being uploaded and integrated into the UCS
AD Connector.

9.3.3.3. Starting/Stopping the Active Directory Connection Feedback { )

The connector can be started using [Start Active Directory connection service] and stopped using [Stop
Active Directory connection service]. Alternatively, the starting/stopping can aso be performed with the /
etc/init.d/ univention-ad-connect or init-script.
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9.3.3.4. Functional test of basic settings Feedback {_)

The correct basic configuration of the connector can be checked by searching in Active Directory from the
UCS system. Here one can search e.g. for the administrator account in Active Directory with uni ven-
tion-adsearch cn=Adni ni strator.

Asuni vent i on- adsear ch accesses the configuration saved in Univention Configuration Registry, this
allows you to check the reachability/configuration of the Active Directory access.

9.3.3.5. Changing the AD access password Feedback { )

The access data required by the UCS AD Connector for Active Directory are configured via the Univention
Configuration Registry variable connect or / ad/ | dap/ bi nddn and connect or/ ad/ | dap/ bi nd-
pw. If the password has changed or you wish to use another user account, these variables must be adapt-
ed manually. The Univention Configuration Registry variable connect or / ad/ | dap/ bi nddn is used to
configure the LDAP DN of a privileged replication user. This must be a member of the Domai n Admi ns
group inthe AD. The corresponding password must be saved locally in afile on the UCS system, the name of
which must be entered in the Univention Configuration Registry variable connect or / ad/ | dap/ bi nd-
pw. The access rights for the file should be restricted so that only ther oot owner has access. The following
commands show this as an example:

eval "$(ucr shell)"

echo "Updati ng ${connector_ad_I| dap_bi ndpw?}"

echo "for AD sync user ${connector_ad_I| dap_bi nddn?}"

touch "${connector_ad_| dap_bi ndpw?}"

chnmod 600 "${connector _ad_| dap_bi ndpw?}"

echo -n "Current AD Syncuser password" > "${connector_ad_| dap_bi ndpw?}"

9.3.4. Additional tools / Debugging connector problems Feedback { )
The UCS AD Connector provides the following tools and log files for diagnosis:
9.3.4.1. uni venti on- adsear ch Feedback { )

Thistool facilitatesasimple LDAP search in Active Directory. Objects deleted in AD are always shown (they
are still kept in an LDAP subtreein AD). Asthe first parameter the script awaits an LDAP filter; the second
parameter can be alist of LDAP attributes to be displayed.

Example:
uni venti on- adsearch cn=adm ni strator cn gi venNane
9.3.4.2. uni venti on-connector-list-rejected Feedback {-)

This tool lists the DNs of non-synchronized objects. In addition, in so far as temporarily stored, the corre-
sponding DN in the respective other LDAP directory will be displayed. In conclusion lastUSN shows the ID
of the last change synchronized by AD.

This script may display an error message or an incomplete output if the AD connector isin operation.
9.3.4.3. Logf”es FeedbackQ

For troubleshooting when experiencing synchronization problems, corresponding messages can be found in
the following files on the UCS system:

/var /| og/ uni venti on/ connector. | og
/var /| og/ uni venti on/ connect or - st at us. | og

: ; 155
www.univention.de



https://www.univention.com/feedback/?manual=windows:Functional_test_of_basic_settings
https://www.univention.com/feedback/?manual=ad-connector:ad-passwort
https://www.univention.com/feedback/?manual=ad-connector:tools
https://www.univention.com/feedback/?manual=ad-connector:univention-adsearch
https://www.univention.com/feedback/?manual=ad-connector:univention-connector-list-rejected
https://www.univention.com/feedback/?manual=windows:Logfiles

@ univention

be open.
Details on preconfigured synchronization

9.3.5. Details on preconfigured synchronization Feedback £}

All containerswhich areignored due to corresponding filters are exempted from synchronization as standard.
This can be found in the / et ¢/ uni vent i on/ connect or/ ad/ mappi ng configuration file under the
global_ignore_subtree setting.

9.3.5.1. Containers and organizational units Feedback {)

Containers and organizational units are synchronized together with their description. In addition, the
cn=mai | and cn=ker ber os containers are ignored on both sides. Some particularities must be noted for
containers on the AD side. In the User manager Active Directory offers no possibility to create containers,
but displays them only in the advanced mode (View -> Advanced settings).

9.3.5.1.1. Particularities FeedbackQ

o Containersor organizational unitsdeleted in AD are deleted recursively in UCS, which meansthat any non-
synchronized subordinate objects, which are not visible in AD, are also deleted.

9.3.5.2. Groups Feedback )

Groups are synchronized using the group name, whereby a user's primary group is taken into account (which
isonly stored for the user in LDAP in AD).

Group members with no opposite in the other system, e.g., due to ignore filters, are ignored (thus remain
members of the group).

The description of the group is also synchronized.
9.3.5.2.1. Particularities Feedback{ D)

> The pre Windows 2000 name (L DAP attribute samAccountName) is used in AD, which meansthat a group
in Active Directory can appear under a different name from in UCS.

> The connector ignores groups, which have been configured as a Well-Known Group under Samba group
typein Univention Directory Manager. There is no synchronization of the SID or the RID.

> Groupswhich were configured as Local Group under Samba group typein Univention Directory Manager
are synchronized as a global group in the Active Directory by the connector.

o Newly created or moved groups are always saved in the same subcontainer on the opposite side. If severa
groups with the same name are present in different containers during initialization, the members are syn-
chronized, but not the positionin LDAP. If one of these groupsis migrated on one side, the target container
on the other side isidentical, so that the DNs of the groups can no longer be differentiated from this point
onward.

» Certain group names are converted using amapping table so that, for example in a German language setup,
the UCS group Domai n User s is synchronized with the AD group Doménen-Benutzer. When used
in anglophone AD domains, this mapping can result in germanophone groups being created and should
thus be deactivated in this case. This can be done using the Univention Configuration Registry variable
connect or/ ad/ mappi ng/ gr oup/ | anguage

The complete tableis:

UCSgroup AD group

Domai n Users Domanen- Benut zer
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o Nested groups are represented differently in AD and UCS. In UCS, if groups are members of groups, these
objects can not always be synchronized on the AD side and appear in the list of rejected objects. Dueto the
existing limitationsin Active Directory, nested groups should only be assigned there.

o If aglobal group A is accepted as a member of another global group B in Univention Directory Manager,
this membership does not appear in Active Directory because of the internal AD limitationsin W ndows
2000/ 2003. If group A's name is then changed, the group membership to group B will be lost. Since
W ndows 2008 this limitation no longer exists and thus global groups can also be nested in Active
Directory.

9.3.5.3. Users

Users are synchronized like groups using the user name or using the AD pre Windows 2000 name. The First
name, Last name, Primary group (in so far as present on the other side), Organization, Description, Street,
City, Postal code, Windows home path, Windows login script, Disabled and Account expiry date attributes
aretransferred. Indirectly Password, Password expiry date and Change password on next login are also syn-
chronized. Primary e-mail address and Telephone number are prepared but commented out due to differing
syntax in the mapping configuration.

Ther oot and Admi ni strat or usersare exempted.

9.3.5.3.1. Particularities

o Users are also identified using the name, so that for users created before the first synchronization on both
sides, the same process applies as for groups as regards the position in LDAP.

> The synchronization of the password expiry date and the Change password on next login user option occurs
on the UCS side on the Samba level alone. If a password change is initiated by Univention Directory
Manager, but the password changed in Active Directory, the expiration details for the Kerberos and POSI X
passwords are not changed, so that the user must change his password again if he, for example, logs on
to athin client.

> |n some cases, auser to be created under AD, for which the password has been rejected, is deleted from AD
immediately after creation. The reasoning behind thisisthat AD created this user firstly and then deletes it
immediately once the password isrejected. |f these operations are transmitted to UCS, they are transmitted
back to AD. If theuser isre-entered on the AD side beforethe operation istransmitted back, it isdeleted after
the transmission. The occurrence of this process is dependent on the polling interval set for the connector.

> AD and UCS create new users in a specific primary group (usually Domai n User s or Donénen- Be-
nut zer) depending on the presetting. During the first synchronization from UCS to AD the users are
therefore always a member in this group.

9.4. Migrating an Active Directory domain to UCS using
Univention AD Takeover

9.4.1. Introduction

UCS supports the takeover of user, group and computer objects aswell as Group Policy Objects (GPOs) from
aMicrosoft Active Directory (AD) domain. Windows clients do not need to rejoin the domain. The takeover
is an interactive process consisting of three distinct phases:
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o Joining the UCS domain controller into the Active Directory domain

o Copying of the group policy filesfrom the AD server to UCS

o Deactivation of the AD server and assignment of all FSMO rolesto the UCSDC
The following requirements must be met for the takeover:

o The UCS domain controller (master domain controller, backup domain controller or slave domain con-
troller) needs to be installed with a unique hostname, not used in the AD domain.

o The UCSdomain controller needsto beinstalled with the same DNS domain name, NetBIOS (pre Windows
2000) domain name and Kerberos realm as the AD domain. It is a so recommended to configure the same
LDAP base DN.

o The UCS domain controller needs to be installed with a unique IPv4 address in the same | P subnet as the
Active Directory domain controller that is used for the takeover.

The Active Directory Takeover application must be installed from the Univention App Center for the migra-
tion. It must be installed on the system where the Univention S4 Connector is running (see Section 9.2.2.4,
usually the master domain controller).

9.4.2. Preparation Feedback {2}

The following steps are strongly recommended before attempting the takeover:
o A backup of the AD server(s) should be performed.

o If user logins to the AD server are possible (e.g. through domain logins or terminal server sessions) it is
recommended to deactivate them and to stop any servicesin the AD domain, which deliver data, e.g. mail
servers. This ensures that no dataislost in case of arollback to the original snapshot/backup.

o It is recommended to set the same password for the Admi ni st r at or account on the AD server as the
corresponding account in the UCS domain. In case different passwords are used, the password that was set
last, will be the one that isfinally valid after the takeover process (timestamps are compared for this).

o |n adefault installation the Admi ni st r at or account of the AD server is deactivated. It should be acti-
vated in the local user management module.

The activation of the Admi ni st r at or account on the AD server is recommended because this account has
all the required privileges to copy the GPO SY SVOL files. The activation can be achieved by means of the
Active Directory Usersand Computers module or by running the following two commands:

net user administrator /active:yes
net user admni ni strator PASSWORD

9.4.3. Domain migration Feedback )

The takeover must be initiated on the UCS domain controller that runs the Univention S4 Connector (by
default the master domain controller). During the takeover process Samba must only run on this UCS system.
If other Samba domain controllers have been added to the UCS domain, they need to be stopped! Thisis
important to avoid data corruption by mixing directory data taken over from Active Directory with Samba 4
directory datareplicated from other UCS domain controllers.

Other Samba systems can be stopped by logging into each of the other UCS domain controllers asthe r oo-
t user and running

/etc/init.d/ sanbad stop
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After ensuring that only the Univention S4 Connector host runs Samba 4, the takeover process can be started.
If the UCS domain was installed initially with a UCS version before UCS 3.2, the following Univention
Configuration Registry variable needs to be set first:

ucr set connector/s4/ mappi ng/ gr oup/ gr oupt ype=f al se

The takeover is performed with the Active Directory Takeover Univention Management Console module.
The IP address of the AD system must be specified under Name or addr ess of the Domain Controller. An
account from the AD domain must be specified under Active Directory Administrator account whichisa
member of the AD group Domai n Admi ns (e.g., the Admi ni st r at or ) and the corresponding password
entered under Active Directory Administrator password.

Figure 9.10. First phase of domain migration

Active Directory Takeover

Windows domain authentication takeover.ad.server

Name or address of the Domain Controller *

Administrator

Active Directory Administrator account *

Active Directory Administrator password *

This module guides the migration from a Windows
Active Directory domain to Univention Corporate
Server. All user, group and computer accounts along
with their passwords and group policies are
transfered. After the migration, the Windows clients
are directly operable without the need of a domain
rejoin.

The module checks whether the AD domain controller can be accessed and displays the domain data to be
migrated.

Figure9.11. Overview of the data to be migrated

Active Directory Takeover

Import statistics A Windows Server 2008 R2 Enterprise Active Directory dur.nain with the dur?waim.lame ad.server has been found.
The server WIN- {25INGTLABS.ad.server { 10.200.28.18) will be used as Active Directory Domain Controller for the
takeover.

e
The following accounts have been found in the Active Directory domain:
J Ml/ 1 ® dusers
— ® 37 groups

® 3 computers

Click "Next" to start with the migration.

Cancel Back m
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When Next is clicked, the following steps are performed automatically. Additional information is logged
to/ var /Il og/ uni venti on/ ad-t akeover. | og aswell asto/ var/ | og/ uni vent i on/ manage-
nment - consol e- nodul e- adt akeover. | og.

o Adjust the system time of the UCS system to the system time of the Active Directory domain controller in
case the UCS time is behind by more than three minutes.

> Join the UCS domain controller into the Active Directory domain

o Start Sambaand the Univention $4 connector to replicate the Active Directory objectsinto the UCS OpenL -
DAP directory

o When "Well Known" account and group objects (identified by their special RIDs) are synchronized into the
UCS OpenL DAP, alistener module running on each UCS system sets a Univention Configuration Registry
variableto locally to map the English name to the non-English AD name. These variables are used to trans-
late the English names used in the UCS configuration files to the specific names used in Active Directory.
To give an example, if Domai n Admi ns has a different name in the AD, then the Univention Configu-
ration Registry variable gr oups/ def aul t / domai nadmni ns is set to that specific name (likewise for
uses, e.g. user s/ def aul t / adni ni strat or).

The UCS domain controller now contains all users, groups and computers of the Active Directory domain. In
the next step, the SYSVOL share is copied, in which among other things the group policies are stored.

This phase reqguires to log onto the Active Directory domain controller as the Admi ni strat or (or the
equivalent non-English name). There a command needs to be started to copy the group policy files from the
Active Directory SY SVOL share to the UCS SYSVOL share.

The command to be run in shown in the UMC module. If it has been successfully run, it must be confirmed
with Next.

Figure 9.12. Copying the SYSVOL share

Active Directory Takeover

TranSfer Of group policies All Windows domain accounts have been successfully transfered
As next step, group policies must be copied from the Active Directory SYSVOL share to Univention Corporate
Server. We recommend using robocopy from a Windows client or Windows server which is joined to the domain

robocopy /mir /sec /z \\WIN-125INGTLABS%syswvol \‘\master‘\sysvol

It may be necessary to install the required r obocopy tool, which is part of the Windows Server 2003 Re-
source Kit Tools. Starting with Windows 2008 the tool is already installed.

Note: The/ mi r option of r obocopy mirrors the specified source directory to the destination directory.
Please be aware that if you delete data in the source directory and execute this command a second time, this
datawill aso be deleted in the destination directory.

After successful completion of this step, it is now necessary to shutdown all domain controllers of the Active
Directory domain. Then Next must be clicked in the UMC module.
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Figure 9.13. Shutdown of the AD server(s)

Active Directory Takeover

Takeover Of the Windows domain The group policies have been transfered successfully.

In order to complete the takeover process, all previous Active Directory Domain Controllers need to be switched
off now. Click "Next” as soon as all Domain Controllers are shutdown completely.

The following steps are now automatically performed:

o Claiming all FSMO roles for the UCS domain controller. These describe different tasks that a server can
take onin an AD domain.

o Register the name of the Active Directory domain controller asa DNS alias (see Section 10.2.2.2) for the
UCS DNS server.

o Configure the IP address of the Active Directory domain controller as avirtual Ethernet interface

o Perform some cleanup, e.g. removal of the AD domain controller account and related objectsin the Samba
SAM account database.

o Finally restart Samba and the DNS server

9.4.4. Final steps of the takeover Feedback £}
Finally the following steps are required:

o The domain function level of the migrated Active Directory domain needs to be checked by running the
following command:

sanba-t ool domai n | evel show

In case this command returns the message ATTENTION: You run SAMBA 4 on aforest function level
lower than Windows 2000 (Native). the following commands should be run to fix this:

sanba-t ool domain |evel raise --forest-|evel =2003 --domai n-| evel =2003
sanmba-t ool dbcheck --fix --yes

> |n case there has been more than one Active Directory domain controller in the original Active Directory
domain, all the host accounts of the other domain controllers must be removed in the computers management
module of the Univention Management Console. In addition their accounts must be removed from the
Samba SAM database. This may be done by logging on to a migrated Windows client as member of the
group Dormai n Admi ns and running the tool Active Directory Usersand Computers.

o |If more than one UCS domain controller with Samba domain controller has been installed, these servers
need to be re-joined.
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o All Windows clients need to be rebooted.

9.4.5. Tests

It is recommended to perform thorough tests with Windows client systems, e.g.

o

o

Login to amigrated client as amigrated user
Login to amigrated client as the Administrator
Testing group policies

Join of a new Windows client

Creation of anew UCS user and login to a Windows client
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This chapter describes how |P addresses for computer systems in a UCS domain can be centrally managed
via Univention Management Console and and assigned via DHCP.

Network objects (Section 10.1) bundle available IP address segments of a network. The DNS resolution as
well as the assignment of IP addresses via DHCP are integrated in UCS, as detailed in Section 10.2 and
Section 10.3.

Incoming and outgoing network traffic can be restricted via the Univention Firewall based on i pt abl e
(Section 10.4).
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The integration of the proxy server Squid alows the caching of web contents and the enforcement of content
policies for web access (Section 10.5).

10.1. Network objects Feedback{ )

Network objects can be used to compil e available | P addresses; the next available addressisthen automatically
specified during assignment to a computer.

Figure 10.1. Creating a network object

Networks: Production network

T ©

Basic settings
_Production network

Name *

192.168.2.0 24
Metworks * Netmask *
.192.168.2.1 . 192.168.2.254 -
First address Last address
+ New entry

For example, it ispossibleto define anetwork object Wor kstation networ k which encompassesthe | P addresses
from 192. 168. 2. 0 to 192. 168. 2. 254. If a Windows computer object is now created and only the
network object selected, an internal check is performed for which |P addresses are already assigned and the
next free one selected. This saves the administrator having to compile the available addresses manually. If a
computer object is removed, the address is automatically reassigned.

Network objects are managed in the UMC module Networks (see Section 4.2)

Table10.1. 'General' tab

Attribute Description

Name The name of the network is entered in thisinput field. Thisis the name
under which the network also appears in the computer management.

Networks The network address is entered in dot-decimal form in this input field,
eg.,192.168.1.0.

Netmask The network mask can be entered in thisinput field in network prefix or

dot-decimal form. If the network mask is entered in dot-decimal form it
will be subsequently be converted into the corresponding network prefix
and later also shown so.

IP address range One or more | P ranges can be configured here. When a host is assigned
tothisnetwork at alater point, it will automatically be assigned the next,
free P address from the | P range entered here.

When no IP range is entered here, the system automatically uses the
range given by the network and the subnet mark entered.

Forward lookup zones and reverse lookup zones can be selected in the
sub menu DNS pr efer ences. When a host is assigned to this network at
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Attribute

Description

alater point, a host record in the forward lookup zone and/or a pointer
record in the reverse lookup zone will be created automatically.

The zones are also administrated in Univention Management Console,
see Section 10.2.2.1.

If no zone is selected here, no DNS records are created during assign-
ment to a computer object. However, the DNS entries can still be set
manually.

DNS forward lookup zone

The forward lookup zone where hosts from the network should be added
must be specified here. The resolution of the computer name to an IP
addressis performed viathe zone.

DNS reverse lookup zone

The reverselookup zone where hosts from the network should be added
must be specified here. The reverse resolution of the | P address back to
acomputer name is performed via the zone.

A DHCP service can be assigned to the network in the sub menu DHCP
preferences. When a host is assigned to this network at alater point, a
DHCP computer entry with a fixed |P address will be created automat-
ically in the selected DHCP service.

The DHCP service settings are also administrated in Univention Man-
agement Console, see Section 10.3.2.

If no DHCP serviceis selected, no DHCP host record is created during
assignment to a computer object. However, such an entry can also still
be assigned manually.

10.2. Administration of DNS data with BIND

UCS integrates BIND for the name resolution via the domain name system (DNS). The mgjority of DNS
functions are used for DNS resolution in the local domain; however, the UCS BIND integration can also be
used for a public name server in principle.

BIND is always available on al domain controller system roles; installation on other system roles is not

supported.

The configuration of the name servers to be used by a UCS system is documented in Section 8.2.4.

The following DNS data are differentiated:

o A forward lookup zone contains information which is used to resolve DNS names into |P addresses. Each
DNS zone has at least one authoritative, primary name server whose information governs the zone. Subor-
dinate servers synchronize themselves with the authoritative server via zone transfers. The entry which
defines such azoneis called a SOA record in DNS terminology.

o The MX record of aforward lookup zone representsimportant DNS information necessary for e-mail rout-
ing. It points to the computer which accepts e-mails for adomain.

o TXT records include human-readabl e text and can include descriptive information about a forward lookup

Zone.

> A CNAME record (also called an aiasrecord) refersto an existing, canonical DNS name. For example, the
actual host name of the mail server can be given an aias entry mailserver, which isthen entered in the mail
clients. Any number of CNAME records can be mapped to one canonical hame.
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o An A record (under IPv6 AAAA record) assigns an |P address to a DNS name. A records are also known
asHost recordsin UCS.

o A SRV record (called a service record in UCS) can be used to save information about available system
servicesin the DNS. In UCS, service records are used amongst other things to make LDAP servers or the
master domain controller known domain-wide.

o A reverse lookup zone contains information which is used to resolve | P addresses into DNS names. Each
DNS zone has at least one authoritative, primary name server whose information governs the zone, sub-
ordinate servers synchronize themselves with the authoritative server via zone transfers. The entry which
defines such azone is the SOA record.

> A PTR record (pointer record) alows resolution of an IP address into a host name. It thus represents the
equivalent in areverse lookup zone of a host record in aforward |ookup zone.

10.2.1. Configuration of the BIND name server Feedback {2}
10.2.1.1. Configuration of BIND debug output Feedback {-)

Thelevel of detail of the BIND debug output can be configured viathedns/ debug/ | evel anddns/ dl z/
debug/ | evel (for the Samba backend, see Section 10.2.1.2) Univention Configuration Registry variables.
The possible values are between 0 (no debug tasks) to 11. A complete list of levels can be found at [bind-
loglevel].

10.2.1.2. Configuration of the data backend Feedback {-)

In atypical BIND installation on a non-UCS system, the configuration is performed by editing zone files.
In UCS, BIND is completely configured via Univention Management Console, which saves its data in the
LDAP directory.

BIND can use two different backends for its configuration:

o TheLDAP backend accessesthe datainthe LDAP directory. Thisisthe standard backend. The DNS service
is split into two in this case: The BIND proxy is the primary name server and uses the DNS standard port
53. A second server in the background works on port 7777. If datafrom theinternal DNS zones are edited
inthe LDAP, the zonefile on the second server is updated based on the LDAP information and transmitted
to the BIND proxy by means of a zone transfer.

o Samba 4 provides an Active Directory domain. Active Directory is closely connected with DNS, for DNS
updates of Windows clients or the localization of NETLOGON shares among other things. If Samba 4 is
used, thedomain controller in question isswitched over to the use of the Samba backend. The DNS database
is maintained in Samba's internal LDB database, which Samba updates directly. BIND then accesses the
Samba DNS dataviathe DLZ interface.

When using the Samba backend, a search is performed in the LDAP for every DNS request. With the OpenL -
DAP backend, asearch isonly performed in the directory serviceif the DNS data has changed. The use of the
LDAP backend can thus result in areduction of the system load on Samba 4 systems.

The backend is configured via the Univention Configuration Registry variable dns/ backend. The DNS
administration is not changed by the backend used and is performed via Univention Management Console
in both cases.

10.2.1.3. Configuration of zone transfers Feedback { )

In the default setting, the UCS name server allows zone transfers of the DNS data. If the UCS server can be
reached from the Internet, alist of all computer names and |P addresses can be requested. The zone transfer
can be desactivated when using the OpenLDAP backend by setting the Univention Configuration Registry
variabledns/ al | ow' t r ansf er tonone.
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10.2.2. Administration of DNS data in Univention Management Con- reedac{)
sole

DNSfilesare stored inthecn=dns, base DN container as standard. Forward and reverse lookup zones are
stored directly in the container. Additional DNS objects such as pointer records can be stored in the respective
Zones.

Therelative or fully qualified domain name (FQDN) should always be used in the input fields for computers
and not the computer's | P address. A FQDN should always end in afull stop to avoid the domain name being
added anew.

Theleft column of the UMC module DNSincludes alist of al the forward and reverse lookup zones. To add
an object to azone - for example an alias record to aforward zone - the corresponding zone must be selected.
Add isthen used to create the object in this zone. To create a new forward or reverse zone, start by selecting
All DNS zones. Clicking on Add then creates a new zone. If an object is created within the zone, the zone
islabeled in the UMC dialogues as a superordinate object.

10.2.2.1. Forward lookup zone Feedback { )

Forward lookup zones contain information which is used to resolve DNS names into | P addresses. They are
managed in the UMC module DNS (see Section 4.2). To add another forward lookup zone, select All DNS
zones and Add -> DNS: Forward lookup zone.

Figure 10.2. Configuring a forward lookup zonein UMC

DNS: test.intranet

EE o

Start of authority

IP addresses
MX records test.intranet

TXT records Zone name *

[Policies]

_ucs-8044 test.intranet. , I

Name servers

Basic settings

Type: DONS: Forward lookup zone

Fosition: intranet test /dns L !

Name servers

+ New entry
3 . bhours @,
Zone time ta live
Table 10.2. 'General' tab
Attribute Description
Zone name This is the complete name of the DNS domain for which the zone will
be responsible.

The domain name must not end in afull stop in zone names!

Zonetimeto live The time to live specifies how long these files may be cached by other
DNS servers. The valueis specified in seconds.
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Attribute Description
Name servers Thefully qualified domain namewith afull stop at the end of therelative

domain name of the responsible name server. The first entry in the line
is the primary name server for the zone.

Table 10.3. 'Start of authority' tab

Attribute Description
Contact person Thee-mail address of the person responsiblefor administrating the zone.
Serial number Other DNS serversuse the serial number to recognize whether zone data

have changed. The slave name server compares the serial number of its
copy with that on the master name server. If the serial number of the
slaveislower than that on the master, the slave copiesthe changed data.

There are two commonly used patterns for this serial number:
o Start with 1 and increment the serial number with each change

o By including the date the number can be entered in the format
YYYYMVDDNN, where Y stands for year, Mfor month, D for day and
N for the number of the change of this day.

If the serial number is not changed manualy, it will be increased auto-
matically with every change.

Refresh interval The time span in seconds after which the slave name server checks that
its copy of the zone data is up-to-date.

Retry interval Thetime span in seconds after which the slave name server triesagain to
check that its copy of the zone datais up-to-date after afailed attempt to
update. Thistime span is usually set to be less than the update interval,
but can also be equal.

Expiry interval The time span in seconds after which the copy of the zone data on the
slave becomesinvalid if it could not be checked to be up-to-date.

For example, an expiry interval of one week means that the copy of the
zone data becomes invalid when all requests to update in one week fail.
In this case, it is assumed that the files are too outdated after the expiry
interval dateto beused further. The slave name server canthen nolonger
answer name resol ution requests for this zone.

Minimum timeto live The minimum time to live specifies in seconds how long other servers
can cache no-such-domain (NXDOMAIN) answers. This value cannot
be set at more than 3 hours, the preset value is 3 hours.

Table10.4. 'l P addresses tab

Attribute Description

IP addresses Thisinput field can be used to specify one or more | P addresses, which
are output when the name of the zone is resolved. These |P addresses
are queried by Microsoft Windows clientsin AD compatible domains.
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Table10.5. 'M X records tab

Attribute Description

Priority A numerical value between 0 and 65535. If several mail servers are
availablefor theMX record, an attempt will be made to engage the serv-
er with the lowest priority value first.

Mail server The mail server responsible for this domain as fully qualified domain
name with a full stop at the end. Only canonical names and no alias
names can be used here.

Table10.6. 'TXT records tab

Attribute Description

TXT record Descriptive text for this zone. Text records must not contain umlauts or
other special characters.

10.2.2.2. CNAME record (Alias records) Feedback { )
CNAME records/ alias records are managed in the UMC module DNS (see Section 4.2). To create another

record, the forward lookup zone must be selected in the left column. Add -> DNS: Aliasrecord can be used
to create a new record.

Table10.7. 'General' tab

Attribute Description

Alias Thealiasname asfully qualified domain namewith afull stop at theend
or as arelative domain name which should point to the canonical name.

Canonical name The canonical name of the computer that the alias should point to, en-
tered as a fully qualified domain name with a full stop at the end or a
relative domain name.

10.2.2.3. A/AAAA records (host records) Feedback { )

Host records are managed in the UMC module DNS (see Section 4.2). To create another record, the forward
lookup zone must be selected in theleft column. Add -> DNS: Host record can be used to create anew record.

When adding or editing a computer object a host record can be created automatically or edited.

Table10.8. 'General' tab

Attribute Description

Host name The FQDN with a full stop at the end or the relative domain name of
the name server.

P addresses The IPv4 and/or |Pv6 addresses to which the host record should refer.

Zonetimeto live

Thetimeto live specifiesin seconds how long these files may be cached

by other DNS servers.

10.2.2.4. Service records Feedback { )

Servicerecords are managed in the UM C module DNS (see Section 4.2). To create another record, the forward

lookup zone must be selected in the left column. Add -> DNS: Service record can be used to create a new
record.
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Figure 10.3. Configuring a servicerecord

DNS: domaincontroller_master tcp

. ©
Basic settings
Type: DNS: Service record _domaincontroller_mas¢, TCP @, . )
Position: intranet test:/dns/test.intranet Service Protocol Extension
0 0 .0 . ucs-8044.t, —
Priority Weighting Port Server
L I L 11 11 1 -
Priority Weighting Port Server
+ New entry
3 . hours ©

Zane time to live

A service record must always be assigned to a forward lookup zone and can therefore only be added to a
forward lookup zone or a subordinate container.

Table10.9. 'General' tab

Attribute Description

Service The name under which the service should be reachable.

Protocol The protocol viawhich the record can be accessed (TCP, UDP, MSDCS
or SI TES).

Extension Thisinput field can be used to specify additional parameters.

Priority A whole number between 0 and 65535. If more than one server offer the
same service, the client will approach the server with the lowest priority
valuefirst.

Weighting A whole humber between 0 and 65535. The weight function is used for

load balancing between servers with the same priority. When more than
one server offer the same service and have the same priority theload is
distributed across the serversin relation to the weight function.

Example: Ser ver 1 hasapriority of 1 and aweight function of 1, whilst
Ser ver 2 aso has a priority of 1, but has a weight function of 3. In
thiscase, Ser ver 2 will be used threetimes as often asSer ver 1. The
load is measured depending on the service, for example, as the number
of requests or connection.

Port The port where the service can be reached on the server (valid value
from 1 to 65535).

Server The name of the server on which the service will be made available, as
afully qualified domain name with a full stop at the end or a relative
domain name.

Several servers can be entered for each service.
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Attribute Description
Zonetimetolive The time to live specifies how long these files may be cached by other
DNS servers.
10.2.2.5. Reverse lookup zone Feedback {_)

A reverse lookup zone is used to resolve I P address into host names. They are managed in the UMC module
DNS To add another reverse lookup zone, select All DNS zones and Add -> DNS: Rever se lookup zone.

Table 10.10. 'General' tab

Attribute Description

Subnet The IP address of the network for which the reverse lookup zone shall
apply. For example, if the network in question consisted of the IP ad-
dresses192. 168. 1. 0t0192. 168. 1. 255,192, 168. 1 should be
entered.

Zonetimeto live The time to live specifies how long these files may be cached by other
DNS servers.

Each DNS zone has at least one authoritative, primary name server whose information governs the zone.
Subordinate servers synchronize themselves with the authoritative server via zone transfers. The entry which
defines such azoneis called a SOA record in DNS terminology.

Table 10.11. 'Start of authority' tab

Attribute Description

Contact person The e-mail address of the person responsible for administrating the zone
(with afull stop at the end).

Name servers Thefully qualified domain namewith afull stop at the end or therelative
domain name of the primary master name server.

Serial number See the documentation on forward lookup zones in Section 10.2.2.1.

Refresh interval See the documentation on forward lookup zones in Section 10.2.2.1.

Retry interval See the documentation on forward lookup zonesin Section 10.2.2.1.

Expiry interval See the documentation on forward lookup zonesin Section 10.2.2.1.

Minimum timeto live See the documentation on forward lookup zones in Section 10.2.2.1.

10.2.2.6. Pointer record Feedback {)

Pointer records are managed in the UM C module DNS (see Section 4.2). To create another record, the reverse
lookup zone must be selected in the left column. Add -> DNS: Pointer record can be used to create a new
record.

Table 10.12. 'General' tab

Attribute Description
Address The last octet of the computer's | P address (depends on network prefix,
see example below).
Pointer The computer's fully qualified domain name with afull stop at the end.
171
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Attribute Description
In a network with a 24-bit network prefix (subnet mask
255. 255. 255. 0) a pointer should be created for the cl i ent 001
computer with the IP address 192. 168. 1. 101. 101 must then be
entered in the Address field and cl i ent 001. conpany. com in
Pointer.
Example:
For a network with a 16-bit network prefix (subnet mask
255. 255. 0. 0) the last two octets should be entered in reverse order
for this computer (here 101. 1). cl i ent 001. conpany. com aso
needs to be entered in the Pointer field here.
10.3. IP assignment via DHCP Feedbeck )
10.3.1. Introduction Feedback {2}

The Dynamic Host Configuration Protocol (DHCP) assigns computers an |P address, the subnet mask and
further settings for the gateway or NetBIOS server as necessary. The | P address can be set fixed or dynamic.

The use of DHCP allows central assignment and control of |P addresses via the LDAP directory without
performing manual configuration on the individual computer systems.

The DHCP integration in UCS only supports |Pv4.

In a DHCP service, DHCP servers are grouped in a shared LDAP configuration. Global configuration para-
meters are entered in the DHCP service; specific parameters in the subordinate objects.

A DHCP server can beinstalled from the Univention App Center with the application DHCP server. Alterna-
tively, the software package univention-dhcp can be installed. Additional information can be found in Sec-
tion 5.6.

Every DHCP assigns | P addresses via DHCP. In the default setting, only static |P addresses are assigned to
computer objects registered in the UCS LDAP.

If only fixed P addresses are assigned, as many DHCP servers as required may be used in a DHCP service.
All the DHCP servers procure identical data from the LDAP and offer the DHCP clients the data multiple
times. DHCP clients then accept the first answer and ignore the rest.

If dynamic | P addresses are al so assigned, the DHCP failover mechanism must be employed and a maximum
of two DHCP servers can be used per subnet.

A DHCP host entry is used to make the DHCP service aware of acomputer. A DHCP host object is required
for computers attempting to retrieve afixed | P address over DHCP. DHCP computer objects do not normally
need to be created manually, because they are created automatically when a DHCP service is assigned to a
computer object with afixed |P address.

A DHCP subnet entry is required for every subnet, irrespective of whether dynamic IP addresses are to be
assigned from this subnet.

Configuration parameters can be assigned to the different | P ranges by creating DHCP pools within subnets.
In this way unknown computers can be allowed in one I P range and excluded from another |P range. DHCP
pools can only be created below DHCP subnet objects.
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If several |P subnets are used in a physical Ethernet network, this should be entered asa DHCP shared subnet
below a DHCP shared network. DHCP shared subnet objects can only be created below DHCP shared
network objects.

Values which are set on a DHCP configuration level always apply for thislevel and all subordinate levels,
unless other values are specified there. Similar to policies, the value which is closest to the object always

applies.
10.3.2. Composition of the DHCP configuration via DHCP LDAP 0b- reeaacc()
jects
The left column of the UMC module DHCP includes a list of all the DHCP services. To add an object to a
DHCP service - for example in an additional subnet - the corresponding service must be selected. Add isthen
used to create the object in this service. To create anew DHCP service, start by selecting All DHCP services.
Clicking on Add then creates a new service. If an object is saved within a service, the service is labeled in
UMC dialogues as a superordinate object.
10.3.2.1. Administration of DHCP services Feedback {-)
DHCP services are managed in the UMC module DHCP (see Section 4.2). To create a new DHCP service,
All DHCP services needsto be selected in the left column of the UM C module. Clicking on Add then creates
anew service.
A DHCP server can only serve one DHCP service; to use another DHCP service, a separate DHCP server
must be set up (see Section 10.3.2.2).
The following parameters are often set on the DHCP service object which then apply to al the computers
which are served by this DHCP service (unless other values are entered in lower levels):
o Domain name and Domain name server s under Policy: DHCP DNS
o NetBIOS name serversunder Policy: DHCP NetBIOS
A description of this and the other DHCP policies can be found at Section 10.3.3.
Table 10.13. 'General' tab
Attribute Description
Service name An unambiguous name for the DHCP service must be entered in this
input field, e.g., conpany. exanpl e.
10.3.2.2. Administration of DHCP server entries Feedback { )

Each server which should offer the DHCP service requires a DHCP server entry in the LDAP directory. The
entry does not normally need to be created manually, instead it is created by the join script of the univen-
tion-dhcp package. However, to create another record manually, a DHCP service must be selected in the left
column of the UMC module DHCP. Add -> DHCP Server can then be used to register a new server.

Table10.14. 'General' tab

Attribute Description
Server name The computer namethat the DHCP service should offer isentered in this
input field, e.g., ucs- mast er.
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Attribute Description

A server can only ever provide a single DHCP service and therefore
cannot be entered in more than one DHCP service at the same time.

10.3.2.3. Administration of DHCP subnets Feedback { )

DHCP subnets are managed in the UM C module DHCP (see Section 4.2). To create another subnet, aDHCP
service must be selected in the left column. Add -> DHCP: Subnet can be used to create a new subnet.

A DHCP subnet entry isrequired for every subnet from which dynamic or fixed | P addresses areto be assigned.
It isonly necessary to enter |P address ranges if 1P addresses are to be assigned dynamically.

If DHCP shared subnet objects are to be used, the corresponding subnets should be created bel ow the DHCP
shared subnet container created for this purpose (see Section 10.3.2.6).

Table 10.15. 'General' tab

Attribute Description

Subnet address The IP address of the subnet must be entered in dot-decimal formin this
input field, e.g., 192. 168. 1. 0.

Net mask The network mask can be entered in thisinput field as the network pre-

fix or in dot-decimal form. If the network mask is entered in dot-deci-
mal form it will be subseguently be converted into the corresponding
network prefix and later also shown so.

Dynamic address assignment Here one can set up individual or multiple | P address ranges for dynam-
ic assignment. The range stretches from the First address to the L ast
addressin dot-decimal form.

Caution

Dynamic I P ranges for a subnet should always either be spec-
ified exclusively in the subnet entry or exclusively in one or
more special pool entries. Thetypesof IPrangeentrieswithina
subnet must not be mixed! If different |P ranges with different
configurations are be set up in one subnet, pool entries must be
created for this purpose.

At this level, the gateway for all computers in a subnet is often set using the Policy: DHCP Routing tab
(unless other entries are performed at lower levels).

10.3.2.4. Administration of DHCP pools Feedback {-)
DHCP pools can only be managed via the UMC module LDAP directory. To do so, one must always be in
a DHCP subnet abject - a DHCP pool object must always be created below a DHCP subnet object - and a
DHCP: Pool object added with Add.

If DHCP poolsare created in asubnet, no | P address range should be defined in the subnet entry. These should
only be specified viathe pool entries.

Table 10.16. 'General' tab

Attribute Description
Name An unambiguous name for the DHCP pool must be entered in thisinput
field, eg., t est net. conpaby. exanpl e.
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Attribute

Description

Dynamic range

Here you can enter the IP addresses in dot-decimal form that are to be
dynamically assigned.

Table 10.17. 'Advanced settings tab

Attribute

Description

Failover peer

The name of afailover configuration, which must to be configured man-
ually infile/ et ¢/ dhcp/ | ocal . conf . Further information can be
found at [dhcp-failover].

Allow known clients

A computer is identified by its MAC address. If this input field is set
to allow or unset, a computer with a matching DHCP host entry (see
Section 10.3.2.5) is eligible to receive an IP address from this pool. If
set to deny, the computer doesn't receive an | P address from the pool.

Allow unknown clients

A computer isidentified by its MAC address. If thisinput field is set to
allow or unset, a computer without a matching DHCP host entry (see
Section 10.3.2.5) is eligible to receive an IP address from this pool. If
set to deny, the computer doesn't receive an | P address from the pool.

Allow dynamic BOOTP clients

BOOTP isthe predecessor of the DHCP protocol. It hasno mechanismto
renew leases and by default assigns leases infinitely, which can deplete
the pool. If this optionsis set to allow clients can retrieve an |P address
from this pool using BOOTP.

All clients

If this option is set to deny the pool is disabled globally. Thisis only
useful in exceptional scenarios.

10.3.2.5. Registration of computers with DHCP computer objects

A DHCP host entry isused to register the respective computer in the DHCP service. Computers can be handled
depending on their registration status. Known computers may get fixed and dynamic | P addresses from the
DHCP service; unknown computers only get dynamic | P addresses.

DHCP computer entries are usually created automatically when a computer is added via the computer man-
agement. Below the DHCP service object you have the possibility of adding DHCP computer entries or edit-
ing existing entries manually, irrespective of whether they were created manually or automatically.

DHCP host objects are managed in the UM C module DHCP (see Section 4.2). To register ahost in the DHCP
manually, a DHCP service must be selected in the left column of the module. Add -> DHCP: Host can be

used to register a host.

Table 10.18. 'General' tab

Attribute Description

Host name A name for the computer is entered in this input field (which usually
also has an entry in the computer management). It is recommended to
enter the same name and the same MAC address for the computer in
both entries to facilitate assignment.

Type The type of network used can be selected in this select list. Ethernet
almost always needs to be selected here.

Address The MAC address of the network card needs to be entered here, e.g.,
2e: 44:56: 3f: 12: 32 or 2e- 44- 56- 3f - 12- 32.
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Attribute Description
Fixed IP addresses One or more fixed |P addresses can be assigned to the computer here.

In addition to an IP address, afully qualified domain names can also be
entered, which is resolved into one or more | P addresses by the DHCP
server.

10.3.2.6. Management of DHCP shared networks / DHCP shared subnets Feedback { )
DHCP shared network objects accept subnets which use a common physical network.
DHCP shared network objects are managed in the UMC module DHCP (see Section 4.2). To create a shared

network, aDHCP service must be selected in the left column of the module. Add -> DHCP: Shar ed Network
can be used to register a network.

Caution

A shared network must contain at least one shared subnet object. Otherwise the DHCP service will
terminate itself and cannot be restarted until the configuration is fixed.

Table 10.19. 'General' tab

Attribute Description
Shared network name A name for the shared network must be entered in thisinput field.

Subnets are declared as a DHCP shared subnet when they use the same, common physical network. All
subnets which use the same network must be stored below the same shared network container. A separate
DHCP shared subnet object must be created for each subnet.

DHCP shared subnet objects can only be managed viathe UMC module LDAP directory. To do so, one must

always be in a DHCP shared network object - a DHCP shared subnet object must always be created below a
DHCP shared network object - and a DHCP shared subnet object added with Add.

10.3.3. Configuration of clients via DHCP policies Feedback {2}

Note

Many of the settings for DHCP are configured via policies. They are al so applied to DHCP computer
objects if apolicy is linked to the LDAP base or one of the other intermediate containers. As the
settings for DHCP computer objects have the highest priority, other settings for subnetwork and
service objects are ignored.

For this reason, DHCP policies should be linked directly to the DHCP network abjects (e.g., the
DHCP subnetworks).

Tip

When using the command lineudm dhcp/ host | i st (seealso Section 4.9.2.7), itispossibleto
usethe option - - pol i ci es 0 to display the effective settings.

1 Alternatively, the LDAP classuni vent i onDhcpHost can be added in the advanced settings of the policies under Object and then Excluded
obj ect classes. Such policies are then no longer applied to the DHCP computer objects, with the result that the settings from the DHCP subnetwork
and service are used.
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10.3.3.1. Setting the gateway Feedback {_)

The default gateway can be specified via DHCP with a DHCP routing policy, which is managed in the UMC
module Palicies (see Section 4.5)

Table 10.20. 'General' tab

Attribute Description

Routers Thenamesor |Paddresses of theroutersareto be entered here. It must be
verified that the DHCP server can resolve these names in | P addresses.
The routers are contacted by the client in the order in which they stand
in the selection list.

10.3.3.2. Setting the DNS servers Feedback { )

The name servers to be used by a client can be specified via DHCP with a DHCP DNS policy, which is
managed in the UMC module Policies (see Section 4.5)

Table 10.21. 'General' tab

Attribute Description

Domain name The name of the domain, which the client automatically appends on
computer namesthat it sendsto the DNS server for resolution and which
are not FQDNSs. Usualy this is the name of the domain to which the
client belongs.

Domain name servers Here IP addresses or fully qualified domain names (FQDNSs) of DNS
servers can be added. When using FQDNSs, it must be verified that the
DHCP server can resolve the names in | P addresses. The DNS servers
are contacted by the clients according to the order specified here.

10.3.3.3. Setting the WINS server Feedback { )

The WINS server to be used can be specified via DHCP with a DHCP NetBIOS policy, which is managed
in the UMC module Poalicies (see Section 4.5)

Table10.22. 'General' tab

Attribute Description

NetBIOS name servers The names or | P addresses of the NetBIOS name servers (also known as
WINS servers) should be entered here. It must be verified that the DHCP
server can resolve these namesin |P addresses. The servers entered are
contacted by the client in the order in which they stand in the selection
list.

NetBIOS scope The NetBIOS over TCP/IP scope for the client according to the specifi-
cation in RFC 1001* and RFC 1002, Attention must be paid to upper-
case and lowercase when entering the NetBIOS scope.

NetBIOS node type Thisfield sets the node type of the client. Possible values are:

o 1 B-node (Broadcast: no WINS)

L http://tools.ietf.org/html/rfc1001
L http://tools.ietf.org/html/rfc1002
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Attribute Description
o 2 P-node (Peer: only WINS)
o 4 M-node (Mixed: first Broadcast, then WINS)
o 8 H-node (Hybrid: first WINS, then Broadcast)
10.3.3.4. Configuration of the DHCP lease Feedback { )

10.3.3.5.

10.3.3.6.

178

The validity of an assigned |P address - a so-called DHCP lease - can be specified with a DHCP lease time
policy, which is managed in the UM C module Policies (see Section 4.5)

Table 10.23. 'General' tab

Attribute Description

Default lease time If the client does not request aspecific leasetime, the standard |easetime
is assigned. If this input field is left empty, the DHCP server's default
valueis used.

Maximum lease time The maximum lease time specifies the longest period of time for which

alease can be granted. If thisinput field isleft empty, the DHCP server's
default valueis used.

Minimum |lease time The minimum |ease time specifies the shortest period of time for which
alease can be granted. If thisinput field isleft empty, the DHCP server's
default valueis used.

Configuration of boot server/PXE settings Feedback { )

A DHCP Boot policy is used to assign computers configuration parameters for booting via BOOTP/PXE.
They are managed in the UMC module Policies (see Section 4.5)

Table 10.24. 'Boot' tab

Attribute Description

Boot server The IP address or the FQDN of the PXE boot server from which the
client should load the boot fileis entered in theinput field. If no valueis
entered in thisinput field, the client boots from the DHCP server from
which it retrievesits |P address.

Boot filename The path to the boot file is entered here. The path must be entered rela-
tive to the base directory of the TFTP service (/ var/ | i b/ uni ven-
tion-client-boot/).

Further DHCP policies Feedback { )
There are some further DHCP policies available, but they are only required in special cases.

o DHCP Dynamic DNS allows the configuration of dynamic DNS updates. These cannot yet be performed
with a LDAP-based DNS service as provided out-of-the-box by UCS.

o DHCP Allow/Deny allows the configuration of different DHCP options, which control what clients are
allowed to do. The are only useful in exceptiona cases.

- DHCP statements allows the configuration of different options, which are only required in exceptional
Cases.
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10.4. Packet filter with Univention Firewall Feedback { )

Univention Firewall integrates a packet filter based on iptablesin Univention Corporate Server.

It permits targeted filtering of undesired services and the protection of computers during installations. Fur-
thermore it provides the basis for complex scenarios such as firewalls and application level gateways. Uni-
vention Firewall isincluded in all UCS installations as standard.

In the default setting, all incoming ports are blocked. Every UCS package provides rules, which free up the
ports required by the package again.

The configuration is primarily performed via Univention Configuration Registry variables. The definition of
this type of packet filter rules is documented in [developer-reference].

In addition, the configuration scriptsinthe/ et ¢/ securi ty/ packetfilter. d/ directory arelistedin
alphabetic order. The names of al scripts begin with two digits, which makes it easy to create a numbered
order. The scripts must be marked as executable.

After changing the packet filter settings, the univention-firewall service hasto be restarted.

Univention Firewall can be deactivated by setting the Univention Configuration Registry variablesecuri -
ty/ packetfilter/disabl edtotrue

10.5. Web proxy for caching and policy management /  rescf
virus scan

The UCS proxy integration allows the use of a web cache for improving the performance and controlling
datatraffic. It is based on the tried-and-tested proxy server Squid and supports the protocols HTTP, FTP and
HTTPS.

A proxy server receives requests about Internet contents and verifies whether these contents are already avail-
ablein alocal cache. If thisis the case, the requested data are provided from the local cache. If the data are
not available, these contents are called up from the respective web server and inserted in the local cache. This
can be used to reduce the answering times for the users and the transfer volume via the Internet access.

The software DansGuardian can be installed as an additional component with the package univention-dans-
guardian. This makesit possible to check and filter the Internet contents prior to delivery to the user in order
to scan files for viruses or prevent access to undesirable content.

Further documentation on proxy services - such asthe cascading of proxy servers, transparent proxies and the
integration of a virus scan engine - are documented in [ext-doc-net].

10.5.1. Installation Feedback {2}

Squid can be installed from the Univention App Center with the application Web proxy / web cache (Squid).
Alternatively, the software package univention-squid can be installed. Additional information can be found
in Section 5.6.

The serviceisconfigured with standard settings sufficient for operation so that it can be usedimmediately. Itis
possibleto configure the port on which the serviceisaccessible to suit your preferences (see Section 10.5.5.1);
port 3128 is set as default.

If changes are made to the configuration, Squid must be restarted. This can be performed either viaUnivention
Management Console or the command line;
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/etc/init.d/squid3 restart

In addition to the configuration possibilities via Univention Configuration Registry described in this docu-
ment, it is also possible to set additional Squid configuration optionsinthe/ et ¢/ squi d3/1 ocal . conf .

DansGuardian can be installed via the package univention-dansguardian, see Section 10.5.7.

10.5.2. Caching of web content Feedback {)

Squidisacaching proxy, i.e., previously viewed contents can be provided from acachewithout being rel oaded
from the respective web server. This reduces the incoming traffic via the Internet connection and can result
in quicker responses of HTTP requests.

However, this caching function is not necessary for some environments or, in the case of cascaded proxies, it
should not be activated for all of them. For these scenarios, the caching function of the Squid can be deactivated
with the Univention Configuration Registry variable squi d/ cache by setting thisto no. Squid must then
be restarted.

10.5.3. Logging proxy accesses Feedback ()

All accesses performed viathe proxy server are stored in the logfile/ var / | og/ squi d3/ access. | og.
It can be used to follow which websites have been accessed by the users.

When DansGuardianisused, all accessesaredocumentedin/ var /| og/ dansguar di an/ access. | og.

10.5.4. Restriction of access to permitted networks Feedback {2}

As standard, the proxy server can only be accessed from local networks. If, for example, a network interface
with the address 192. 168. 1. 10 and the network mask 255. 255. 255. 0 is available on the computer
on which Squid is installed, only computers from the network 192. 168. 1. 0/ 24 can access the proxy
server. Additional networks can be specified via the Univention Configuration Registry variable squi d/
al | owf r om When doing so, the CIDR notation must be used; several networks should be separated by
blank spaces.

Example:

uni vention-config-registry set squid/allowrom"192. 168. 2. 0/ 24
192. 168. 3. 0/ 24"

Once Squid has been restarted, access is now permitted from the networks 192. 168. 2. 0/ 24 and
192. 168. 3. 0/ 24. If configured to al | , proxy accessin granted from all networks.

If Squid is used together with DansGuardian, i.e., the virus or web content filter is activated, Squid cannot
verify the access as the connections are performed via DansGuardian. In this case, the access can be restricted
via DansGuardian.

10.5.5. Configuration of the ports used Feedback £}

10551 AcceSS port FeedbackQ

As standard, the web proxy can be accessed via port 3128. If another port is required, this can be configured
viathe Univention Configuration Registry variable squi d/ ht t ppor t . If Univention Firewall is used, the
packet filter configuration must also be adjusted.

When using the content and virus scanner (see Section 10.5.7) DansGuardian is accessible at the configured
port instead of Squid. Squid then occupies the next-highest port. This must be bornein mind if there are other
applications which are supposed to offer services viathis port.
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10.5.5.2. Permitted ports Feedback {_)

In the standard configuration, Squid only forwards client requests intended for the network ports 80 (HTTP),
443 (HTTPS) or 21 (FTP). Thelist of permitted ports can be changed via the Univention Configuration Reg-
istry variable; several entries should be separated by blank spaces.

Example:
uni vention-config-registry set squi d/ webports="80 443"

With this setting, accessis only allowed to ports 80 and 443 (HTTP and HTTPS).

10.5.6. User authentication on the proxy Feedback {2}

It is sometimes necessary to restrict web accessto certain users. Squid allows user-specific access regulation
viagroup memberships. To alow verification of group membership, it isnecessary for the user to authenticate
on the proxy server.

Caution

To prevent unauthorized users from opening websites nonethel ess, additional measures are required
to prevent these users from bypassing the proxy server and accessing the Internet. This can be done,
for example, by limiting all HTTP traffic through afirewall.

The proxy authentication (and as a result the possible verification of the group memberships) must firstly be
enabled. There are three possible mechanisms for this:

o Direct authentication against the LDAP server. Thisis done by setting the Univention Configuration Reg-
istry variable squi d/ basi caut h toyes and restarting Squid.

o Authentication is performed viathe NTLM interface. Userslogged in on aWindows client then do not need
to authenti cate themselves again when accessing the proxy. NTLM authentication is enabled by setting the
Univention Configuration Registry variable squi d/ nt | naut h toyes and restarting Squid.

o Authentication is performed via Kerberos. Users logged in on a Windows client which is a member of a
Samba 4 domain authenti cate themsel ves on the proxy with theticket that they received whenthey loggedin
to the domain. The univention-squid-kerberos package must be installed on every proxy server for it to be
possible to enable Kerberos authentication. Then the Univention Configuration Registry variable squi d/
kr b5aut h must be set to yes and Squid restarted.

If NTLM isused an NTLM authentication is performed for every HTTP query as standard. If for example the
websiteht t p: / / www. uni vent i on. de isopened, the subpages and images are |oaded in addition to the
actual HTML page. The NTLM authentication can be cached per domain: If the Univention Configuration
Registry variable squi d/ nt | maut h/ keepal i ve isset to yes, no further NTLM authentication is per-
formed for subsequent HTML queriesin the same domain.

Inthestandard setting all users can accessthe proxy. The Univention Configuration Registry variablesqui d/
aut h/ al | owed_gr oups can be used to limit the proxy accessto one or several groups. If several groups
are specified, they must be separated by a semicolon.

10.5.7. Filtering/policy enforcement of web content with Dans- Feedback {2}
Guardian

DansGuardian accepts website requests from the network and checks whether access by the sender of the
request is permitted. If so, the request is forwarded to the proxy server, Squid. For example, DansGuardian
allows the blocking of individual file types and suffixes or access to websites or domains.
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Figure 10.4. DansGuardian blocking a web site

Access has been Denied!

Access to the page:

http://localhost/malicious-file.exe

... has been denied for the following reason:
Banned extension: .exe
Categories:

Banned extension

You are seeing this error because what you attempted to access appears to
contain, or is labeled as containing, material that has been deemed
inappropriate.

If you have any gueries contact your ICT Coordinator or Network Manager.

Y¥OUR ORG NAME Powemrd by DansGuamian

It is also possible to scan requested files for viruses. In the default setting, the free virus scanner ClamAYV is
used. The setup is documented in the extended network management documentation [ext-doc-net].

Caution

Direct access to the proxy server Squid is restricted to access from the local host. Users working
on the system on which Squid and DansGuardian are installed have the possibility of bypassing the
filter functions by accessing Squid directly. The web proxy and DansGuardian should thus only be
installed on dedicated systems which users cannot log in to.

Following the installation of univention-dansguardian, the virus scanner and the filter for web contents are
activated.

Thefiltering of web content and the virus scanner can be activated separately. In order to deactivate the content
filter, the Univention Configuration Registry variable squi d/ cont ent scan must be set to no and Squid
restarted. To disablethe virus scanner, the Univention Configuration Registry variablesqui d/ vi r usscan
must be set to no. If neither of the two variablesis set to yes, DansGuardian is not used. After changes to
the variables Squid and - if available - DansGuardian must be restarted.

10.5.8. Definition of content filters for DansGuardian Feedback { )

Web content can be filtered based on file suffixes, MIME types, websites and individual URLSs. It is possible
to exempt individual computers or users from the filtering.

The filter function can be configured via the following Univention Configuration Registry variables. Where
several values areto be added, these must each be separated by blank spaces. Thefiltering is performed on the
basis of group memberships, i.e., different rules can be defined per group and as such it is possible to realize
different rights when accessing the Internet. Which groups are taken into account by DansGuardian can be
defined in the Univention Configuration Registry variable dansguar di an/ gr oups.
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It must be noted that the first group in the list plays a specia role. All users which cannot be assigned to one
of the specified groups are assigned to this one, i.e., the defined filter rules apply. This group is generally

assigned the lowest rights.

For group changes to take effect, DansGuardian needs to be restarted. This can be done either in the UMC
module System services or on the command line using the command

/etc/init.d/ dansguardi an restart

For changesto filter rules, it is sufficient to reload the configuration using the following command:

dansguardi an -g

The Univention Configuration Registry variables for the definition of thefilter rules contain the group names
replaced in the following list by gr oup.

Table 10.25. UCR variablesfor filter rules

UCR variable

Description

dans-
guar di an/ gr oups/ gr oup/
banned/ ext ensi ons

Fileswith the specified file suffixes may not be downloaded. The suffix
point must always be specified. If this variable is left blank, standard
values are used. To allow all file suffixes, the variable must be set to
' (string with ablank space). Example: ' . doc . xl s . exe'.

dans-
guar di an/ gr oups/ gr oup/
banned/ m net ypes

Files with the specified MIME types may not be downloaded. The
MIME type is specified by the delivering web server (or an application
running onit). Normally, the MIME types corresponding to the file suf-
fixes outlined above are specified. If thisvariable isleft blank, standard
values are used. To alow al MIME types, the variable must be set to
' (string with ablank space). Example: audio/mpeg application/zip

dans-
guar di an/ gr oups/ gr oup/
banned/ sites

Thiscan beused to block completeweb sites. Example:i | | egal - ex-
anpl e-websi te. com

dansguar di an/ gr oup/
banned/ url s

In contrast to the previous parameter, this can be used to block only
specific URLs of websites.

dansguar di an/ gr oup/
exception/urls

The access to the URL s specified here is not filtered by DansGuardian.

dansguar di an/ gr oup/
exception/sites

The access to the web sites specified here is not filtered by Dans-
Guardian.

dansguar di an/ bannedi -
paddr esses

This variable makes it possible to exclude individual clients (based on
the | P address) from accessing the proxy server

dansguar di an/ excepti on-
i paddr esses

This can be used to disable al filter rules for individual computers with
the result that all the files can be downloaded from the proxy server
from this computer. Thiscan be useful if, for example, an administration
computer should be used to download files for other users.

Caution

The definition of an exception rule for content filters using dansguar di an/ gr oup/ excep-
ti on/ * aso exemptsthe content from virus scanning!
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Chapter 11. File share management
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UCS supports the central management of directory shares. A share registered in Univention Management
Consoleis created on an arbitrary UCS server system as part of the UCS domain replication.

Provision for accessing clients can occur via CIFS (supported by Windows/Linux clients) and/or NFS (primar-
ily supported by Linux/Unix). The NFS shares managed in Univention Management Console can be mounted
by clients both viaNFSv3 and via NFSv4.

If afile shareis deleted on a server, the shared files in the directory are preserved.

To be ableto use access control lists on a share, the underlying Linux file system must support POSIX ACLs.
In UCSthefile systems ext 3, ext 4 and XFS support POSIX ACLs. The Samba configuration also allows
storing DOS file attributes in extended attributes of the Unix file system. To use extended attributes, the
partition must be mounted using the mount option user _xattr.

11.1. Access rights to data in shares

Access permissionsto filesare managed in UCS using usersand groups. All thefile serversinthe UCSdomain
access identical user and group data viathe LDAP directory.

Three access rights are differentiated per file: read, write and execute. Three access rights also apply per
directory: read and write are the same; the execute permission hererefersto the permission to enter adirectory.

Each file/directory is owned by auser and a group. The three permission outlined above can be applied to the
user owner, the owner group and all others.

If the setuid option isset for an executablefile, it can berun by userswith the privileges of the owner of thefile.

If the setgid option is set for adirectory, files saved there inherit the directory's owner group. If further direc-
tories are created, they also inherit the option.

If the sticky bit option is enabled for a directory, files in this directory can only be deleted by the owner of
thefile or the root user.

Access control lists allow even more complex permission models. The configuration of ACLs is described
in SDB 1042

In the Unix permission model - and thus under UCS - write permission is not sufficient to change the permis-
sions of afile. Thisis limited to the owner/owner group of afile. In contrast, under Microsoft Windows all
users with write permissions al so have the permission to change the permissions. This scheme can be adjusted
for CIFS shares (see Section 11.2).

Only initial usersand access permissionsare assigned when adirectory shareiscreated. If thedirectory aready
exists, the permissions of the existing directory are adjusted.

http://sdb.univention.de/1042
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Changesto the permissions of ashared directory performed directly in thefile system are not forwarded to the
LDAP directory. If the permissions/owners are edited within Univention Management Console, the changes
inthefile system are overwritten. Settingsto theroot directory of afile share should thus only be set and edited
with Univention Management Console. Additional adjustment of the access permissions of the subordinate
directories are then performed viathe accessing clients, e.g., via Windows Explorer, or directly viacommand
line commands on the file server.

The homes share plays a specia role within Samba. This share is used for sharing the home directories of the

users. This share is automatically converted to the user's home directory. Samba therefore ignores the rights
assigned to the share, and uses the rights of the respective home directory instead.

11.2. Management of shares in UMC Fecdback ()

File shares are managed in the UMC module Shares (see Section 4.2).

When adding/editing/deleting a share, it is entered, modified or removed in the / et ¢/ export s file and/
or the Samba configuration.

Figure11.1. Creatingasharein UMC

Shares: Project directory

General
T ..
NFS @
Samba
[Advanced settings] | Projer:t directo ry
[Options] Name *
[Policies] . .
_ucs-8044.test.intranet © . fvar/shares/project_folder
General settings Host* Directory *
Project_manager @‘ Project participants @‘
Directery owner of the share's root directory Directory owner group of the share’s root directory
Permissions for the share's root directory
Read Write Access
Owner 1] [ri) [t}
Group ] [t [c3]
Others 1] a [t}
Setgid Sticky bit
a [m]

Table11.1. 'General' tab

Attribute Description

Name The name of the shareisto be entered here. The name must be composed
of letters, numerals, full stops or blank spaces and must begin and end
with aletter or numeral.

Host The server where the shareislocated. All of the domain controller mas-
ter/backup/slave computers and member servers entered in the LDAP
directory for the domain are available for selection which are entered in
aDNS forward lookup zone in the LDAP directory.

Directory The absolute path of the directory to be shared, without quotation marks
(thisalso appliesif the nameincludes special characters such as spaces).
If the directory does not exist, it will be created automatically on the
selected server.
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Attribute

Description

If the Univention Configuration Registry variable |i sten-
er/ shares/renane issettoyes, the contents of the existing direc-
tory are moved when the path is modified.

No shares can be created in and below / proc,/t np, /root, / dev
and/ sys and no files can be moved there.

Directory owner of the share's root
directory

The user to whom the root directory of the share should belong, see
Section 11.1.

Directory owner group of the
share'sroot directory

The group to whom the root directory of the share should belong, see
Section 11.1.

Permissions for the share's root di-
rectory

Theread, writeand access permissionsfor theroot directory of the share,
see Section 11.1.

Table11.2.'NFS tab

Attribute

Description

NFS write access

Allows NFS write access to this share; otherwise the share can only be
used in read-only mode.

Subtree checking

If only one subdirectory of afile system is exported, the NFS server has
to check whether an accessed file is located on the exported file system
and in the exported path, each time access is made. Path information
is passed on to the client for this check. Activating this function might
cause problemsif afile opened by the client, is renamed.

Modify user ID for root user (root
squashing)

In the NFS standard procedure, identification of users is achieved via
user IDs. To prevent alocal root user from working with root permis-
sions on other shares, root access can be redirected. If thisoption is ac-
tivated, access operations are executed as user nobody.

The local group st af f, which is by default empty, owns privileges
which come quiteclosetor oot permissions, yet this group is not con-
sidered by the redirection mechanism. Thisfact should be bornein mind
when adding users to this group.

NFS synchronization

The synchronization mode for the share. The sync setting is used to
write datadirectly onthe underlying storage device. The opposite setting
- async - can improve performance but also involves the risk of data
lossif the server is shut down incorrectly.

Only allow access for these hosts,
IP addresses or networks

By default, al hosts are permitted access to a share. In this select list,
host names and | P addresses can be included, to which the accessto the
share isto be restricted. For example, access to a share containing mail
data could be restricted to the mail server of the domain.

Table 11.3. 'Samba' tab

Attribute

Description

Samba name

The NetBIOS name of the share. Thisisthe name under which the share
is displayed on Windows computersin the network environment. When
adding a directory share, Univention Management Console adopts the
name entered in the Name field of the Gener al tab as the default.

Samba write access

Permits write access to this share.
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Attribute

Description

Show in Windows network envi-
ronment

Specifieswhether the sharein question isto show up on Windows clients
within the network environment.

Allow anonymous read-only access
with a guest user

Permits access to this share without a password. Every accessis carried
out by means of the common guest user nobody.

MSDFS root

This option is documented in Section 11.3.

Users with write access may modi-
fy permissions

If this option is activated, all users with write permission to afile are
allowed to change permissions, ACL entries, and file ownership rights,
see Section 11.1.

Hide unreadable files/directories

If this option is activated, all files which are nonreadable for the user
due to their file permissions, will be hidden.

VFS Objects

Virtual File System (VFS) modules are used in Samba for performing
actions before an access to the file system of a share is made, eg., a
virus scanner which stores every infected file accessed in the share in
guarantine or server-side implementation of recycle bin deletion of files.

Table 11.4. 'Samba permissions' tab (advanced settings)

Attribute

Description

Force user

This username and its permissions and primary group is used for per-
forming all the file operations of accessing users. The usernameis only
used once the user has established a connection to the Samba share by
using his real username and password. A common username is useful
for using data in a shared way, yet improper application might cause
security problems.

Force group

A group which is to be used by all users connecting with this share, as
their primary group. Thereby, the permissions of this group automati-
cally apply as the group permissions of all these users. A group regis-
tered here has a higher priority than a group which was assigned as the
primary group of a user viathe Force user entry field.

If a+ signisprefixed to the group name, then the group isassigned asa
primary group solely to those users which are already members of this
group. All other usersretain their primary groups.

Valid users or groups

Names of users or groups which are authorized to access this Samba
share. To al other users, accessisdenied. If thefield isempty, al users
may accessthe share- if necessary after entering apassword. Thisoption
is useful for securing access to a share at file server level beyond the
file permissions.

The entries are to be separated by spaces. The specia characters @, +
and & can be used in connection with the group name for assigning
certain permissions to the users of the stated group for accessing the
Samba share;

> A name beginning with the character @ will first be interpreted as a
NIS Netgroup. Should no NIS Netgroup of this name be found, the
name will be considered asa UNIX group.

> A name beginning with the character + will be exclusively considered
asa UNIX group, a name beginning with the character & will be ex-
clusively considered as a NIS Netgroup.
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> A name beginning with the characters +&, will first be interpreted as
a UNIX group. Should no UNIX group of this name be found, the
name will be considered asaNIS Netgroup. The characters & + asthe

beginning of a name correspond to the character @.
Invalid users or groups The users or groups listed here cannot access the Samba share. The syn-

tax isidentical to the one for valid users. If auser or group is included
inthelist of valid users and unauthorized users, accessis denied.

Restrict write access to these users/ | Only the users and groups listed here have write permission for the cor-
groups responding share.

Allowed hosts/networks Names of computers which are authorized to access this Samba
share. All other computers are denied access. In addition to comput-
er names, it is also possible to specify IP or network addresses, e.g.,
192. 168. 0. 0/ 255. 255. 255. 0.

Denied hosty/networks The opposite to the authorized computers. If acomputer appearsin both
lists, the computer is permitted to access the Samba share.
NT ACL support If this option is activated, Samba will try to show POSIX ACLs under

Windows, and to adopt changes to the ACLs, which were performed
under Windows, for the POSIX ACLs.

If thisoptionisnot set, existing POSI X ACL sareeffectivebut not shown
under Windows, and consequently cannot be changed under Windows.

Inherit ACLs When activating thisoption, each file created in thissharewill inherit the
ACL (Access Control List) of the directory where the file was created.

Create files/directories with the|When activating this option, each newly created file will not be assigned
owner of the parent directory of the user who created thefile, but to the owner of the superior directory
instead.

Create files/directories with per-|When activating this option, for each file or directory created in this
missions of the parent directory | share, the UNIX permissions of the superior directory will automatically
be adopted.

If anew fileis created on a Samba server from a Windows client, the file permissions will be set in several
steps:

1. Firgt, only the DOS permissions are translated into UNIX permissions.

2. Then the permissions are filtered via the Filemode. UNIX permissions which are marked in File mode,
are the only ones preserved. Permissions not set here, will be removed. Thus, the permissions have to be
set as UNIX permissions and in File mode in order to be preserved.

3. In the next step, the permissions under For ce file mode are added. As aresult, the file will have all the
permissions set after step 2 or under For ce file mode. This means, permissions marked under For ce file
mode are set in any case.

Accordingly, anewly created directory will initially be assigned the same permissions as that which are set as
UNIX permissions and in Directory mode at the same time. Then these permissions are completed by those
marked under For ce directory mode.

In asimilar way, the security settings are adopted for existing files and directories the permissions of which
are edited under Windows:
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Only those permissions can be changed under Windows, which are marked in Security mode or in Directo-
ry security mode. Once this is done, the permissions marked under Force security mode of under Force
directory security mode are set in any case.

Thus, the parameters File mode and For ce file mode, or Directory mode and For ce directory mode are ap-
plied during the creation of afile or directory, while the parameters Security mode and For ce Security M ode
or Security directory mode and For ce security directory mode are applied when changing permissions.

Note

The security settings only relate to the access via Samba.

The user on the Windows side does not receive any notification of the fact that the file or directory
authorizations might by changed according to the Samba settings on this tab.

Table 11.5. 'Samba extended per missions' tab (advanced settings)

Attribute Description

File mode The permissions Samba is to adopt when creating afile, provided they
are set under Windows.

Directory mode The permissions Samba is to adopt when creating a directory, provided
they are set under Windows.

Force file mode The permissions Samba is to set in any case when creating afile, irre-
spective of whether they are set under Windows or not.

Force directory mode The permissions Samba is to set in any case when creating a directory,
irrespective of whether they are set under Windows or not.

Security mode The file permissions to which Samba is to permit changes made from
Windows side.

Directory security mode The directory authorizations to which Sambaisto permit changes made
from Windows side.

Force security mode The permissions Samba is to set in any case (irrespective of whether
they are set under Windows or not), if file permissions are changed from
Windows side.

Force directory security mode The permissions Sambaisto set in any caseif directory permissions are

changed from Windows side (irrespective of whether they are set under
Windows or not).

Table 11.6. 'Samba options' tab (advanced settings)

Attribute Description

Locking L ocking means preventing concurrent access to afile, making an exclu-
sive access possible. When activating this checkbox, Samba will 1ock
the accessto files on the client's request.

Deactivating this option can be useful for improving performance, yet
it should generally not be set in shares with write access, since without
locking, files might be corrupted due to concurrent access.

Blocking locks Clients can send a lock request with a time limit for a certain area of
an open file.

In case Sambaisunableto comply with athelock request, and thisoption

is activated, then Samba will - in periodical intervals until the expiry
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Attribute

Description

of the time limit - try to lock the requested file area. If the option is
deactivated, no further attempt will be made.

Strict locking

If this option is activated, Samba will with each read or write access
check if the file is locked, and will deny access if required. On some
systems, this procedure can take along time.

If this option is deactivated, Sambawill check if thefileislocked on the
client's request exclusively. Well configured clients ask for a check in
all important cases, so that this option is usually unnecessary.

Oplocks

If this option is activated, Sambawill use so-called opportunistic locks.
This can improve the speed of file access considerably. However, the
option permitsclientslocal caching of filesonalargescae. Inunreliable
networks it might therefore be necessary to do without Oplocks.

Level 2 Oplocks

When activating this option, Samba will support an extended form of
Oplocks, the so-called opportunistic read-only locks or Level 2 Oplocks.
Windows clients receiving a read/write Oplock for afile can then scale
down thisOplock to aread-only Oplock instead of having to abandon the
Oplock completely as soon as a second client opensthefile. All clients
supporting Level 2 Oplocks, will then cache read access processes to
the file exclusively. Should one of the clients write to the file, al the
other clients will be asked to abandon their Oplocks, and to empty their
caches.

It is recommended to activate this option to speed up access to files
which are normally not written to (e.g. programs/ executable files).

Note

If kernel Oplocks are supported, Level 2 Oplocks will not be
allowed, even if the option is activated. Only if the checkbox
Oplocksisaso ticked, this option will become valid.

Fake Oplocks

When activating this option, Sambawill allow all Oplock requestsirre-
spective of the number of clients having access to a file. This method
considerably improves performance, and is useful for shares which can
only be accessed for reading (e.g. CD-ROMs), or where it is ensured
that there can never occur a situation when several clients make access
at the sametime.

If it cannot be excluded that severa clients make reading and writing
access to a file at the same time, this option should not be activated,
sinceit may cause dataloss.

Block size

Theblock sizein bytesin which unoccupied disk spaceisto be reported
to the clients. By default, this size is defined as 1024 bytes.

Client-side caching policy

This option specifies in which way the clients are to cache the files of
thisshareoffline. Theavailable alternatives are manual, documents, pro-
grams, and disable.

Hidefiles
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Filesand directoriesto be accessed under Windows, yet not to bevisible.
Such files or directories are assigned the DOS attribute hidden.

When entering the names of files and directories, upper and lower case
letters are to be differentiated. Each entry is to be separated from the
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next by a slash. Since the slash can thus not be used for structuring path
names, the input of path namesis not possible. All files and directories
of this name within the share will be hidden. The names may include
spaces and the wildcards * and 2.

Asan example, /.* /test/ hides all filesand directories the names of which
begin with adot, or which are called test.

Note

Entriesin thisfield have animpact on the speed of Sambasince
every time particular contents of the share are to be displayed,
all files and directories have to be checked according to the

activefilters.
Postexec script A script or command which is to be executed on the server if the con-
nection to this shareis finished.
Preexec script A script or command which is to be executed on the server each time a

connection to this share is established.

Table 11.7. 'Samba custom settings' tab (advanced settings)

Attribute Description

Custom share settings Apart from the properties which can, as a standard feature, be config-
ured in a Samba share, this setting makes it possible to define further
arbitrary Samba settings within the share. A list of available options can
be obtained by the command man smb. conf . In Key the name of the
optionisto be entered, and in the Valuefield the value to be set. Double
entries of configuration options are not checked.

Caution

The definition of extended Samba settingsis only necessary in
very special cases. The options should be thoroughly checked
since they might have security-relevant effects.

Table 11.8. 'NFS custom settings tab (advanced settings)

Attribute Description

Custom NFS share settings Apart from the properties in the NFS tab, this setting makes it possible
to define further arbitrary NFS settings for the share. A list of available
options can be obtained by the command nan 5 exports. Double
entries of configuration options are not checked.

Caution

The definition of extended NFS settings is only necessary in
specia cases. The options should be thoroughly checked since
they might have security-relevant effects.
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Table 11.9. '(Options)' tab

Support for MSDFS

Attribute

Description

Export for Samba clients

Thisoption defineswhether the shareisto beexported for Sambaclients.

Export for NFS clients

This option defines whether the shareis to be exported for NFS clients.

11.3. Support for MSDFS

The Microsoft Distributed File System (M SDFS) isadistributed file system which makesit possible to access
shares spanning several servers and paths as a virtual directory hierarchy. The load can then be distributed

across several servers.

Setting the M SDFS Root option for a share (see Section 11.2) indicates that the shared directory is a share
which can be used for the MSDFS. References to other shares are only displayed in such an MSDFS root,

elsewhere they are hidden.

To be ableto utilize the functions of adistributed file system, the Univention Configuration Registry variable
sanba/ enabl e- nsdf s hasto be set to yes on afile server. Afterwards Samba has to be restarted.

For creating a reference named t of b from server sa within the share f a to share f b on the server sh, the

following command has to be executed in directory f a:

In -s nedfs:sb\\fb tofb

This reference will be displayed on every client capable of MSDFS (e.g. W ndows 2000 and W ndows

XP) asaregular directory.

Caution

Only restricted user groups should have write access to root directories. Otherwise, it would be pos-
sible for users to redirect references to other shares, and intercept or manipulate files. In addition,
paths to the shares, as well as the references are to be spelled entirely in lower case. If changes are
made in the references, the concerned clients have to be restarted. Further information on thisissue
can be found in the Samba documentation [ samba3-howto-chapter-20] in the chapter 'Hosting a Mi-
crosoft Distributed File System Treg'.

11.4. Configuration of file system quota

UCS allows the limiting of the storage space available to a user on a partition. These thresholds can be set as
either a quantity of storage space (e.g., 500 MB per user) or a maximum number of files without a defined

size limit.

Two types of thresholds are differentiated:

o Thehard limit isthe maximum storage space auser can employ. If it isattained, no further files can be saved.

o |f the soft limit is attained - which must be smaller than the hard limit - and the storage space used is still
below the hard limit, the user is given a grace period of seven days to delete unused data. Once seven days
have elapsed, it isno longer possible to save or change additional files. A warning is displayed to userswho
access afile system with an exceeded quota via CIFS (the threshold is based on the soft limit).

If aquotavalue of 0 has been configured, it is evaluated as an unlimited quota.

Quotas can either bedefined viathe UM C modul e Filesystem quotasor apolicy for shares, see Section 11.4.2.
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File system quotas can only be applied on partitions with the file systems ext 2, ext 3, ext 4 and XFS.
Before filesystem quotas can be configured, the use of file system quotas needs to be activated per partition,
see Section 11.4.1.

11.4.1. Activating filesystem quota Feedback {2}

In the UMC module Filesystem quotas, al the partitions are listed on which quotas can be set up. Only
partitions are shown which are currently mounted under a mount point.

Figure 11.2. Managing quota in the UMC

List partitions Refresh

Set, unset and modify filesystem quota

Partition Mount point Quota Size (GB)  Free (GB)
Jdev/mapper/vg_ucs-home /home Deactivated 7.3 73
Jdev/mapper/vg_ucs-root ! Deactivated 3.7 3.4
Jdev/mapper/vg_ucs-tmp ftmp Deactivated 0.4 0.3
Jdev/mapper/vg_ucs-usr Jfusr Deactivated 3.7 2.4
Jdev/mapper/vg_ucs-var Jvar Deactivated 2.7 2.5
Jdev/vdai /boot Deactivated 0.4 0.4

0
(m]
(m]
(m]
(m]
(m]
(m]

The current quota status (activated/deactivated) is shown and can be changed with Activate and Deactivate.

If quota has been activated on a XFS root-partition, the system has to be rebooted.

11.4.2. Configuring filesystem quota Feedback {2}

Quotas can either bedefined viathe UM C modul e Filesystem quotasor apolicy for shares, see Section 11.4.2.
The configuration through a policy allows setting a default value for all users, whilethe UMC module allows
easy configuration of user-specific quota values.

The user-specific quota settings can be configured with the UMC module Filesystem quotas. The permitted
storage quantities can be set with the pencil symbol for all enabled partitions. All the settings are set user-
specifically. Add can be used to set the thresholds for soft and hard limits for a user.

The quota settings can also be set with a User quota share policy. The settings apply for all users of a share;
it is not possible to establish different quota limits for different users within one policy.

Quota settings that are applied via a quota policy are by default only applied once to the filesystem. If the
setting is changed, it will not be applied automatically on the next user login. To inherit changed quotaval ues,
the option Reapply settings on every login can be activated at the quota policy.

Quota policies can only be used on partitions for which the quota support is enabled in the UMC module,
see Section 11.4.1.

Note

Filesystem quotas always apply to afull partition. Even if the policies are defined for shares, they are
used on complete partitions. If, for example, three shares are provided on one server which are all
saved on the separate/ var / partition and three different policies are configured and used, the most
restrictive setting applies for the complete partition. If different quotas are used, it is recommended
to distribute the data over individual partitions.
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11.4.3. Evaluation of quota during login Feedback £}

The settings defined in the UCS management system are eval uated and enabled during login to UCS systems
by thetool uni venti on- user - quot a runin the PAM stack.

If no quota are needed, the evaluation can be disabled by setting the Univention Configuration Registry vari-
ablequot a/ user def aul t tono.

If the Univention Configuration Registry variable quot a/ | ogfi | e is set to any file name, the activation
of the quotasislogged in the specified file.

11.4.4. Querying the quota status by administrators or users Feedback { )

A user can view the quota limits defined for a system using the command r epquot a - va, e.g.:

*** Report for user quotas on device /dev/vdbl
Bl ock grace tinme: 7days; |Inode grace tine: 7days

Block linmts File limts
User used sof t hard grace used soft hard grace
r oot -- 20 0 0 2 0 0
Adni ni strator -- 0 0 102400 0 0 0
user 01 -- 234472 2048000 4096000 2 0 0
user 02 -- 0 2048000 4096000 0 0 0

Statistics:

Tot al bl ocks: 8

Data bl ocks: 1
Entries: 4

Used average: 4.000000

Logged in users can use the quot a - v command to view the applicable quota limits and the current uti-
lization.

Further information on the commands can be found in the man pages of the commands.
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Chapter 12. Print services
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12.1. Introduction Feedback ()

Univention Corporate Server includes aprint system, which can also be used to realize complex environments.
Printers and printer groups can be created and configured conveniently in Univention Management Console.
Extensionsfor cost cal culation and page limitation can be installed subsequently using the print quota system.

The print services are based on CUPS (Common Unix Printing System). CUPS manages print jobs in print
gueues and converts print jobs into the native formats of the connected printers. The print queues are also
administrated in Univention Management Console, see Section 12.6.

All printers set up in CUPS can be directly used by UCS systems and are automatically also provided for
Windows computers when Sambais used.

The technical capacities of a printer are specified in so-called PPD files. These files include for example
whether aprinter can print in color, whether duplex printing is possible, whether there are several paper trays,
which resolutions are supported and which printer control languages are supported (e.g., PCL or PostScript).

Print jobsaretransformed by CUPSwith the help of filtersinto aformat that the respective printer caninterpret,
for example into PostScript for a PostScript-compatible printer.

UCS aready includes a wide variety of filters and PPD files. Consequently, most printers can be employed
without the need to install additional drivers. The setting up of additional PPD filesisdescribed in Section 12.9.

A printer can either be connected directly to the print server locally (e.g., viathe USB port or aparallel port)
or communicate with a printer via remote protocols (e.g., TCP/IP compatible printers, which are connected
vial PP or LPD).

Network printerswith their own | P address should be registered in the computer administration of Univention
Management Console as an |P managed client (see Section 3.3).

CUPS offers the possibility of defining printer groups. The included printers are used employed alternating,
which allows automatic load distribution between neighboring printers.

The print quota system, which can beinstalled using the univention-printquota package, can be used to install
an expansion for recording incurred printer costs and for limiting the number of pages to be printed. The
setting and configuration is documented in the extended documentation [ext-print-doc].

Print shares from Windows systems can also be integrated in the CUPS print server, see Section 12.4.

12.2. Installing a print server Feedback{ )

A printserver can be installed from the Univention App Center with the application Print server (CUPS).
Alternatively, the software package univention-printserver can be installed (uni venti on-run-j oi n-
scri pt s must be executed after installation). Additional information can be found in Section 5.6.
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12.3. Setting the local configuration properties of a print rews«
server

The configuration of the CUPS print server isperformed viasettingsfrom the LDAP directory serviceand Uni-
vention Configuration Registry. If the Univention Configuration Registry variablecups/ i ncl ude/ | ocal
issettotrue,the/ etc/ cups/ cupsd. | ocal . conf fileisincluded, in which arbitrary options can be
defined.

If an error occurs when working through a printer queue (e.g., because the connected printer is switched off),
the further processing of the queue is stopped in the default setting. This must then be reactivated by the

administrator (see Section 12.6). If the Univention Configuration Registry variable cups/ err or pol i cy
is set to retry-job, CUPS automatically attempts to process unsuccessful print jobs again every 30 seconds.

12.4. Creating a printer share Feedback{ )

Print shares are administrated in the UMC module Printers with the Printer share object type (see Sec-
tion 4.2).

Figure 12.1. Creating a printer share

Printers: LZentrale1 mlOL)
p— °
Access control
[Policies]

LZentralet L
General settings Name * Windows name

_ucs-8044.test.intranet O

Spool host

+ New entry

Alps &, Alps MD-1000 Foomatic/md2k &,

Printer producer Printer model *

Location Description

[ Enable quota suppart

Price per page Price per print job

When adding/deleting/editing a printer share, the printer is automatically configured in CUPS. CUPS does
not have an LDAP interface for printer configuration, instead the pri nt er s. conf fileis generated viaa
listener module. If Samba is used, the printer shares are also automatically provided for Windows clients.

Table12.1. 'General' tab

Attribute Description

Name (*) Thisinput field contains the name of the printer share, which is used by
CUPS. The printer appears under thisnamein Linux and Windows. The
name may contain aphanumeric characters (i.e., uppercase and lower-
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Attribute Description
case letters ato z and numbers 0 to 9) as well as hyphens and under-
scores. Other characters (including blank spaces) are not permitted.
Spool host (*) A print server manages the printer queue for the printersto be shared. It

converts the data to be printed into a compatible print format when this
is necessary. If the printer is not ready, the print server saves the print
jobs temporarily and forwards them on to the printer subsequently. If
more than one print server is specified, the print job from the client will
be sent to the first print server to become available.

Only domain controllers and member servers on which the univen-
tion-printserver package isinstalled are displayed in the list.

Protocol and Destination (*)

www.univention.de

These two input fields specify how the print server accesses the printer:

The following list describes the syntax of the individual protocols for
the configuration of printers connected locally to the server:

o parallel://devicefile

Example: paral | el : //dev/ I p0
o socket://server:port

Example: socket : // printer_03: 9100
o ush://devicefile

Example: usb: / / dev/ usb/ | p0

The following list describes the syntax of the individual protocols for
the configuration of network printers:

o http://server[:port]/path

Example: htt p: //192. 168. 0. 10: 631/ printers/renote
o i pp://server/printers/queue

Example: i pp: // printer_ 01/ printers/xerox
o | pd://server/queue

Example: | pd: //10. 200. 18. 30/ bwdr af t

Thecups- pdf protocol isused for integrating apseudo printer, which
createsaPDF document from al the print jobs. The setup isdocumented
in Section 12.7.

Thefil e:/ protocol expects afile name as atarget. The print job is
then not sent to the printer, but instead written in thisfile, which can be
useful for test purposes. The file is rewritten with every print job.

Thesnb: // protocol can be used to mount a Windows print share. For
example, to integrate the | aser 01 printer share from Windows sys-
temwi n01, wi n01/ | aser 01 must be specified as destination. The
manufacturer and model must be selected according to the printer in
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Attribute Description
guestion. The print server uses the printer model settings to convert the
print jobs where necessary and send these directly to the URI sib: / /
wi n01/ | aser 01. No Windows drivers are used in this.
Independent of these settings, the printer share can be mounted by other
Windows systems with the corresponding printer drivers.

Manufacturer When the printer manufacturer is selected, the Printer model selection

list updates automatically.

Printer model (*)

This selection list shows all the printers PPD files available for the se-
lected manufacturer. If the required printer model is not there, asimilar
model can be selected and atest print used to establish correct function.
Section 12.9 explains how to expand the list of printer models.

Samba name

A printer can also be assigned an additional name by which it can be
reached from Windows. Unlike the CUPS name (see Name), the Samba
name may contain blank spaces and umlauts. The printer is then avail-
able to Windows under both the CUPS name and the Samba name.

Using a Samba name in addition to the CUPS nameis practical, for ex-
ample, if the printer was already in use in Windows under aname which
contains blank spaces or umlauts. The printer can then still be reached
under this name without the need to reconfigure the Windows comput-
ers.

Enable quota support

If quota were activated for this printer, the quota settings on the [Print
Quota] policy apply.

The print quota system needsto beinstalled for this, see [ext-print-doc].

Price per page

The user is charged the value given in this input field for every page
printed. The incurred costs are summarized in the user's account and
used for the accurate calculation of print costs. If no value is specified,
print costs will not be calcul ated.

The print quota system needsto be installed for this.

Price per print job

The user is charged thevalue givenin thisinput field for every print job.
Theincurred costs are summarized in the user's account and used for the
accurate calculation of print costs. If no value is specified, print costs
will not be calculated.

The print quota system needsto be installed for this.

Location This data is displayed by some applications when selecting the printer.
It can be filled with any text.
Description Thisisdisplayed by some applications when selecting the printer. It can

be filled with any text.

Table 12.2. 'Access Control' tab

Attribute

Description

Access control
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Accessrightsfor the printer can be specified here. Access can belimited
to certain groups or users or generally allowed and certain groups or
users blocked specifically. Asstandard, accessisavailablefor all groups
and users. These rights are also adopted for the corresponding Samba
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Attribute Description
printer shares, so that the same access rights apply when printing via
Samba as when printing directly via CUPS.
This access control is useful for the management of printers spread
across severa locations, so that the users at location A do not see the
printers of location B.
Allowed/denied users Thislistsindividual users for whom access should be controlled.
Allowed/denied groups Thislistsindividual groups for whom access should be controlled.

12.5. Creating a printer group Fecdback ()

CUPS offers the possibility to group printers into classes. These are implemented in UCS as printer groups
Printer groups appear to clients as normal printers The aim of such a printer group isto create a higher avail-
ability of printer services. If the printer group is used to print, the job is sent to the first printer in the printer
group to become available. The printers are selected based on the round robin principle so that the degree of
utilization is kept uniform.

Figure 12.2. Configuring a printer group

Printers: Lazer printers HQ

General

T

[Policies] enera @
General settings _Lazer printers HQ

Mame *

_ucs-8044 test.intranet @‘ -

Spool host

+ New entry

Windows name
LZentralel @‘ -
Group members

LZentrale2 @‘ =
Group members

LZentrale3 @‘ -
Group members

+ New entry

[ Enable guota support

Price per page Price per print job

A printer group must have at | east one printer asamember. Only printersfrom the same server can be members
of the group.
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The possibility of grouping printers shares from different printer serversin a printer group makes it
possible to select printer groups as members of a printer group. This could result in a printer group
adopting itself as a group member. This must not be allowed to happen.

Printer groups are administrated in the UMC module Printers with the Printer share object type (see Sec-

tion 4.2).

Table12.3. 'General' tab

Attribute

Description

Name (*)

This input field contains the names of the printer group share, which is
used by CUPS. The printer group appears under this name in Linux and
Windows.

The namemay contain al phanumeric characters(i.e., uppercaseand low-
ercase |etters ato z and numbers 0 to 9) as well as hyphens and under-
scores. Other characters (including blank spaces) are not permitted.

Spooal host (*)

A range of print servers (spoolers) can be specified here to expand the
list of printers available for selection. Printers which are assigned to the
servers specified here can then be adopted in the Group memberslist
from the selection arranged below them.

Samba name

A printer group can also be assigned an additional name by which it
can reached from Windows. Unlike the CUPS name (see Name), the
Samba hame may contain blank spaces and umlauts. The printer isthen
available to Windows under both the CUPS name and the Samba name.

Using a Samba name in addition to the CUPS nameis practical, for ex-
ample, if the printer group was already in use in Windows under aname
which contains blank spaces or umlauts. The printer group can then till
be reached under this name without the need to reconfigure the Win-
dows compuiters.

Group members

Thislist is used to assign printersto the printer group.

Enable quota support If quota were activated for this printer group, the quota settings on the
[Print Quota] tab apply.
The print quota system needsto be installed for this, see [ext-print-doc].
Price per page The user is charged the value given in this input field for every page

printed. The incurred costs are summarized in the user's account and
used for the accurate calculation of print costs. If no value is specified,
print costs will not be calculated.

Price per print job

The user is charged thevalue givenin thisinput field for every print job.
Theincurred costs are summarized in the user's account and used for the
accurate calculation of print costs. If no value is specified, print costs
will not be calculated.

12.6. Administration of print jobs and print queues
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The UMC module Printer Administration allows you to check the status of the connected printers, restart
paused printers and remove print jobs from the queues on printer servers.
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Figure 12.3. Printer administration

Print jobs ®

Printer administration T [Tt Then

This module lets you manage the printers defined on
your machine

Quota Description

O ucs-8044 Printer-1 active inactive Printer-1

Printer name @‘
Search key

Pattern

The start page of the module contains a search mask with which the available printers can be selected. The
results list displays the server, name, status, print quota properties, location and description of the respective
printer. The status of more than one printer can be changed simultaneously by selecting the printers and
running either the deactivate or activate function.

The configuration of the print quota settings is documented in the extended documentation [ext-print-doc].

Clicking on the printer name displays details of the selected printer. The information displayed includes alist
of the print jobs currently in the printer queue. These print jobs can be deleted from the queue by selecting
the jobs and running the [Delete] function.

12.7. Generating PDF documents from print jobs Feedback ()

Installing the univention-printserver-pdf package expands the print server with a special cups-pdf printer
type, which converts incoming print jobs into PDF documents and add them in a specified directory on the
printer server where they are readable for the respective user. After the installation of the package, uni ven-

tion-run-join-scripts mustberun.

The cups-pdf:/ protocol must be selected when creating a PDF printer in Univention Management Console
(see Section 12.4); the destination field remains empty.

PDF must be selected as Printer producer and Generic CUPS-PDF Printer as Printer model.

The target directory for the generated PDF documents is set using the Univention Configuration Registry
variable cups/ cups- pdf / di rect ory. Asstandard it isset to/ var / spool / cups- pdf / %J so that
cups-pdf uses a different directory for each user.

Print jobs coming in anonymously are printed in the directory specified by the Univention Configuration
Registry variable cups/ cups- pdf / anonynous (standard setting: / var / spool / cups- pdf /).

In the default setting, generated PDF documents are kept without any restrictions. If the Univention Config-
uration Registry variable cups/ cups- pdf / cl eanup/ enabl ed issettot r ue, old PDF print jobs are
deleted viaa Cron job. The storage time in days can be configured using the Univention Configuration Reg-
istry variable cups/ cups- pdf / cl eanup/ keep.

12.8. Mounting of print shares in Windows clients Feedback{ )

The printer shares set up in Univention Management Console can be added as network printers on Windows
systems. This is done via the Control Panel under Add a device -> Add a printer. The printer drivers need
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to be set up during the first access. If the drivers are stored on the server side (see below), the drivers are
assigned automatically.

Printer shares are usually operated using the Windows printer drivers provided. The network printer can al-
ternatively be set up on the Windows side with a standard PostScript printer driver. If a color printer should
be accessed, a driver for a PostScript-compatible color printer should be used on the Windows side, e.g., HP
Color LaserJet 8550.

Caution

Theprinter can only beaccessed by aregular user when hehaslocal permissionsfor driver installation
or the respective printer driverswere stored on the printer server. If thisisnot the case, Windows may
issue an error warning that the permissions are insufficient to establish a connection to the printer.

Windows supports a mechanism for providing the printer drivers on the print server (Point 'n' Print). The
following guide describes the provision of the printer drivers in Windows 7 for a print share configured in
the UMC. Firstly, the printer drivers must be stored on the print server. There are a number of pitfallsin the
Windows user wizard, so it isimportant to follow the individual steps precisely.

1. Firstly, the printer drivers must be downloaded from the manufacturer's website. If you are using an envi-
ronment in which 64-bit installations of Windows are used, you will need both versions of the drivers (32
and 64 bit). The | NF files are required.

2. Now you need to start the printmanagement.msc program. Clicking on Add/remove server inthe Action

menu item allows you to add another server. The name of the printer server needs to be entered in the
Add server input field.

Figure 12.4. Add printer server

r
&TPrthanagEm&nt [= =] =]
File Actiocn View Help |
e 4 | bl | E ‘ 7] Add/Remove Servers @
i Print Management Configure Print Management Actions
= % Custom Filters P o~
. 3 Print Servers Speify print server .
- = Deployed Printers add servers: More Actions ’
| Browse...
Add the Local Server
Print servers
master401 Remove
QK ] [ Cancel ] [ Apply ] [ Help

3. The newly added printer server should now belisted in the print management program. Clicking on Print-
ersdisplays the printer shares currently set up on the printer server.
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Figure 12.5. Printer list

&T Print Management EI@

File Actiocn View Help
=2 2@ c=BE

E‘E‘ Print Management Printer Name Queue Status JebsIn.. Server Name | Actions
- [#] Custom Filters

2 prints EHP-Celor Ready 0 masterd01 Printers -
“ 8 _|mt Elt;e-'l:]l 9 Sales- Printer Ready 0 masterd01 More Actions »
4 B master P Test Readhy 0 masterd01
> 3] Drivers -
¢ o FOTMS
> W Ports
= Printers
- = Deployed Printers

4. Clicking on Driversliststhe saved printer drivers. Clicking on Add driver in the Action menu item opens
the dialogue window for the driver installation. We recommend downloading the printer drivers directly
from the manufacturer and selecting them during the driver installation. If you are using an environment
containing 64-hit versions of Windows, start by performing acheck to seeif the Univention Configuration
Registry variable sanba/ spool ss/ architecture isset to Wndows x64 on the UCS Samba
system. If this is not the case, both the 32-hit and the 64-hit drivers must be uploaded; if your domain
only uses 64-bit Windows systems, the 32-bit driver can beignored. The driversfor the different Windows
architectures can be uploaded one after the other or together. If both driver architectures are selected for
uploading at the sametime, the 64-bit driver should be sel ected first in the subsequent fil e sel ection window.
Once Windows has uploaded these files to the server, it asks for the location of the 32-bit drivers again.
They are then also uploaded to the server.
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Figure 12.6. Driver installation

E@Prmt Managerent EI@

File Acticn View Help

=2 6]
Fﬁ Print Management -
» % Custom Filters

Q;q Add Printer Driver Wizard on masterdd1 @ [

4 f! Print Servers . . =
4 3 mastend0l Welcome to the Add Printer Driver »
%) Drivers Wizard on master401
b gy Forms
> 0 Ports
= Printers This wizard helps you install printer drivers for various

> m=n Deployed Printers platforms on 2 print server.

The appropriate printer drivers are then autematically installed
©h your cemputer or on other network computers when they
connect to the print server,

To continue, click Mext.

[

5. After these steps the drivers are stored in the directory / var/ | i b/ sanba/ dri ver s/ on the print
server.

6. The print share now needs to be linked to the uploaded printer driver. To do so, the list of the printers
available on the printer server is opened in the printmanagement.msc program. The properties can be
listed there by double-clicking on the printer.

Figure 12.7. Selecting a printer

'@ Print Management EI@

File Action View Help |
| 7B X |

i Print Management Printer Name Queue Status lobsIn.. Server Mame | Actions
> (7| Custom Filters

4 ﬂ Print Servers

PHP-Color Ready 0 masterd01 Printers -

3 reriol Lt SalesfPrint; master401 More Actions »
4 master: s
5 P Test Ready 0 master401
4. Fn'Er" Sales-Printer -
> gy Forms
. :_'] Ports IMore Actions 3
= Printers

 m=n Deployed Printers

7. If no printer driver is saved, a message is displayed saying that there is no printer driver installed. The
prompt to install the driver should be closed with No here.
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Figure 12.8. Error message on first access

Printer Properties @

_ The " printer driver is not installed on this

* computer. Some printer properties will
not be accessible unless you install the
printer driver. Do you want to install the
driver now?

) )

8. The uploaded driver now needs to be selected from the dropdown menu under Driversin the Advanced
tab. Then click on Apply (Important: Do not click on OK!).

9. The uploaded driver now needs to be selected from the dropdown menu under Driversin the Advanced
tab. Then click on Apply (Important: Do not click on OK!).

10.If the printer driver in question isbeing assigned to aprinter for the first time, adialogue window is shown,
asking whether the printer can be trusted. This should be confirmed with I nstall driver. The printer drivers
saved on the server side are now downloaded to the client. If the printer driver in question has already been
downloaded to the Windows system in question in this manner before, Windows displays an error message
at thispoint 0x0000007a. This can smply be ignored.

11.Important: Now, instead of clicking directly on OK, you need to return to the General tab again. The old
name for the printer share should still be displayed on the tab. In UCS releases earlier than UCS 4.0-1, it
is possible that the Windows system has changed the name of the printer share to the name of the printer
driver. If that were accepted, the printer would no longer be associated with the share! If thisis the case,
the name of the printer on the General tab (the first input field next to the stylized printer symbol) needs
to be reset to the name of the print share. This can be done using the Samba name field configured in the
print management of the UMC (or if this was left blank, use the value from Name). If the name has had
to bereset in this fashion, Windows then asks if you are sure that you want to change the name when OK
is clicked. Confirm the prompt.

12.To givethe Windows printer driver the opportunity to save correct standard settingsfor the printer, you now
need to switch to the Device settings tab. The name of the tab differs from manufacturer to manufacturer
and may also be Settings or even just Configuration. Clicking on OK closes the window. Y ou can then
print atest page. If Windows displays an error message here 0x00000006, the printer settings must be
checked again to see whether there is a manufacturer-specific tab called Device settings (or something
similar). If so, it should be opened and then simply confirmed with OK. This closes the dial ogue window
and saves the printer drivers settings (Pr i nt er Dri ver Dat a)in the Sambaregistry.

13.At this point, it is also practical to make the settings for the paper size and other parameters, so that they
are saved in the print share. Other Windows systems which subsequently access the print share will then
find the correct settings automatically. These settings can usually be opened by clicking on the Standar d
values... button in the Advanced tab of the printer settings. The dialogue window which opens also varies
from manufacturer to manufacturer. Typically, the settings for paper size and orientation are found on a
tab called Page set-up or Paper/Quality. Once the dialogue has been confirmed by clicking on OK, the
printer driver saves these settings (as Def aul t DevMode) for the printer in the Samba registry.

12.9. Integrating additional PPD files

The technical capacities of a printer are specified in so-called PPD files. These files include for example
whether aprinter can print in color, whether duplex printing is possible, whether there are several paper trays,
which resolutions are supported and which printer control languages are supported (e.g., PCL or PostScript).
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In addition to the PPD filesaready included in the standard scope, additional onescan be added viaUnivention
Management Console. The PPDs are generally provided by the printer manufacturer and need to be copied
intothe/ usr/ shar e/ ppd/ directory on the print servers.

The printer driver lists are administrated in the UMC module LDAP directory. There you need to switch
to the uni vent i on container and then to the cups subcontainer. Printer driver lists already exist for the
majority of printer manufacturers. These can be expanded or new ones can be added.

Table12.4. 'General' tab

Attribute Description

Name (*) Thename of the printer driver list. The name under which thelist appears
inthe Printer model selection list on the General tab for printer shares
(see Section 12.4).

Driver The path to the ppd file or to the/ usr / shar e/ ppd/ directory. For

example, if the/ usr/ shar e/ ppd/ | aserj et . ppd should beused,
| aserj et. ppd must be entered here. gzi p compressed files (file
ending . gz) can also be entered here.

Description A description of the printer driver, under which it appearsin the Printer
model selection list on the General tab for printer shares.
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13.1. Introduction Feedback )

Univention Corporate Server provides mail servicesthat users can access both via standard mail clients such
as Thunderbird and via the webmail interface Horde.

Postfix is used for sending and receiving mails. In the basic installation, a configuration equipped for local
mail delivery is set up on every UCS system. In this configuration, Postfix only accepts mails from the local
server and they can also only be delivered to local system users.

The installation of the mail server component implements a complete mail transport via SMTP (see Sec-
tion 13.2). Postfix isreconfigured during the installation of the component so that avalidity test in the form of
asearch inthe LDAP directory is performed for incoming e-mails. That means that e-mails are only accepted
for e-mail addresses defined in the LDAP directory or viaan alias.

ThelMAP service Dovecot isalso installed on the system al ong with the mail server component. It providese-
mail accountsfor the domain usersand offers corresponding interfacesfor accessviae-mail clients. Dovecot is
preconfigured for the fetching of e-mailsvial MAP and POP3. Access via POP3 can be deactivated by setting
the Univention Configuration Registry variable nai | / dovecot / pop3 to no. The same appliesto IMAP
and the Univention Configuration Registry variable mai | / dovecot /i map. The further configuration of
the mail server is performed via Univention Configuration Registry, as well (see Section 13.8).
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Note

Since Univention Corporate Server version 4.0-2 Dovecot is used as the default IMAP and POP3
server. However, Cyrusisstill availablefor this service. More Information can be found in the Cyrus
mail server documentation [ext-doc-cyrus].

The management of the user data of the mail server (e.g., email addresses or mailing list) is performed via
Univention Management Console and is documented in Section 13.3 User data are stored in LDAP. The
authentication is performed using a user's primary e-mail address, i.e., it must be entered as the user name
in mail clients. As soon as a primary e-mail address is assigned to a user in the LDAP directory, a listener
module creates an IMAP mailbox on the mail home server. By specifying the mail home server, user e-mail
accounts can be distributed over several mail servers, as well (see Section 13.8.7).

Optionally, e-mailsreceived viaPostfix can be checked for Spam content and viruses before further processing
by Dovecot. Spam e-mails are detected by the classification software SpamAssassin (Section 13.4); ClamAV
is used for the detection of viruses and other malware (Section 13.5).

In the default setting, e-mails to external domains are delivered directly to the responsible SMTP server of
that domain. Itslocation is performed via the resolution of the MX record in the DNS. Mail sending can aso
be taken over by therelay hogt, e.g., on the Internet provider (see Section 13.8.1).

The Horde framework is available for web-based mail access (see Section 13.10). The UCS mail system does
not offer any groupware functionality such as shared calendars or invitations to appointments. However, there
are groupware systems based on UCS which integrate in the UCS management system such asKolab, Zarafa
and Open-Xchange. Further information can be found in the Univention App Center (see Section 5.3).

13.2. Installation Feedback ()

A mail server can be installed from the Univention App Center with the application Mail server. Alterna
tively, the software package univention-mail-server can be installed. Additional information can be found
in Section 5.6. A mail server can be installed on al server system roles. The use of a domain controller is
recommended because of frequent LDAP accesses.

Theruntime dataof the Dovecot server arestoredinthe/ var / spool / dovecot / directory. If thisdirectory
ison aNFS share, please read Section 13.8.8.

The webmail interface Horde can be installed via the Univention App Center (see Section 5.3).

13.3. Management of the mail server data Feedback{ )

13.3.1. Management of mail domains Feedback {2}

A mail domain is an common namespace for e-mail addresses, mailing lists and IMAP group folders. Postfix
differentiates between the delivery of e-mails between local and external domains. Delivery to mailboxes
defined in the LDAP directory is only conducted for e-mail address from local domains. The name of amail
domain may only be composed of lowercase letters, the figures 0-9, full stops and hyphens.

Several mail domains can be managed with UCS. The managed mail domains do not need to be the DNS
domains of the server - they can be selected at will. The mail domains registered on a mail server are auto-
matically saved in the Univention Configuration Registry variable mai | / host eddonmai ns.

To ensure that external senders can also send e-mails to members of the domain, MX records must be created
in the configuration of the authoritative name servers, which designate the UCS server as mail server for the
domain. These DNS adjustments are generally performed by an Internet provider.
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Mail domains are managed in the UMC module Mail with the Mail domain object type.

13.3.2. Assignment of e-mail addresses to users Feedback { )

E-mail addresses can consist of the following characters:. letters a-z, figures 0-9, dots, hyphens and under-
scores. The address has to begin with aletter and must include an @ character. At least one mail domain must
be registered for to be able to assign e-mail addresses (see Section 13.3.1).

A user can be assigned two different types of e-mail addresses:

o The primary e-mail address is used for authentication on Postfix and Dovecot. Primary e-mail addresses
must always be unique. Only one primary e-mail address can be configured for every user. It aso defines
the user's IMAP mailbox. If amail home server is assigned to a user (see Section 13.8.7), the IMAP inbox
isautomatically created by a Univention directory listener module. The domain part of the e-mail address
must be registered in Univention Management Console (see Section 13.3.1).

o E-mails to alternative e-mail addresses are also delivered to the user's mailbox. As many addresses can
be entered as you wish. The alternative e-mail addresses do not have to be unique: if two users have the
same e-mail address, they both receive all the e-mails which are sent to this address. The domain part of
the e-mail address must be registered in Univention Management Console (see Section 13.3.1). To receive
e-mailsto alternative e-mail addresses, a user must have a primary e-mail address.

E-mail addresses are managed in the UMC module Users. The primary e-mail address is entered in the
General tab in the User account submenu. Alter native e-mail addresses can be entered under Advanced
settings -> Mail.

Note

Once the user account is properly configured authentication to the mail stack is possible (I MAP/
POP3/SMTP). Please keep in mind that after disabling the account or changing the password the
login to the mail stack is still possible for 5Smin due to the authentication cache of the mail stack. To
invalidate the authentication cache run

doveadm aut h cache fl ush
on the mail server. The expiration time of the authentication cache can be configured on the mail

server with the Univention Configuration Registry variablenai | / dovecot / aut h/ cache_ttl
and i | / dovecot / aut h/ cache_negative ttl.

13.3.3. Management of mailing lists Feedback {2}

Mailing lists are used to exchange e-mails in closed groups. Each mailing list has its own e-mail address. If
an e-mail is sent to this address, it is received by all the members of the mailing list.
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Figure 13.1. Creating a mailing list

Mail: Project participants mailinglist

[Advanced settings] General @
Basic settings Project participants mailinglist _ All members of the project

Name * Description

Projectparticipantis@company.exz

Mail address

smith@company.example

Members

.anderson@company.example,

Members

 miller@company.example

Members

+ New entry

Mail domains are managed in the UM C module Mail with the Mailing list object type. A hame of your choice
can be entered for the mailing list under Name; the entry of a Description is optional. The e-mail address of
the mailing list should be entered as the M ail address. The domain part of the address needs to be the same
as one of the managed mail domains. As many addresses as necessary can be entered under Members. In
contrast to mail groups (see Section 13.3.4), external e-mail addresses can also be added here. The mailing
list is available immediately after its creation.

In the default settings, everyone can write to the mailing list. To prevent misuse, there is the possibility of
restricting the circle of people who can send mails. To do so, the Univention Configuration Registry variable
mai | / postfix/policy/listfilter onthe mail server must be set to yes and Postfix restarted.
Usersthat areallowed to send e-mailsto thelist and Groupsthat are allowed to send e-mailsto thelist
can be specified under Advanced settings. If afield is set here, only authorized users/groups are allowed
to send mails.

13.3.4. Management of mail groups Feedback {2}

There is the possibility of creating a mail group: This is where an e-mail address is assigned to a group of
users. E-mailsto this address are delivered to the primary e-mail address of each of the group members.

Mail groups are managed in the UMC module Groups (see Chapter 7).

The e-mail address of the mail group is specified in the mail address input field under Advanced settings.
The domain part of the address must be the same as one of the managed mail domains.

In the default settings, everyone can write to the mail group. To prevent misuse, there is the possibility of
restricting the circle of people who can send mails. To do so, the Univention Configuration Registry variable
mai | / postfix/policy/listfilter onthemail server must be set to yes and Postfix restarted.

Users that are allowed to send e-mails to the group and Groups that are allowed to send e-mails to
the group can be specified under Advanced settings. If afield is set here, only authorized users/groups are
allowed to send mails.
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13.3.5. Management of shared IMAP folders

Shared e-mail access forms the basis for cooperation in many work groups. In UCS, users can easily create
folders in their own mailboxes and assign permissions so that other users may read e-mails in these folders

or save additional e-mailsin them.

Alternatively, individual IMAP folders can be shared for users or user groups. Thistype of folder is described
asashared IMAP folder. Shared IMAP folders are managed in the UMC module Mail with the Mail folder

(IMAP) object type.

Shared folders cannot be renamed, therefore the Univention Configuration Registry variable nai | / dove-
cot/ mai | box/ r enane is not taken into account. When a shared folder is deleted in the UMC module
Mail, it isonly deleted from the hard disk, if nai | / dovecot / mai | box/ del et e issettoyes. The de-

fault valueis no.

Figure 13.2. Creating a shared IMAP folder

Mail: test.intranet

Access Rights

Basic settings

Table13.1. 'General' tab

General (©)
_Project IMAP folder . [test.intranet @‘
Name * Mail domain *

_ucs-8044 test.intranet ©,

Mail home server *

2048

Quota in MB

_project@test.intranet
E-Mail address

Attribute

Description

Name (*)

The nameunder whichtheIMAPfolder isavailableinthe e-mail clients.
The name displayed in the IMAP client differs depending on if an e-
mail address is configured (see row "E-Mail address' below) or not. If
no e-mail addressisconfigured, theIMAPfolder will bedisplayedinthe
clientasname@ormai n/ | NBOX. If an e-mail addressis configured, it
will beshar ed/ name@onmai n.

Mail domain (*)

Every shared IMAP folder is assigned to a mail domain. The manage-
ment of the domains is documented in the Section 13.3.1.

Mail home server (*)

AnIMAP folder is assigned to amail home server. Further information
can be found in Section 13.8.7.

www.univention.de

Quotain MB This setting can be used to set the maximum total size of al e-mailsin
thisfolder.
E-Mail address An e-mail address can be entered here via which e-mails can be sent

directly to the IMAP folder. If no address is set here, it is only possible
to write in the folder from e-mail clients.
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Attribute Description

The domain part of the e-mail address must be registered in Univention
Management Console (see Section 13.3.1).

Table 13.2. 'Accessrights tab

Attribute Description

Name (*) Access permissions based on users or groups can be entered here. Users
are entered with their user name; the groups saved in Univention Man-
agement Console can be used as groups.

The access permissions have the following consequences for individual
users or members of the specified group:

No access
No access is possible. The folder is not displayed in the folder list.

Read
The user may only perform read access to existing entries.

Append
Existing entries may not be edited; only new entries may be created.

Write
New entries may be created in this directory; existing entries may
be edited or deleted.

Post
Sending an e-mail to this directory as arecipient is permitted. This
function is not supported by all the clients.

All
Encompasses all permissions of write and also allows the changing
of access permissions.

13.3.6. Mail quota Feedback {2}

The size of the users' mailboxes can be restricted viathe mail quota. When thisis attained, no further e-mails
can be accepted for the mailbox by the mail server until the user deletes old mails from her account.

The limit is specified in megabytes in the Mail quota field under Advanced settings -> Mail. The default
valueis0 and meansthat no limit is set. The multi edit mode of Univention Management Console can be used
to assign a quota to multiple users at one time, see Section 4.2.3.3.

The user can be warned once a specified portion of the mailbox is attained and then receives amessage that his
available storage space is ailmost full. The administrator can enter the threshold in percent and the messages
subject and text:

> The threshold for when the warning message should be issued can be configured in the Univention Con-
figuration Registry variable mai | / dovecot / quot a/ war ni ng/ t ext / PERCENT=TEXT. PERCENT
must be a number between 0 and 100 without the percent sign, TEXT will be the content of the e-mail.

If TEXT contains the string $PERCENT, it will be replaced in the email with the value of the limit that
has been exceeded.
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The value of the Univention Configuration Registry variable mai | / dovecot/ quot a/ war n-
i ng/ subj ect will be used for the subject of the e-mail.

> When the mail server package is installed, a subject and two warning messages are automatically config-
ured:

o mai | / dovecot / quot a/ war ni ng/ subj ect isset to Quot a- War ni ng

o mai | / dovecot/ quot a/ war ni ng/ t ext/ 80 issetto Your mail box has filled up to
over $PERCENT%

o mai | / dovecot/ quota/warni ng/text/ 95 issetto Attention: Your nailbox has
already filled up to over $PERCENT% Please del ete some nessages or
contact the admi nistrator.

13.4. Spam detection and filtering Fecaback{ )

Undesirable and unsolicited e-mails are designated as Spam. The software SpamAssassin and Postgrey are
integrated in UCSfor the automatic identification of these e-mails. SpamA ssassin attemptsto identify whether
an e-mail is desirable or not based on heuristics concerning its origin, form and content. Postgrey is a policy
server for Postfix, which implements gray listing. Grey listing is a Spam detection method which denies the
first delivery attempt of external mail servers. Mail servers of Spam senders most often do not perform asecond
delivery attempt, whilelegitimate serversdo so. Integration occurs viathe packages univention-spamassassin
and univention-postgrey, which are automatically set up during the installation of the mail server package.

SpamA ssassin operates a point system, which uses an increasing number of points to express a high proba-
bility of the email being Spam. Points are awarded according to different criteria, for example, keywords
within the e-mail or incorrect encodings. In the standard configuration only mails with a size of up to 300
kilobytes are scanned, this can be adjusted using the Univention Configuration Registry variablemai | / an-
ti spam bodysi zel i m t . E-mailswhich are classified as Spam - because they exceed a certain number
of points - are not delivered to the recipient's inbox by Dovecot, but rather in the Spam folder below it. The
name of the folder for Spam can be configured with the Univention Configuration Registry variable mai | /
dovecot /f ol der/ Spam The filtering is performed by a Sieve script, which is automatically generated
when the user is created.

The threshold in these scripts as of which e-mails are declared to be Spam can be configured with the Uni-
vention Configuration Registry variablemai | / ant i spani r equi r edhi t s. The presetting (5) generally
does not need to be adjusted. However, depending on experience in the local environment, this value can also
be set lower. This will, however, result in more e-mails being incorrectly designated as Spam. Changes to
the threshold do not apply to existing users, but the users can change the value themselves in the Horde web
client (see Section 13.10.4).

Thereis aso the possibility of evaluating e-mails with a Bayes classifier. This compares an incoming e-mail
with statistical data aready gathered from processed e-mails and uses thisto adapt it's evaluation to the user's
e-mail. The Bayes classification is controlled by the user himself, whereby e-mails not identified as Spam by
the system can be placed in the Spam subfolder by the user and a selection of |egitimate e-mails copiedinto the
Ham (mai | / dovecot / f ol der / hanm) subfolder. This folder is evaluated daily and data which have not
yet been collected or were previously classified incorrectly are collected in ashared database. Thisevaluation
is activated in the default setting and can be configured with the Univention Configuration Registry variable
mai | /anti spam | earndai l y.

The Spam filtering can be deactivated by setting the Univention Configuration Registry variable mai | /
antivi r/ spamto no. When modifying Univention Configuration Registry variables concerning Spam
detection, the AMaViS service and Postfix must be restarted subsequently.
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13.5. Identification of viruses and malware Feedback { )

The UCS mail servicesinclude virus and malware detection via the univention-antivir-mail package, which
is automatically set up during the set up of the mail server package. The virus scan can be deactivated with
the Univention Configuration Registry variablerai | / anti vir.

All incoming and outgoing e-mails are scanned for viruses. If the scanner recognizes a virus, the email is
sent to quarantine. That means that the e-mail is stored on the server where it is not accessible to the user.
The original recipient receives amessage per e-mail stating that this measure has been taken. If necessary, the
administrator canrestoreor deletethisfromthe/ var /| i b/ amavi s/ vi rusmai | s/ directory. Automatic
deletion is not performed.

The AMaViSd-new software serves as an interface between the mail server and different virus scanners. The
free virus scanner ClamAV is included in the package and enters operation immediately after installation.
The signatures required for virus identification are procured and updated automatically and free of charge by
the Freshclam service.

Alternatively or in addition, other virus scanners can also beintegrated in AMaViS. Postfix and AMaViS need
to be restarted following changes to the AMaViS or ClamAV configuration.

13.6. Identification of Spam sources with DNS-based Feedback{ )
Blackhole Lists (DNSBL)

Another means of combating Spam is to use a DNS-based Blackhole List (DNSBL) or Real-time Blackhole
List (RBL). DNSBLs are lists of |P addresses that the operator believes to be (potential) sources of Spam.
Thelists are checked by DNS. If the IP of the sending e-mail server isknown to the DNS server, the message
isrgjected. The IP address is checked quickly and in a comparatively resource-friendly manner. The check
is performed before the message is accepted. The extensive checking of the content with SpamA ssassin and
anti-virus software is only performed once it has been received. Postfix has integrated support for DNSBLS
(http://www . postfix.org/postconf.5.html#reject_rbl_client).

DNSBLsfrom various projects and companies are available on the Internet. Please refer to the corresponding
websites for further information on conditions and prices.

The Univention Configuration Registry variable mai | / post fi x/ snt pd/ restrictions/recipi-
ent / SEQUENCE=RULE must be set to be able to use DNSBLSs with Postfix. It can be used to config-
ure recipient restrictions via the Postfix option smtpd_recipient_restrictions (see http://www.postfix.org/

postconf.5.html#smtpd_recipient_restrictions). The sequential number is used to sort multiple rules alphanu-
merically, which can be used to influences the ordering.

Tip
Existing smtpd_recipient_restrictions regulations can be listed as follows:

ucr search --brief mail/postfix/sntpd/restrictions/recipient

In an unmodified Univention Corporate Server Postfix installation, the DNSBL should be added to the end
of the smtpd_recipient_restrictions rules. For example:

ucr set mail/postfix/sntpd/restrictions/recipient/80="reject_rbl_client
i Xx. dnsbl . mani t u. net"
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13.7. Integration of Fetchmail for retrieving mail from Fecaback{ )
external mailboxes

Usually, the UCS mail service accepts mails for the users of the UCS domain directly via SMTP. UCS also
offers optional integration of the software Fetchmail for fetching emails from external POP3 or IMAP mail-
boxes.

Fetchmail can be installed via the Univention App Center; ssimply select the Fetchmail application and then
click on Install.

Once theinstallation is finished, there are additional input fields in the Advanced settings -> Remote mail
retrieval tab of the user administration which can be used to configure the collection of mailsfrom an external

server. The mails are delivered to the inboxes of the respective users (the primary e-mail address must be
configured for that).

The mail is fetched every twenty minutes once at least one e-mail address is configured for mail retrieval.
After theinitia configuration of auser Fetchmail needsto be started in the UM C module System services. In
that module the fetching can a so be disabled (aternatively by setting the Univention Configuration Registry
variablef et chnai | / aut ostart tof al se).

Table 13.3. 'Remote mail retrieval' tab'

Attribute Description

Username The user name to be provided to the mail server for fetching mail.
Password The password to be used for fetching mail.

Protocol The mail can be fetched viathe IMAP or POP3 protocols.

Remote mail server The name of the mail server from which the e-mails are to be fetched.

Encrypt connection (SSL/TLYS) If this option is enabled, the mail isfetched in an encrypted form (when
thisis supported by the mail server).

Keep mails on the server In the default settings, the fetched mails are deleted from the server fol-
lowing the transfer. If thisoption is enabled, it can be suppressed.

13.8. Configuration of the mail server Fecdback{ )

13.8.1. Configuration of arelay host for sending the e-mails Feedback { )

In the default setting, Postfix creates a direct SMTP connection to the mail server responsible for the domain
when ane-mail issent to anon-local address. Thisserver isdetermined by queryingthe M X recordinthe DNS.

Alternatively, amail relay server can also be used, i.e., aserver which receives the mails and takes over their
further sending. This type of mail relay server can be provided by a superordinate corporate headquarters or
the Internet provider, for example. To set arelay hogt, it must be entered as a fully qualified domain name
(FQDN) in the Univention Configuration Registry variablemai | / r el ayhost .

If authentication is necessary on the relay host for sending, the Univention Configuration Registry variable

mai | / rel ayaut h must besettoyes andthe/ et c/ post fi x/ snt p_aut h file edited. Therelay host,
user name and password must be saved in thisfilein oneline.

FQDN- Rel ayhost user nane: password
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The command
postmap /etc/postfix/smtp_auth
must then be executed for this file to adopt the changes via Postfix.
13.8.2. Configuration of the maximum mail size Feedback { )

The Univention Configuration Registry variable nai | / nessagesi zel i mi t can be used to set the maxi-
mum size in bytes for incoming and outgoing e-mails. Postfix must be restarted after modifying the setting.
The preset maximum size is 10240000 bytes. If the value is configured to O the limit is effectively removed.
Please note that e-mail attachments are enlarged by approximately athird due to the base64 encoding.

If Horde (see Section 13.10) is used, the Univention Configuration Registry variablesphp/linit/fil e-
si zeandphp/ i m t/ post si ze must aso beadjusted. The maximum sizein megabytes must be entered
asthe value in both variables. Then the Apache web server has to be restarted.

13.8.3. Configuration of a blind carbon copy for mail archiving solu- reabacf)
tions

If the Univention Configuration Registry variablemai | / ar chi vef ol der issettoane-mail address, Post-
fix sendsablind carbon copy of all incoming and outgoing e-mailsto thisaddress. Thisresultsin an archiving
of al emails. The e-mail address must already exist. It can be either one already registered in Univention
Corporate Server as the e-mail address of a user, or an e-mail account with an external e-mail service. As
standard the variableis not set.

Postfix must then be restarted.

13.8.4. Configuration of soft bounces Feedback £}

If a number of error situations (e.g., for non-existent users) the result may be a mail bounce, i.e., the mail
cannot be delivered and is returned to the sender. When Univention Configuration Registry variable mai | /

postfi x/ sof t bounce issettoyes e-mailsare never returned after abounce, but instead are held in the
gueue. This setting is particularly useful during configuration work on the mail server.

13.8.5. Configuration of SMTP ports Feedback {2}

On a Univention Corporate Server mail server Postfix is configured to listen for connections on three ports:

o Port 25 (SMIP) should be used by other mail servers only. By default authentication is disabled.
If submission of emails from users is desired on port 25, authentication can be enabled by set-
ting the Univention Configuration Registry variable mai | / post f i x/ mast er cf/ opti ons/ snt p/
snt pd_sasl _aut h_enabl e=yes.

o Port 465 (SMTI'PS) alows authentication and email submissionthroughaSSL encrypted connection. SMTPS
has been declared deprecated in favor of port 587 but is kept enabled for legacy clients.

> Port 587 (Subni ssi on) alowsauthentication and email submission through a TL S encrypted connection.
The use of STARTTLS s enforced.

The Submission port should be preferred by email clients. The use of the ports 25 and 465 for email submission
is deprecated.
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Handling of mailboxes during e-mail changes and the deletion of
user accounts

13.8.6. Handling of mailboxes during e-mail changes and the dele-

tion of user accounts

A user's mailbox islinked to the primary e-mail address and not to the user name. The Univention Configu-
ration Registry variable nai | / dovecot / mai | box/ r enane can be used to configure the reaction when
the primary e-mail address is changed:

o |f thevariableis set to yes, the name of the user's IMAP mailbox is changed. Thisis the standard setting

since UCS 3.0.

o |f the setting is no, it will not be possible to read previous e-mails any more once the user's primary e-
mail addressis changed! If another user is assigned apreviously used primary e-mail address, she receives
access to the old IMAP structure of this mailbox.

The Univention Configuration Registry variablemai | / dovecot / mai | box/ del et e can be used to con-
figure, whether the IMAP mailbox is also deleted. The valueyes activates the removal of the corresponding
IMAP mailbox if one of the following actionsis performed:

o deletion of the user account

o removal of the primary e-mail address from the user account

o changing the user's mail home server to a different system

With default settings (no) the mailboxes are kept if one of the actions above is performed.

The combination of the two variables creates four possible outcomes when the e-mail address is changed:

Table 13.4. Renaming of e-mail addresses

mai | / dovecot / mai | box/ ...

M eaning

renane=yes and del et e=no
(Default)

The existing mailbox will be renamed. E-mails will be preserved and
will be accessible at the new address.

renane=yes and del et e=yes

The existing mailbox will be renamed. E-mails will be preserved and
will be accessible at the new address.

r enane=no and del et e=no

A new, empty mailbox will be created. The old onewill be preserved on
disk with the old name and will thus not be accessible to users.

r enane=no and del et e=yes

A new, empty mailbox will be created. The old onewill be deleted from
the hard disk.

13.8.7. Distribution of an installation on several mail servers

The UCS mail system offers the possihility of distributing users across several mail servers. To thisend, each
user is assigned a so-called mail home server on which the user's mail data are stored. When delivering an e-

mail, the responsible home server is

It must be observed that global IMA

automatically determined from the LDAP directory.

P folders (see Section 13.3.5) are assigned to amail home server.

If the mail home server is changes for a user, the user's mail datais not moved to the server automatically.

13.8.8. Mail storage on NFS

Dovecot supports storing e-mails and index files on cluster filesystems and on NFS. Some settings are neces-
sary to prevent datalossin certain situations.

www.univention.de
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Thefollowing settings assume that mailboxes are not accessed simultaneously by multiple servers. Thisisthe
caseif for each user exactly one mail home server has been configured.

o mai | / dovecot/ process/ mmap_di sable = yes
o mai | / dovecot/ process/ dotl ock_use_excl = yes
o mai | / dovecot/process/ mai|l _fsync = al ways

To achieve higher performance, index files can be kept on the local servers disk, instead of storing them
together with the messages on NFS. The index files can then be found at / var/1i b/ dovecot/i n-
dex/ . To activate this option, set Univention Configuration Registry variable mai | / dovecot /| oca-
tion/ separate_i ndex = yes.

With the above settings the mail server should work without problems on NFS. There are however a lot of
different client and server systemsin service. In case you encounter problems, here are some notes that might
help:

o |f NFSv2 isin use (not the case if the NFS server is a Univention Corporate Server), please set mai | /
dovecot/ process/ dot| ock_use_excl = no.

o |f lockd is not in use (not the case on Univention Corporate Server systems) or if even with lockd in use
locking error areencountered, setmai | / dovecot / process/ | ock_nmet hod = dot | ock. Thisdoes
lower the performance, but solves most locking related errors.

o Dovecot flushes NFS caches when needed if you set nmmil/dovecot/process/
mai | _nfs_storage = yes, but unfortunately this doesn't work 100%, so you can get random er-
rors. The same holds for flushing NFS caches after writing index fileswith nai | / dovecot / pr ocess/
mai | _nfs_index = yes.

> The Dovecot documentation has moreinformation on thetopic: [dovecot-wiki-clusterfs] [dovecot-wiki-nfg)]

13.8.9. Connection limits Feedback {2}

In a default Univention Corporate Server configuration Dovecot alows 400 concurrent IMAP and POP3
connections each. That is enough to serve at least 100 concurrently logged in IMAP users, possibly a lot
more. How many IMAP connections are opened by a user depends on the clients they use. Webmail opens
just afew short lived connections. Desktop clients keep multiple connections open over along period of time.
Mobile clients keep just afew connections open over along period of time. But they tend to never close them,
unnecessarily wasting resources. The limits exist mainly to resist denial of service attacks that open alot of
connections and create |ots of processes.

To list the open connections, run:

doveadm who

To display the total amount of open connections, run:
doveadm who -1 | wc -|

The Univention Configuration Registry variables mai | / dovecot/1im ts/* can be set to modify the
limits. The process of adapting those variables is only semi automatic, because of their complex interaction.
For the meaning of each variable refer to the Dovecot documentation: [dovecot-wiki-services|

Dovecot uses separate processesfor login and to accessemails. Thelimitsfor these can be configured separate-
ly. The maximum number of concurrent connectionsto a service and the maximum number of processesfor a
service is aso configured separately. Settingmai | / dovecot/limts/default client lint =
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3000 changes the limit for the maximum number of concurrent connections to the IMAP and POP3 services
but does not change the maximum number of processes allowed to run. With the Univention Corporate Server
default settings Dovecot runsin "High-security mode": each connection is served by a separate process. The
default isto allow only 400 processes, so only 400 connections can be made.

To allow 3000 clients to connect to their emails, another Univention Configuration Registry variable has to
be set:

ucr set mail/dovecot/limts/default client Iimnt=3000
ucr set mail/dovecot/linits/default process |imt=3000
doveadm r el oad

Reading/ var /| og/ dovecot . i nf o reveadsawarning:

config: Warning: service auth { client |init=2000} is |ower than
requi red under nmax. |oad (15000)

config: Warning: service anvil { client_|limt=1603 } is |ower than
requi red under nmax. |oad (12003)

The servicesaut h (responsiblefor login and SSL connections) and anvi | (responsible for statistics collec-
tion) are set to their default limits. Although 3000 POP3 and IMAP connections and processes are allowed,
the connection limit for the login service istoo low. Leaving it like thiswill lead to failed logins.

The values are so high, because default _client _Iimt and default_process_|linit do not
only lift limits for IMAP and POP3, but also for other services like | mt p and managesi eve-1 ogi n.
Those services can now start more processes that have to be monitored and can theoretically make more
authentication requests. Thisincreasesthe number of possible concurrent connectionstotheaut h andanvi |

services.

The values have to be adapted, using the numbers from the log file:

ucr set mail/dovecot/limts/auth/client |int=15000
ucr set mail/dovecot/limts/anvil/client |imt=12003
doveadm r el oad

Another warning appearsin/ var/ | og/ dovecot . i nf o:

master: Warning: fd limt (ulimt -n) is |ower than required under max.
| oad (2000 < 15000), ...
because of service auth { client limt }

The Linux kernel controlled setting ul i mi t setting (limit on the number of files/connections a process is
allowed to open) is changed only when the Dovecot serviceis restarted:

i nvoke-rc.d dovecot restart

No more warnings are written to the log file and both IMAP and POP3 servers now accept 3000 client con-
nections each.

Univention Corporate Server configures Dovecot to run in "High-security mode" by default. For installations
with 10.000s of users, Dovecot offers the "High-performance mode". The performance guide has further
details on how to configure it: [ucs-performance-guide].

13.9. Configuration of mail clients for the mail server Feeavack{ )

The use of IMAP is recommended for using a mail client with the UCS mail server. STARTTLS is used to
switch to a TLS-secured connection after an initial negotiation phase when using SMTP (for sending mail)
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and IMAP (for receiving/synchronizing mail). Password (plain text) should be used in combination with
STARTTLSasthe authentication method. The method may have adifferent name depending on the mail client.
The following screenshot shows the setup of Mozilla Thunderbird as an example.

Figure 13.3. Setup of Mozilla Thunderbird

Mail Account Setup
Your name: | Lise Meitner
Email address: | lise@univention.test

Password: | 9000000000

~ Remember password

The following settings were found by probing the given server

Incoming: | IMAP v |  10.200.3.18 143 v | | STARTILS ~ | | Normal password v
Outgoing: SMTP 10.200.3.18 v | |587 v | STARTILS v | | Normal password v
Username: lise@univention.test

lise@univention.test

Get a new account| | Advanced config Cancel Re-test Done

13.10. Webmail and administration of e-mail filters with  reesweafy
Horde

UCSintegrates a number of applicationsfrom the Horde framework for web accessto e-mails and web-based

administration of server-side e-mail filter rules based on Sieve. Horde can beinstalled viathe Univention App
Center (see Section 5.3).

13.10.1. Login and overview Feedback {2}

The Horde login mask islinked on the system overview page (see Section 4.2.1) under Hor de web client and
can be opened directly at ht t p: / / SERVERNANME/ hor de/ .

Figure 13.4. Login on Horde

Username
mailuser42 @univention. test

Password
000000008080 .|

Mode
Automatic El

Language
English {(American)

Login &

Lrhorde
Either the UCS user name or the primary e-mail address can be used as the user name. The webmail interface

can be used in anumber of display modes. The preferred version can be selected under M ode. We recommend
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the use of thedynamicinterfacefor standard workstations. The remaining documentation refersto thisversion.
Selecting the Language has no effect in many web browsers, as the browser's preferred language settings
take precedence.

In the top toolbar there are a number or menu points (e.g., Mail and Address Book), which can be used to
switch between the individual modules.

The user can personalize Horde by clicking the cog symbol.

13.10.2. Web-based mail access Feedback {2}
Horde offers all the standard functions of an e-mail client such as the sending, forwarding and deletion of e-

mails. E-mails can be sorted in folders and are stored in I nbox as standard. A Sent folder is created automat-
ically the first time an e-mail is sent.

Figure 13.5. Web mail (Inbox)

Calendar w Address Book v Tasks w Hotes ¥ Others v £}

(EINEEERGE ) Refresh | 4= Reply ¥ = forvard v | ffj Detere Other v  Filter v

£ nbox (1) From Subject ¥ Date ¥ Size
= Spam oA lise@univention fest Conference invitation 10:11:47
Py mary@univention.test Happy birthday 10:13:16 2KB

i Folder Actions ¥

i Ham
i virtual Folders

[> Conference invitation from lise@univention.test Today, 10:11:47 CEST ()

Text (L kB) & oM

I would like to invite you to our upcoming conference.

Horde differentiates between two types of deletion: An e-mail deleted with Delete is initially moved to the
Trash folder. From there, it can be moved into any other folder aslong as the trash can has not been emptied
with Empty.

13103 AddreSS bOOk FeedbackQ

This module is used to administrate e-mail addresses and additional contact information. The information
compiled here are saved in Horde's own SQL database.

Figure 13.6. Address book for webmail

Mail » Calendar Tasks w lotes w Others v £}

Address book of bob@univention.test Q

@ prowse ﬁ Delete ‘ _/ Edit ‘ § Export | Add | 10 a Contact List | ‘
Q search 0. 48 vname
B ImporExport O B  vaysomenile
- /B LiseNeiner
7 My Address Books [+] O/ sobsmin

® Address hook of
bob@univention.test

[> Shared Address Books

[> Other Address Books
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Contact information found using the simple or advanced search can then be copied into individual address
books and edited there. New contacts can be entered viathe New Contact menu item. Personal address books
can also be created viaMy Address Books.

The Browse menu item can be used to display the contents of address books. The lists can be sorted alpha-
betically by clicking on the preferred column title (surname, first name, etc.). Clicking on the magnifying
glass in the header of the respective address book (directly next to the name of the address book) opens a
search field that can be used easily to search within the open address book. Individual addressesin alist can
be marked with an X for subsequent usg, i.e., to export them as afilein acertain file format or to copy them
into another address book.

13.10.4. E-mail filters Feedback {2}

Dovecot supports server-side filter scripts written in an individua script language called Sieve. The filter
module allows the generation of these filter scripts. They apply generally and thus also apply for users ac-
cessing their inboxes via a standard mail client.

Figure 13.7. Filter management in Horde

horde Groupware 5.L0 Mail » Calendar» AddressBook v Tasksw HNotes'w Othersv £}

09/27/13

% Existing Rules @
Y Filter Rules Edit  Rule Enabled Move
@ wnitlist _ 1. () Spam Filter v - 7o
@ Blackiist il W 2Marketing v EXT
& Vacation il W 3.saes v ¥ T
= Forward ﬁ i| 4. Newsletter v E T
@ spam
B script

Filters can be edited and expanded under Mail -> Filters. The filters are applied to incoming e-mails in the
consecutively numbered order. Their position can be altered either using the arrows to theright or by entering
a number in the Move column directly. Individual filter rules can be switched on and off in the Enabl ed
column.

The Spam filter can be used user-specifically to set which Spam threshold should apply. The specified Spam
Level isthe SpamAssassin threshold. An e-mail which returns this value will be sent to the specified folder.

A Vacation filter can be used to specify a period in which incoming e-mails are automatically replied to with
an answer e-mail by the mail server. The text and subject of the e-mail can be selected as required.

New Rule can be used to create new rules, e.g., for the automatic sorting of incoming mailsinto topic-specific
mail folders.

Clicking on Script displays the source text of the generated Sieve script.
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Chapter 14. Infrastructure monitoring
with Nagios

14.1. INtroduction 8N SEFUCLUIE .....ceeuiee it e e e e et e e e et e e e e aan s 225
| 0 ] = o) o PP 226
14.2.1. Preconfigured Nagios ChECKS .........oiiuniiii e 227
14.3. Configuration of the Nagios MONITONING .........oivuuieiiieie e e e e e e 229
14.3.1. Configuration Of @ NagioS SENVICE ....u.ivuu i e e e e e e e eaen 229
14.3.2. Configuration of a monitoring time Period ............oeveiiiiiiei e 231
14.3.3. Assignment of Nagios checks to COMPULES .........ccevuieiiiiiii e 232
14.3.4. Integration of additional Nagios plugin configurations .............ccceveviiieiineiiiiieieeeann, 233
14.4. Querying the system status via the Nagios web interface ..........coovvviiviiiiiiii i 233
14.5. Integration of additional PIUGINS .......ccvuiiiiiii e e 234
14.1. Introduction and structure Fecaback{ )

With the help of the Nagios software, it is possible to verify the correct function of complex IT structures
from networks, computers and services continually and automatically.

Nagios has a comprehensive collection of monitoring modules, the so-called Nagios plugins. In addition to
polling system indicators (e.g., CPU and memory utilization, free disk space), they also allow to test the
availability and function of different services (e.g., SSH, SMTP, HTTP). Simple program steps such as the
delivery of atest email or the resolution of a DNS record are generally performed for the function tests. In
addition to the standard plugins included in Nagios, the UCS-specific plugins are also provided, with which
the listener/notifier replication can be monitored, for example.

Nagios differentiates between three basic operating statuses for a service:

o OK isregular operation

o CRITICAL describes an error, e.g., aweb server which cannot be reached

o WARNING signals the possihility of an error status occurring soon and is thus a precursor of CRITICAL.
Example: The test for sufficient free disk space on the root partition only triggers an error as of 90% full,
but awarning is given as of 75%.

When the operating status changes, a contact person specified in advance can be informed of the possible

malfunction. In addition to the reactive notification in case of error, the current status can also be checked

at any time continually in a web-based interface in which the status information is displayed in a compact
manner.
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Figure 14.1. Nagios status webinterface
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| [T Nagios | =
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Nagiosis composed of three main components:

> The core component of a Nagios installation is the Nagios server, which is responsible for the collection
and storage of the monitoring data.

o The actual collection of the status information is performed by Nagios plugins, which are run at regular
intervals by the Nagios server. The information gathered is saved on the Nagios server.

o Some status information cannot be requested over the network (e.g., the query of free disk space on a hard
drive partition). In this case, the NRPED service (Nagios Remote Plugin Executor Daemon) is used, which
runs Nagios plugins on another computer following a request from the Nagios server and then transfers
the gathered information. The NRPED is provided by the Nagios client component, which is preinstalled
on al UCS system roles.

The Nagios configuration is performed in Univention Management Console, the Nagios configuration files
are automatically generated from the information stored in the LDAP directory.

14.2. Installation Feedback { )

226

A Nagios server can be installed from the Univention App Center with the application Network monitoring
(Nagios). Alternatively, the software package univention-nagios-server can beinstalled (subsequently uni -

venti on-run-j oi n-scri pts must be run). Additional information can be found in Section 5.6. The
Nagios server can be installed on any system role; the use of a domain controller system is recommended.
The Nagios client isinstalled by default on all system roles.

In addition to the standard plugins provided with the installation of the univention-nagios-client package,
additional plugins can be subsequently installed with the following packages:
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o univention-nagios-raid Monitoring of the software RAID status

o univention-nagios-smart Test of the SM.A.R.T. status of hard drives
o univention-nagios-opsi Test of software distribution opsi

o univention-nagios-ad-connector Test of the AD Connector

Some of the packages are automatically set up during installation of the respective services. For example, if
the UCS AD connector is set up, the monitoring plugin is included automatically.

14.2.1. Preconfigured Nagios checks Feedback {2}

During the installation, basic Nagios tests are set up automatically for UCS systems. The mounting of addi-
tional servicesin documented in the Section 14.3.1.

Nagios service Description

UNI VENTI ON_PI NG tests the availability of the monitored UCS system with the com-
mand pi ng. In the default setting, an error status is attained if the
response time exceeds 50 ms or 100 ms or package package losses
of 20% or 40% occur.

UNI VENTI ON_DI SK_RoOT monitors how full the/ partitionis. An error statusis raised if the
remaining free space falls below 25% or 10% in the default setting.
UNI VENTI ON_DNS tests the function of the loca DNS server and the acces

sibility of the public DNS server by querying the host-
name Www. uni vention. de. If no DNS forwarder is de-
fined for the UCS domain, this request fails. In this case,
WwWw. uni vent i on. de can be replaced with the FQDN of the
domain controller master for example, in order to test the function
of the name resolution.

UNI VENTI ON_LDAP monitors the LDAP server running on UCS domain controller sys-
tems.

UNI VENTI ON_LQAD monitors the system load.

UNI VENTI ON_NTP requests the time from the NTP service on the monitored UCS sys-
tem. If this deviates by more than 60 or 120 seconds, the error status
is attained.

UNI VENTI ON_SMIP tests the mail server.

UNI VENTI ON_SSL teststheremaining validity period of the UCS SSL certificates. This

pluginisonly suitable for master domain controller and backup do-
main controller systems.

UNI VENTI ON_SWAP monitors the utilization of the swap partition. An error status is
raised if the remaining free space falls bel ow the threshold (40% or
20% in the default setting).

UNI VENTI ON_REPLI CATI ON monitors the status of the LDAP replication and recognizesthe cre-
ation of af ai | ed. | di f file and the standstill of the replication
and warns of large differences between the transaction I1Ds.

UNI VENTI ON_NSCD tests the availability of the name server cache daemon. If there is
no NSCD process running, a CRITICAL event istriggered; if more
than one processis running, a WARNING.

UNI VENTI ON_W NBI ND teststheavailability of theWinbind service. If no processisrunning,
aCRITICAL event istriggered.
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Nagios service

Description

UNI VENTI ON_SMBD

tests the availability of the Samba service. If no processisrunning,
aCRITICAL event istriggered.

UNI VENTI ON_NMBD

tests the availability of the NMBD service, which isresponsible for
the NetBIOS service in Samba. If no processis running, a CRITI-
CAL eventistriggered.

UNI VENTI ON_JQO NSTATUS

tests the join status of a system. If a system has yet to join, a
CRITICAL event istriggered; if non-run join scripts are available,
aWARNING event is returned.

UNI VENTI ON_KPASSWWD

tests the availability of the Kerberos password service (only avail-
able on domain controller master/backup). If fewer or more than
one process is running, a CRITICAL event istriggered.

UNI VENTI ON_CUPS

monitors the CUPS daemon. If thereisno cupsd process running
or the web interface on port 631 is not accessible, the CRITICAL
statusis returned.

UNI VENTI ON_DANSGUARDI AN

monitors the DansGuardian web filter. If no DansGuardian process
isrunning or the DansGuardian proxy is hot accessible, the CRITI-
CAL statusis returned.

UNI VENTI ON_SQUI D

monitors the Squid proxy. If no squid process is running or the
Squid proxy is not accessible, the CRITICAL statusis returned.

UNI VENTI ON_LI BVI RTD_KVM

tests the status of a KVM virtualization server via a request to
vi r sh and returns CRITICAL if the request takes longer than ten
seconds.

UNI VENTI ON_LI BVI RTD_XEN

teststhe status of aXen virtualization server viaarequesttovi r sh
and returns CRITICAL if the request takes longer than ten seconds.

UNI VENTI ON_UVMVD

tests the status of the UCS Virtua Machine Manager by request-
ing the available nodes. If they cannot be resolved, CRITICAL is
returned.

Default parameters have been set for the services listed above, which are customized to the requirements of
most UCS ingtallations. If the default parameters are not suitable, they can also be altered subsequently. This

is documented in Section 14.3.1.

The following Nagios services are only available on the respective Nagios client once additional packages

have been installed (see Section 14.2):

Nagios service

Description

UNI VENTI ON_OPSI

monitors the opsi daemon. If no opsi processis running or the opsi
proxy is not accessible, the CRITICAL statusis returned.

UNI VENTI ON_SMART_SDA

tests the SSM.A.R.T. status of the hard drive / dev/ sda. Corre-
sponding Nagios services exist for the hard drives sdb, sdc and
sdd.

UNI VENTI ON_RAI D

tests the status of the software RAID via/ pr oc/ ndadmand re-
turns CRITICAL isone of the hard drivesin the RAID association
has failed or WARNING if arecovery procedureisin progress.

UNI VENTI ON_ADCONNECTOR

Checks the status of the AD connector. If no connector process is
running, CRITICAL isreported; if more than one processisrunning
per connector instance, a WARNING is given. If rgjects occur, a
WARNING isgiven. If the AD server cannot be reached, aCRITI-

www.univention.de




univention

be open.
Configuration of the Nagios monitoring
Nagios service Description
CAL status occurs. The plugin can aso be used in multi-connector
instances; the name of the instance must be passed on as a parame-
ter.
14.3. Configuration of the Nagios monitoring reedback )

The following settings can be performed in Univention Management Console;

o All Nagiosteststhat can be assigned to acomputer must be registered. Thisis performed viaNagios service
objects, see Section 14.3.1.

o The assignment on which tests should be performed on a computer and which contact persons should be
informed in the case of errorsis performed on the respective computer objects.

o Nagiostests can be restricted in terms of time, e.g., so that the test of the print server is only performed on
weekdays from 8 am. to 8 p.m. Thisis performed via Nagios time period objects, see Section 14.3.2.

In the basic setting, there is already a large number of tests defined for each computer, e.g., a Nagios basic
configuration is set up without the need for any further adjustments.

14.3.1. Configuration of a Nagios service Feedback {2}

A Nagios service defines the monitoring of a service. Any number of computers can be assigned to such an
object so that the Nagios plugins to be used and the testing and notification parameters of a service test can
be set up on the specified computers with only one entry.

Nagios services are administrated in the UM C module Nagios with the object type Nagios ser vice (see Sec-

tion 4.2). Nagios has no LDAP interface for the monitoring configuration, instead the configuration files are
generated by alistener module when adding/removing/editing a Nagios service.

Figure 14.2. Configuring a Nagios service

Nagios: UNIVENTION_LDAP_AUTH B®
— General ©
[Advanced settings]

UNIVENTION_LDAP_AUTH Default Service: check if service Id,
Basic settings Name * Description
;:;Z;;x?iz;fﬁ;tjnagﬁ'os L C h ECK—U n iVE I'Itl Un—l d a p

Plugin command * Plugin command arguments

[¥] Use NRPE

Table 14.1. 'General' tab

Attribute Description
Name An unambiguous name for the Nagios service.
Description Any description of the service.
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Attribute Description
Plugin command The plugin command to be requested. Each plugin command speci-

fies a predefined plugin execution. These are defined in the configura-
tionfilesinthe/ et ¢/ nagi os- pl ugi ns/ confi g/ directory, e.g.,
check_di sk.

Plugin command arguments Asnot all parameters of the Nagios plugins are predefined in the plug-
in commands, it often proves necessary to enter additional parameters.
The parameters specified here are separated by exclamation marks, e.g.,
209% 10% / hone.

Use NRPE If the test of a service cannot be performed remotely (e.g., of the avail-
able drive space on the root partition), the plugin can be executed on
adistant UCS system via the Nagios Remote Plugin Executor Daemon
(NRPED). To do so, the univention-nagios-client package must be in-
stalled.

Table 14.2. 'Interval' tab (advanced settings)

Attribute Description

Check interval The check interval defines the interval of time in minutes between two
servicetests.

Retry check interval If the last service test does not return the status OK, Nagios uses a dif-

ferent time interval for the further tests. The test frequency can be in-
creased in thisway in the case of error. If the status OK has not yet been
attained, Nagios continues to use the regular check interval. The value
is specified in minutes.
Maximum number of check at-|If the check returnsanot OK status, the number of tests specified here
tempts iswaited before the contact persons are notified. If the service reattains

the OK status again before reaching the limit specified here, the internal
counter isreset and there is no notification.

Note

Thetime delay for anotification is arranged both according to
the maximum number of check attempts and to the retry check
interval. At aretry check interval of two minutes and a maxi-
mum number of check attempts of 10, the first notification is
performed after 20 minutes.

Check period It is possibleto specify atest period in order to impose time restrictions
on aservicetest. There are notests outside this period of timeand conse-
guently also no notifications. This can be useful for devices or services,
which are deactivated at night.

Table 14.3. 'Notification' tab (advanced settings)

Attribute Description

Notification interval If an error occurs for a service, the contact persons are repeatedly noti-
fied in the interval specified here. A value of 0 deactivates the repeated
notification. The value is specified in minutes. For example, if an inter-
val of 240 were set, a notification would be sent every four hours.

Notification period Notifications are only sent to the contact persons during the period spec-
ified here. If aservice changesto the not-OK status outside of the period
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Attribute Description

specified, the first notification is only sent once the specified period is
reached, assuming the not-OK status continues that long.

Note
Notifications of errorswhich begin and end outside of the spec-
ified period are not repeated.
Notify if service state changes to| Configureswhether anotification issent when the service status changes
WARNING to WARNING (see Section 14.1).
Notify if service state changes to| Configureswhether anotification is sent when the service status changes
CRITICAL to CRITICAL (see Section 14.1).
Notify if service state changes to|If acomputer object issubordinate to another object (see Section 14.3.3),
UNREACHABLE the status can no longer be requested in the case of error. This option

can be used to configure whether anotification is triggered.

Notify if service state changes to|Configures whether a notification is sent when an error/warn-
RECOVERED ing/unaccessibility status is corrected to norma status. Notifi-
cations are only sent when the "RECOVERED" status is at-
tained if a notification was sent for the origina problem
("WARNING"/"CRITICAL"/"UNREACHABLE") in advance.

Table 14.4.'Hosts tab

Attribute Description
Assigned hosts The service test is performed for/on the computers assigned here.
14.3.2. Configuration of a monitoring time period Feedback {2}

Nagios period objects are used by Nagios services to specify periods in which the service test should be
performed or contact persons should be notified. Specification of the period is performed separately for each
weekday.

Nagios services are administrated in the UMC module Nagios with the Nagios time period object type (see
Section 4.2).

Nagios has no LDAP interface for the monitoring configuration, instead the configuration files are generated
by alistener module when adding/removing/editing a Nagios time period.

Three standard periods are set up during the installation. The automatically created periods can be altered
or deleted manually. However, they are used by the automatically created Nagios services to some extent. It
is thus important to note that it is only possible to delete a Nagios period once it is ho longer employed by
any Nagios services:

Nagiostime period Description

24x7 This object defines a period starting on Monday at 0:00 and ending on
Sunday at 24:00 without any interruptions.

WorkHours Definesthe period from 8 am. to 4 p.m. from Monday to Friday respec-
tively.

NonWorkHours The opposite to the Nagios period WorkHours, this period covers the

time from midnight to 8 am. and from 4 p.m. to midnight from Monday
to Friday respectively and from 0:00 to 24:00 on Saturday and Sunday.

' ’ 231
www.univention.de



https://www.univention.com/feedback/?manual=nagios::timeframe

Assignment of Nagios checks to computers

14.3.3.

232

Table14.5. 'General' tab

@ univention

be open.

Attribute Description

Name An unambiguous name for the Nagios time period.

Description Any description.

Monday - Sunday This field contains a list of time periods. If there should be no period
defined for a weekday, this weekday field should be left empty. The
entry of the period always requires two-figure hour and minute entries
separated by a colon. Start and end points are separated by a hyphen. If
several periods are to be defined for one weekday, these can be entered
in the text field separated by a comma. A whole day is represented by
the period 00:00-24:00, e.g., 08:00-12:00,12:45-17:00.

Assignment of Nagios checks to computers Feedback{ )

All the computer objects that can be administrated with Univention Management Console can be monitored
with Nagios. Nagios services can only be assigned to a computer object if an | P address and a corresponding
entry for the DNS forward zone are specified for it. The Nagios option must be switched on on the computer
object in question to be able to activate the Nagios support. After activation there are two additiona groups
of input fields available beneath the tab Advanced settings. These can be used to assign the Nagios services

conveniently among other things.

Figure 14.3. Assigning Nagios checksto a host

Computers: KEISER-PC

General

[Advanced settings]

[Options]

Advanced settings

Type: Computer: Windows Workstation/Server
Position: intranet.test;/computers

Account ©
Unix account ©
Groups ©
DNS alias ©
Nagios services ©
Assigned nagios services

UNIVENTION_DISK_ROOT

UNIVENTIOM_DNS

[0 UNIVENTION_JOINSTATUS

UNIVENTION_KPASSWDD

O UNIVENTION_LDAP_AUTH

+ Add — Remove
Nagios notification ©
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Table 14.6. 'Nagios services

Integration of additional Nagios plugin configurations

tab (advanced settings)

Attribute

Description

Assigned Nagios services

All the Nagios services that are checked for the current computer are
listed here.

Parallel to this, the assignment of computers on the Nagios service object
isalso possible.

Table 14.7. '"Nagios notificati

on' tab (advanced settings)

Attribute

Description

Email addresses of Nagios contacts

This list contains the e-mail address of contact persons who should be
notified in the case of a problem. If no e-mail addresses are specified
here, thelocal r oot user is notified.

Parent hosts

The entry of superordinate computers can be used to define dependen-
cies between computers. Nagios continually tests whether the individ-
ual computers can be accessed. Should a superordinate computer not be
accessible, no notifications of service faults are sent to the subordinate
computer. Nagios also uses the specified dependenciesin the user inter-
face for graphic display.

Note

No loops must occur when the superordinate computers are en-
tered. In that case, the Nagios server would not adopt the new
configuration and not be able to be started.

14.3.4. Integration of additional Nagios plugin configurations

If you wish to add expansions to the Nagios server configuration files created by the listener module, the
manually created configuration files can be stored in the / et ¢/ nagi 0os3/ conf . | ocal . d/ directory.
The added configuration files are only taken into account after the next restart of the server.

Expansions to the NRPE configurati

ons can be stored inthe/ et ¢/ nagi os/ nrpe. | ocal . d/ directory.

Changes are only applied after the next restart of the Nagios NRPE Daemon.

14.4. Querying the system status via the Nagios web in- rewf

terface

The Nagios interface is linked on t

he system overview page (see Section 4.2.1) under Nagios and can be

opened directly at ht t p: / / SERVERNAME- OR- | P/ nagi os/ .
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Figure 14.4. Nagios status over view
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Layout Methoc: Scaling factor
Circular (Mark:
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Suppress popups:
O Update:

Accessisonly granted for usersinthe Domai n Admi ns group (e.g., the Administrator) in the default setting.
Thereis aso the possibility of expanding the circle of those authorized to log in.

14.5. Integration of additional plugins Feedback ()

The preconfigured Nagios plugins supplied with UCS can be complemented with additional plugins. A variety
of available modules can be found at https.//exchange.nagios.org/.

This section describes the integration of an externa plugin taking the plugin check _e2f s _next fsck
as an example. The plugin checks whether a file system check is scheduled and emits a warning if one is
scheduled within seven days and an error status if afile system check is scheduled for the next reboot.

The installation differs depending on whether the plugin is run via NRPE or not:

o If the plugin is run viaNRPE, it must be copied into the/ usr/ | i b/ nagi os/ pl ugi ns/ directory on
all Nagios servers and on all the systems to be checked.

o If the plugin does not require local access, it need only be copied into the/ usr/ | i b/ nagi os/ pl ug-
i ns/ directory on the Nagios server(s).

The plugin must be marked as an executablefile (chnod a+x PLUG N).

Some plugins are exclusively written in Perl, Python or Shell and do not require any external libraries or
programs. These interpreters are always installed on all UCS systems. In contrast, if the plugin uses external
programs or libraries, it must be ensured that these are installed on all the systems to be checked (for NRPE
plugins) or on the Nagios servers (for remote plugins).

The Nagios plugin must now be registered. This is done using a macro in the / et ¢/ nagi os- pl ug-
i ns/ confi g/ directory. For this, afilesuchasl ocal . cf g can beused, inwhich all thelocally registered
plugins are entered. The following example registersthe plugincheck _e2f s _next fsck:

defi ne command{
conmmand_nane check fsck
command _line /usr/lib/nagios/plugins/check e2fs next fsck

}

Many pluginsalso use parametersto configure the threshol dsfor warnings and errors. These aredetermined in
the command_lineline. Similarly to the pluginitself, the macro file must a so be copied onto al the systemsto
be monitored when using NRPE. The plugins, macros and any dependencies can also be bundled in a Debian
package. Further information is available in [devel oper-reference].
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The Nagios service must now be restarted:
/etc/init.d/ nagi os3 restart

The new plugin then only needsto be registered in Univention Management Console as a Nagios ser vice, see
Section 14.3.1. The name registered under command_name in the macro file must be entered as the Plugin
command, in thisexamplecheck_f sck, and the option Use NRPE enabled. The newly registered service
can now be assigned to individual systems, see Section 14.3.3.
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15.1. Introduction Feedback ()

UCS Virtual Machine Manager (UVMM) is a tool for the administration of hybrid cloud environments. It
allows central monitoring and administration of KVM virtualization servers registered in the UCS domain
and virtual machines operated on it. In addition, virtual machines can be administered in OpenStack or EC2
environments. The administration is performed viathe Univention Management Console module Virtual ma-
chines.

In principle, any operating system can be used on the virtualized systems.

15.2. Installation Feedback ()

UCS Virtual Machine Manager can be installed from the Univention App Center with the application UCS
Virtual Machine Manager. Alternatively, the software package univention-virtual-machine-manager-dae-
mon can be installed. Additional information can be found in Section 5.6.

Administration of OpenStack cloud instances is possible directly after installation of the application with the
Univention Management Console module Virtual machines (UVMM). The Amazon EC2 Cloud Connection
application needs to be installed for the administration of virtual machines in the Amazon EC2 cloud.

To add a KVM virtualization server for the administration via UCS Virtual Machine Manager locally, the
KVM virtualization server application must be installed on a server of the domain from the Univention App
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Center. The application can also be selected directly during theinstallation of anew UCS server. Alternatively,
the software package univention-virtual-machine-manager-node-kvm can be installed.

CPU virtualization support is mandatory for the operation of KVM. Thisis provided by ailmost all current x86
CPUs. For more information, consult the KVM project website: http://www.linux-kvm.org/.

Additionally, the architecture must a so be taken into account during installation of avirtualization server. 64-
bit systems can only be virtualized on UCS systems which are installed using the amd64 architecture. A 64-
bit system (amd64) is recommended for use as the virtualization server.

15.3. Creating connections to cloud computing in- Feedback{ )
stances

UCS Virtual Machine Manager supports connections to OpenStack. Installation of the application Amazon
EC2 cloud connection makes administration of virtual machines on the Amazon EC2 cloud possible.

To create a new connection, the Univention Management Console module Virtual machines (UVMM) must
be opened. Clicking on Create opens a wizard in which the Create a new cloud connection entry needs
to be selected. In the drop-down field that appears you can now select the type of connection. Clicking on
Next starts the set-up wizard. Once you have made the settings, clicking on Finish creates the connection. If
an error occurs, it is displayed and the connection settings can be corrected. If the connection is established
successfully, await animation is shown while the connection-specific information for the cloud connection is
loaded. This covers for example the existing instances and available images for creating new instances.
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15.3.1. Creating an OpenSt
Figure 15.1. Creating a new

Virtual machines (UVMM) @

@univention

Creating an OpenStack connection

ack connection

connection to an OpenStack instance

Host ucsmaster.ucs.local ©
User Administrator @

O]

Module search

Virtual machines (UVMM) ®

Create a new cloud connection.

Please enter the corresponding credentials for the
cloud connection:

Cancel

_OpenStack

Name *

_user

Username *
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Use the following authentication type *

------------------------------

Password *

_https://192.168.0.10

Authentication URL endpoint *

*

L
Search pattern for images *

_projecti

Tenant

regionOne‘

Service region

_compute

Service type

_hova

Service name

L
Service URL endpoint

Finish

Thefollowing settings need to be madein the set-up wizard for creating aconnection to an OpenStack instance:

Table 15.1. Fidds when setti

ng up an OpenStack connection

Attribute Description

Name Setsthe name of the connection. Thiswill later be showninthetreeview
of the Univention Management Console module.

Username The user name to be used for authentication for OpenStack.

Use the following authentication
type

There are two options to choose from. The corresponding value is en-
tered in the field below.

Password
The password corresponding to the user name.

API key
The API key that allows the user access.
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Attribute Description

Authentication URL endpoint The URL under which the authentication end point of the OpenStack
instance can be reached should be entered here. If you want to estab-
lish an encrypted connection, the URL should be entered in the form
https://[...].Asthepubliccertificate for the OpenStack instance
is used for the encrypted connection, this certificate needs to be made
available on the UCS system on which the UCS Virtual Machine Man-
ager application isinstalled. To this end, the public certificate must be
copiedintothe/ usr/ 1 ocal / share/ ca-certificates/ direc-
tory on the UCS server in PEM encryption and furnished with the suffix
. crt. The following commands convert a certificate into the correct
encryption and make the certificate known.

openssl x509 -in [path/to/openstack-
certificate] \

-out form pem -out /usr/l ocal/share/ca-
certificates/openstack.crt

updat e-ca-certificates

The public certificate of the OpenStack authentication end point should
be taken from the configuration of the OpenStack instance. The corre-
sponding value to the certificate's path can be found under ca_certsin
keyst one. conf .

Search pattern for images To create anew virtual machine, only the images that correspond to the
configured search template are used as source images. The default value
"*" (asterisk) is used to show all available images.

Project / tenant The project or tenant name assigned to the user within the OpenStack
environment.
Serviceregion The name of the region in which the user should work. The OpenStack

default valueisr egi onOne.

Servicetype Thetype of the service under which the cloud compute function is avail-
able. The default valueisconput e.

Service The name of the service under which the cloud compute function is
available. The default valueisnova.

Service URL endpoint Optional value: The URL of the service end point is normally deter-
mined automatically when the user logs on to OpenStack. Should auto-
matically determination not be possible, the corresponding URL can be
entered here.

15.3.2. Creating an EC2 connection Feedback {2}

The following settings need to be made in the set-up wizard for creating a connection to Amazon EC2:

Table 15.2. Fields when setting up an Amazon EC2 connection

Attribute Description

Name Sets the name of the connection Thiswill later be shown in thetreeview
of the Univention Management Console module.

EC2 region Here you select the EC2 region to which you want to create the connec-
tion. Virtual machines are always assigned to precisely one region and
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Attribute Description

not visible in other regions. The selection of available images can aso
vary depending on the region. Univention UCS images are available in
all supported regions.

AccessKey ID The access key ID assigned to the Amazon EC2 account is comparable
with auser name.

Secret Access Key The secret access key for access via the Amazon EC2 account is com-
parable with a password.

Search pattern for AMIs Image files used as a source for new instances are referred to as AMIs.
The search filter specified here restricts the display of selectable AMIs
when creating a new virtual instance. The default value "*" (asterisk) is
used to show all available images.

15.4. Managing virtual machines with Univention Man-  rewf
agement Console

The UMC module Virtual machines (UVMM) offers the possibility to create, edit and delete virtual in-
stances/machines and to change their status. In principle, these functions are independent of the virtuaization
technology employed (KVM or cloud-based), however they may vary slightly depending on the hypervisor in
use. Theitemsthat must be observed areillustrated in the following section on the description of the functions.

15.4.1. Operations (Starting/stopping/suspending/deleting/migrat-  reeaacc()
ing/cloning virtual machines)

Figure 15.2. Overview of virtual machines

Virtual machines (UVMM) ®
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In the main dialogue of the UMC module, a tree structure is displayed on the left-hand side, which gives
an overview of the existing virtualization servers. All the virtual machines are listed in the right half of the
screen. If one clicks on the name of a virtualization server, only the instances of that server are listed. The
search mask can also be used to search for individual virtual machines.

Inthe overview of the virtual machines, the computer icon showsthe state avirtual machineisin, e.g., whether
it is running (computer symbol with green arrow), paused (computer symbol with yellow line) or stopped
(computer without additional symboal). Virtual machines in cloud computing environments can also be de-
picted as deleted (computer with red cross) or as pending (computer with hourglass).

The icon showing an arrow pointing right can be used to start avirtual instance.

Running instances can be accessed via the VNC protocol - insofar as this is configured. The icon with the
stylized screen opens a connection with noVNC, a HTML5-based client. Any other VNC client can also be
used for the access; the VNC port is displayed in atooltip above the computer name.

The mor e choice box can be used to perform other operations: The following operations are available on
running instances:

Stop
turns the virtual machine off. It must be noted that the operating system of the virtual machine is not
shutdown first, i.e., it should be compared with turning off a computer by pulling the power plug.

Pause
assignstheinstance no further CPU time. This still usesthe working memory on the virtualization server,
but the instance itself is paused.

Suspend
saves the contents of the machine's system memory on the hard drive and does not assign the machine
further CPU time, i.e., compared with Pause the working memory is aso freed. This function is only
available on KV M-based virtualization servers.

Migrate
migrates the virtual machine to another virtualization server. Further information can be found in Sec-
tion 15.5.7.

The following operations are available on saved or stopped instances:

Remove
Virtual instances no longer required can be deleted along with all their hard drives and 1SO images. The
images to be deleted can be selected from a list. It must be noted that 1SO images and sometimes also
hard drive images may still be used by other instances. They should only be deleted when they are no
longer used by any instance.

Migrate
migrates the virtual machine to another virtualization server. Further information can be found in Sec-
tion 15.5.7.

Clone
createsacopy of thecurrent VM. Itisgiven afreely sel ectable, new name. Network interfaces are adopted,
but can also aternatively be randomly regenerated. Mounted CD and DVD drives from the source VM
are also integrated in the clone, while hard drives are copied insofar as the storage pool supports the
copying. Snapshots are not copied!

The following operations are available for virtual machines operated in cloud-based environments.

Restart (hard)
Restarts the virtual machine as if the reset button had been pressed. This can result in dataloss.
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Restart (soft)
Sendsan ACPI reset event to the virtual machine. If the operating system of the virtual machineinterprets
this correctly, aregular restart is performed.

Shutdown (soft)
Sends an ACPI shutdown event to the virtual machine. If the operating system of the virtual machine
interpretsthis correctly, it is shut down and turned off regularly.

Pause
The machine is not assigned any more CPU time. This still uses the working memory on the physical
host, but the machine itself is paused.

Suspend
Saves the contents of the machine's working memory on the hard drive memory and does not assign the
machine further CPU time, i.e., compared with Pause, the working memory is also freed.

Delete
Turns the virtual machine off and deletes all the corresponding data permanently.

15.4.2. Creating a virtual machine via a cloud connection

Virtual machines in cloud-based virtualization environments can be created in just a few steps in UVMM
using the wizard by clicking on Create.

In the Create a virtual machine or a cloud connection input mask you can select the cloud connection via
which you wish to create the virtual machine. Once a connection has been selected and you have clicked on
Next, the wizard for creating anew virtual machine opens. Once the parameters have been set, the new virtual
machine is created by clicking on Finish.

Table 15.3. Creating a virtual machine via a cloud connection

Attribute Description

Name Defines the name of the virtual machine

Choose a source image / source| The initial status of a virtual machine when created is specified via a
AMI source image (OpenStack) or source AMI (EC2). This type of image
usualy includes a prepared operating systems that the user can cus-
tomize after the start-up. Any number of virtual machines can be created
from one source image.

Choose an instance size Aninstance sizeisassigned to avirtual machinewhenitiscreated. This
iscomposed of available memory and the size of theavailable hard drive
memory. When a virtual machine is created in an OpenStack environ-
ment, the number of the CPU cores is also determined when selecting
thesize.

Select akey pair To allow safe access to the virtual machine via ssh, an ssh key for con-
figuration of the root account is added to the machine thefirst timeit is
started. With thiskey, it is possibleto access the machine via ssh without
a password. For this to happen, there must be access to the private key
part of the key pair. The access to the instance can be performed with
the following command, for example, if the instance is running:

ssh -i [path/to/private/key] root @i nstance-i p-
addr ess]

Configure security group This setting configures which security group is set for the new virtua
machine. A security group determines which TCP ports are approved
for external access to avirtual machine.
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15.4.3. Editing a virtual machine via a cloud connection Feedback { )

By selecting avirtual machine and clicking on Edit you can view the configured settings of thevirtual machine
on a separate page. The IP address viawhich the virtual machine can be reached is shown here in particular.

15.4.4. Creating a virtual instance Feedback {2}

Virtual machines onlocal KVM servers can be created with the assistant in afew stepsin UVMM by clicking
on Create.

Inthe Createavirtual machineor acloud connection input mask you can select the virtualization server on
which you wish to create the virtual machine. If a KVM virtualization server is selected here and Continue
clicked, the machine profile selection page opens. The selection of the Profile specifies some of the basic
settings for the virtual instance (see Section 15.6).

The virtual machine is now given a Name and an optional Description and assigned Memory and CPUs.
The Enable direct access option specifies whether the machine can be accessed viathe VNC protocol. This
is generally required for the initial operating system installation.

Now the disk drives of the virtual machines are configured. The setup is documented in Section 15.5.1.

Clicking Finish concludes the creation of the virtual machine.

15.4.5. Modifying virtual machines Feedback {2}

In the overview list, avirtual machine can be edited by clicking on the icon with the stylized pen.

Figure 15.3. Modifying the settings of a DVD drive

Add a new drive X

Forthe drive a new image can be created or an existing one can be chosen. An existing image should only be used
by one virtual machine at a time.

Choose existing image @,
Drive type :
default ©,
Poal

_ucs_4.0-0-latest-amd64.iso ©,
Drive image

IS0 format (iso) ©,

Image format

Cancel Back

Table15.4. 'General' tab

Attribute Description

Name Defines the name of the virtual machine. This does not have to be the
same as the name of the host in the LDAP directory.
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Attribute Description

Operating system The operating system installed in the virtual instance. Any text can be
entered here.

Contact Defines the contact person for the virtual machine. If an e-mail address
is specified here, an external e-mail program can then be run via the
mouseover that appears.

Description Can be used to describe the function of the virtual machine, e.g. mail
server or it'sstate. The descriptionisshowninthe overview of thevirtual
machines as a mouseover.

The tab Devices alows the configuration of drives and network interfaces. An introduction to the supported
devices, image formats and storage pools can be found in the Section 15.5.1. An introduction to the supported
network card settings can be found in the Section 15.5.4.

Driveslists al existing drives, the image files used, their size and the assigned storage pools. One can click
on the stylized minus sign to delete adrive and Edit can be used to adjust setting subsequently.

Paravirtual drive allows specification of whether the access to the drive should be paravirtualized. Where
possible, this setting should not be changed for a virtual machine which already has an operating system
installed, as this may disrupt the access of partitions.

If drives or network interfaces are subsequently added to avirtual instance, the utilization of paravirtualization
is determined by heuristics or its profile.

Add drive can be used to add an additional drive.

This menu contains alist of al network cards; in addition, new cards can be added or existing ones edited.
Add network interface can be used to add another virtual network card.

The tab Snapshots contains a list of all available snapshots. An introduction to snapshots can be found in
the Section 15.5.6.

Snapshotsincludes alist of al the existing snapshots. Resume can be used to restore an earlier status.

Caution

The current machine state is lost if the old snapshot is restored. However, there is no reason not to
save the current state in an additional snapshot in advance.

A snapshot can be removed by clicking in the stylized minus sign. The current state of the virtual machine
isnot modified by this.

Create new snapshot can be used to create a snapshot with the name of your choice, e.g., DC Master before
update to UCS4.0-1. In addition to the description the time is saved when the snapshot is created.

The settings of avirtual machine can only be changed if it is turned off.

Table 15.5. 'Advanced' tab

Attribute Description

Architecture Specifies the architecture of the emulated hardware. It must be noted
that virtual 64-bit machines can only be created on virtualization servers
using the amd64 architecture. This setting is not shown on i386 systems.
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Attribute Description
Number of CPUs Defines how many CPU sockets are assigned to the virtual instance.
The number of NUMA nodes, cores and CPU threads is not currently
configurable.
Memory Specifies the size of the assigned system memory.
Virtualization technology Thetechnology used for virtualization. Thissetting can only be specified
when creating a virtual instance.
RTC reference In fully virtualized systems, a computer clock is emulated for each vir-

tual machine (paravirtualized systems access the clock on the host sys-
tem directly). This option controls the format of the emulated clock; it
an either be saved inthe coor dinated univer sal time (UTC) or thelocal
timezone. Theuseof UTCisrecommended for Linux system andthe use
of the local time zone recommended for Microsoft Windows systems.

Boot order Specifies the order in which the emulated BIOS of the virtual machine
searches the drives for bootable media. This setting is only available
for fully-virtualized instances. On paravirtualized machines it is only
possible to select one hard drive from which the kernel should be used.

Direct access (VNC) Defines whether VNC access to the virtual machine is available. If the
option is enabled, the virtual machine can be accessed directly via the
UMC module using an HTML5-based VNC client or any other VNC
client. The VNC URL isdisplayed in atool tip.

Globally available ThisallowsVNC accessfrom other systemsthan the virtualization serv-
er.

VNC Password Sets a password for the VNC connection.

Keyboard layout Defines the layout for the keyboard in the VNC session.

15.5. KVM related UVMM features

15.5.1. Image files of virtual machines

246

If virtual hard drives are added to an instance, image files are usually used for the data keeping. An image
file can either be generated for this purpose or an existing image file can be assigned to a virtual machine.
Alternatively, a native block device (hard drive partition, logical volume, iSCSI volume) can be assigned to
avirtual machine. The direct use of block devices offers performance advantages and is less susceptible to
computer crashes.

Hard drive images can be administrated in two ways on KVM systems; by default images are saved in the
Extended format (qcow?2). Thisformat supports Copy-on-write which means that changes do not overwrite
the original version, but store new versions in different locations. The internal references of the file admin-
istration are then updated to allow both access to the original and the new version. Snapshots can only be
created when using hard drive images in Extended format. Alternatively, you can aso access a hard drive
imagein Simple format (raw).

Operating systems use a so-called page cache to accelerate accesses to storage media. If data are accessed
which have already been read off a hard drive and these data are till present in the cache, the comparatively
slow access to the storage medium is not necessary and the request is answered directly from the page cache.

Write accesses are generally also not directly written on the hard drive, but are usually bundled and, conse-

quently, written more efficiently. However, thisinvolvestherisk of dataloss, if, for example, asystem crashes
or the power supply is interrupted. The data which have been only saved in the write cache up to that point
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and have yet to be synchronized on the storage medium are lost. For this reasons, modern operating systems
generally only keep pending write changes for a maximum of several seconds before writing them to the hard
drive.

In order to avoid data being stored doubly in the page cache of the host system and also of the guest system,
cache strategies can be configured with the Caching option when using KVM, which influence the use of
the host system's page cache:

o Thedefault setting since UCS-3.1isnone: inthissetting, KV M accessesthe hard drive directly and bypasses
the page cache on the virtualization server. Read accesses are answered directly by the hard drive every
time and write accesses are passed directly on to the hard drive.

o Thewrite-through strategy uses the page cache on the virtualization server, but every write accessis also
passed on directly to the storage medium. On virtualization servers with alot of free system memory, read
accesses can be more efficient than none. However, the double caching generally has a negative effect on
the overall performance. *

o |fthewrite-back strategy isused, the host's page cache will be used for both read and write accesses. Write
accesses are initially only performed in the page cache, before they are then written to the hard drive at a
later point in time. In this case, if the host system crashes, data may be lost.

o With the unsafe strategy, synchronization requests sent by the guest system are ignored in order to force
the writing of outstanding data on the storage medium explicitly. Compared with write-back, this once
again increases the performance, but can result in data lossif the host system crashes. Thisversion isonly
practical for test systems or comparable installations in which data loss due to the crashing of the host
system is not dramatic.

> The directsync strategy corresponds to none, with the only difference being that here synchronization is
explicitly forced after every write access.

o TheHypervisor default option is dependent on the UCS version and the KVM version with which a guest
systemwasinstalled: Originally, the standard value until UCS 3.0 wasimplicitly write-through, but KVM
was modified to such an extent with UCS 3.1 that none is now used for all old VMs instead. For VMs
re-saved with UCS 3.1 the standard value is implicitly write-through again, but new VMs are explicitly
saved with none.

If alive migration of virtual machines between different virtualization servers is planned, the storage pool
must be stored on a system which can be accessed by all virtualization servers (e.g., an NFS share or aniSCSI
target). Thisis described in Section 15.5.2.

Image files are created as sparse files with the specified size, i.e., these files only grow when they are used
and then up to the maximally specified size and thus initially require only minimal disk space. As there is
arisk here of the disk space being used up during operation, a Nagios monitoring should be integrated, see
Chapter 14.

Where possible, hard drive images should be configured paravirtualized. In the case of UCS systemsinstalled

virtualized in KVM, aparavirtualized accessis activated automatically when the UCS profile is selected. The
configuration of Microsoft Windows systems is documented in Section 15.5.5.

15.5.2. Storage pools Feedback {2}

These image files are stored in so-called storage pools. They can either be stored locally on the virtuaization
server or on afile share. The connection of a storage pool over iSCSI is documented in [ext-doc-uvmm].

Ynstead, it is recommended to make the free memory directly available to the VMs so that they can use the additional memory more efficiently
themselves, for instance for caching.
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15.5.2.2.

15.5.2.3.
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Accessing the default storage pool through a file share Feedback {_)

Each virtualization server provides a storage pool with the name default in the standard configuration. It can
be found on the virtualization serversinthe/ var/1i b/ 1i bvirt/i mages/ directory.

To alow simple accessto the storage pool, you can set up ashareforthe/ var /i b/ 1i bvirt/i mages/
directory. To do so, you need to create a share with the following options in the UMC module Shares. The
share can then be accessed easily from Windows clients via a CIFS network share (or via an NFS mount).

o General/General settings

o Name: UWWMMt Pool

o Host: The hostname of the UVMM server

o Directory:/var/lib/libvirt/inages

o Directory owner, Directory owner group and Directory mode can remain in the default setting
o Advanced settings/Samba permissions

o Valid users or groups. Adni ni st rat or

The image files of avirtual hard drive include all the user data of the virtualized system! The Valid users
or groups option ensures that, irrespective of the file system permissions, only the Administrator user can
access the share.

Adding a storage pool Feedback {-)

Itisnot possibleto create an additional storage pool via Univention Management Console. Instead, this must
be done by logging in to the virtualization server asther oot user. The following steps are required for this:

o Thedirectory in which the data from the storage pool are to be saved must be created; in thiscase/ rmt /
st orage/ .

> The following command is used to create the new Testpool storage pool:
virsh pool -defi ne-as Testpool dir - - - - "/mt/storage"

o Thelibvirt library used by UVMM differentiates between active and inactive storage pools. To be able to
use the storage pool directly, it must be activated:

virsh pool -start Test pool
Thefollowing command ensures that the pool is activated automatically the next timethe system is started:

virsh pool -autostart Test pool

Moving the default storage pool Feedback {-)

To change the underlying file path of the default storage pool at a later point in time, one must log in to the
virtualization server asther oot user. The following steps are required for this:

> The Univention Configuration Registry variable uvnm pool / def aul t / pat h must be changed to the
new directory.

o The following commands remove the old storage pool; the pool is changed over to the new path the next
time the UVMM s restarted:

vi rsh pool -destroy default
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vi rsh pool -undefine default
i nvoke-rc.d univention-virtual - machi ne- nanager - daenon restart
i nvoke-rc.d univention-virtual - machi ne- nanager - node- conrmon restart

15.5.3. CD/DVD/floppy drives in virtual machines Feedback { )

CD-/DVD-ROM/floppy drives can be mounted in two ways:

> An SO image can be assigned from a storage pool. If no additional storage pool has been created, thefiles
from the pool default are read from the directory / var /1 i b/ i bvirt/i mages/.

o Alternatively, aphysical drive from the virtualization server can be connected with the virtual machine.

It is aso possible to provide a virtual machine with a disk drive via an image (in VFD format) or the pass-
through of aphysical drive.

If drives are defined for a new virtual machine, it must be ensured that it is possible to boot from the CD-
ROM drive. The UVMM profile (see Section 15.6) specifies the boot order for the fully-virtualized instances
in advance. For the paravirtualized instances, it is defined by the order on the definition of the drives and can
be adapted subsequently in the settings section.

15.5.4. Network interfaces in virtual instances Feedback {2}

When a virtual machine is created, it is automatically assigned a network card with a randomly generated
MAC address. It can be subsequently changed.

Two types of network connections are possible:

» Inthe basic settings, a Bridge on the virtualization server is used to access the network directly. The virtual
machine uses its own | P address and can thus also be reached from other computers.

o Network Address Trandation (NAT) network cards are defined in a private network on the virtualization
server. To do so, the virtual machine(s) must be assigned an IP address from the 192. 168. 122. 0/ 24
network. This virtual instance is granted the access to the external network viaNAT, so that the accessis
performed viathe virtualization server's |P address. The virtual machine can thus not be reached from other
computers, but can create all outgoing connections itself.

Figure 15.4. Adding a virtual network interface

Bridge ) Default (RealTek RTL-8139)

Type Driver

bro

L 1L 1
Source * MAC address

The UVMM servers are aready preconfigured for bridging and NAT. However, there are restrictions for
bridged network cardswhich aredescribedin Section 8.2.4.1.4.1. For each virtual machinethe desired network
can be selected through the Sour ce setting.

NAT network cards are only restricted by the |P addresses availableinthe 192. 168. 122. 0/ 24 network.
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The Driver can be used to select what type of card will be provided. The Realtek RTL-8139 is supported
by almost all operating systems, the I ntel Pro-1000 offers advanced abilities and a Paravirtual device offers
the best performance.

15.5.5. Paravirtualization (virtlO) drivers for Microsoft Windows Feedback{ )
systems

KVM supports paravirtualization viathe virtl O interface. The use of paravirtualization allows the virtualized
systems direct access to the resources of the virtualization server. This considerably improves performance.
We recommend the use of paravirtualization.

Current Linux systems support paravirtualization as standard. The installation of the KVVM packages provides
suitable images which can then be mounted in a virtual machine in the disk management. The images are
integrated in the storage area specified by the Univention Configuration Registry variable uvmi pool /
def aul t/ pat ht. On KVM virtualization servers, there is an SO image with the name KVM Windows
drivers, which contains the virtl O virtualization drivers for Microsoft Windows.

15.5.5.1. Installation of the virtlO drivers for KVM instances Feedback {-)

In Windows systems installed under KVVM, paravirtualization must be activated before beginning the Win-
dows installation.

The virtlO interface allows the efficient usage of network and storage resources for a virtual machine on the
KVM hypervisor. The following steps describe the installation of the virtlO drivers on Windows 7.

o A CD/DVD drive needsto be setup in the drive settings with theimage KVM Windowsdrivers assigned.

o The hard disk drive has to be edited in the Devices menu in UVMM and the checkbox Paravirtual drive
must be ticked.

o The Driver must be configured to Paravirtual device (virtio) for the network card(s).

o The initial steps during the installation of the Windows system take place as usual. A warning appears
during hard disk partitioning and states that no mass storage could be found. Thisis not an error because
the virtl O drivers are necessary for a paravirtualized device. ThevirtlO drivers can beinstalled in the same
menu with L oad drivers. The Red Hat virtlO SCSI Controller hasto be chosen for Windows 7 (and for
Windows 2003 and Windows 2008 respectively) and the Red Hat virtl O Ether net Adapter for Windows
2008/Windows 7. After the device drivers have been install ed, the mass storage is avail ablein the Windows
installer and the installation of Microsoft Windows can be continued.

o After completing theinstallation thedevicesRed Hat virtl O SCSI Di sk Devi ce and Red Hat
virtl O Et hernet Adapt er can befoundinthe Windows device manager.

15.5.6. Snapshots Feedback {2}

UVMM offers the possibility to save the contents of the main and hard drive memory of a virtual machine
in snapshots. This allows the administrator to revert to these snapshots at a later point in time, which makes
them a useful "safety net" when installing software updates.

Snapshots can only be used with KVM instances which access al their hard drive images in Qcow?2 format.
All snapshots are stored using copy-on-write (see Section 15.4.4) directly in the hard drive imagefile.

15.5.7. Migration of virtual instances Feedback {2}

UVMM offers the the possibility of migrating a virtual machine to another virtualization server. This works
with both paused and running instances (live migration). The option is only offered if at |east two compatible
virtualization servers are available in the domain.
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Figure 15.5. Migrating a virtual instance
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During the migration it must be noted that the images of the mounted hard drives and CD-ROM drive must be
accessible by both virtualization servers. This can be achieved, for example, by storing theimagesin acentral
storage system. Notes on the setting up of this type of environment can be found under Section 15.5.2.

15.5.7.1. Migration of virtual machines from failed virtualization servers Feedback { )

Information about the virtual machines running on the virtualization servers is stored centrally in the UCS
Virtual Machine Manager. If a server fails (failure detection is performed periodically every 15 seconds),
the server and the virtual instances operated on it are identified as inaccessible with ared symbol, awarning
appears and Migrateis offered as the only operation in the menu.

Following the migration, the virtual instance is no longer displayed in the overview tree of the failed virtual-
ization server in the UVMM.

Caution

It must be ensured under al circumstances that the virtual machine on the original and the secondary
server are not started in parallel; this would involve their both writing in the image files simultane-
ously, which would result in data loss. If virtual machines are started automatically after startup, si-
multaneous access must be prohibited by disconnecting the network connection or restricting access
to the storage pool.

If the failed computer is reactivated - e.g., in the case of a temporary power failure - the virtual machines
remain available on the system locally and are reported to UV MM; consequently, there are then two versions
of theinstance.

As such, one of the two instances should subsequently be deleted. However, the employed imagefiles for the
drives should not be deleted at the same time.

15.6. Profiles Fecdback )

Profiles are used to store initial settings when creating new virtual machines. Amongst others this includes
the following settings:

> name prefix for new virtual machines
o number of virtual CPUs
o default RAM size

o default size for new disk images
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o default boot order for fully-virtualized virtual machines
o use of paravirtual device drivers

o default settings for direct access per VNC

> network bridge name

The existing UVMM profiles are stored in the LDAP directory and can also be edited there. The profiles can
be found in the UMC module L DAP directory in the container cn=Pr of i | es, cn=Vi rtual Machi ne
Manager . Additional profiles can also be added there.

15.6.1. Changing default network Feedback {2}

The name of the bridge used as the default network interface is stored in UVMM profiles. If the default
interface br 0 is changed, the name should be updated as well. The following command updates all profiles
currently using interface $OLD to use the bridge $NEW

udm uvnmi profile list --filter interface="$0.D" |

sed -ne 's/"DN:. //p' |

xargs -r -d '\n'" -n 1 udmuvm profile nodify --set interface="$NEW --
dn
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Chapter 16. Data backup with Bacula
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16.1. Introduction

Bacula is a network-enabled data backup solution with a client/server architecture. It allows data backup
and restore in heterogeneous environments. This chapter refers to the univention-bacula package which is
delivered as acomponent of UCS. Other backup solutions can be selected and installed in the Univention App
Center, including Bacula Enterprise.

Baculais composed of arange of individual services and programs, which control the various aspects of the
data backup:

o

The director daemon is the central control unit in which most settings for backup and restore are saved.
The remaining Bacula services are configured in the director.

The storage daemon controls access to the backup media (e.g., a tape library or hard drive) and receives
the instructions from the director about which systems should be backed up or restored.

The file daemon is installed on the clients and receives the instructions of the director about which files
should be backed up or restored via which storage daemon.

The catalog saves al the backups in a database and allows the restore of individual files or directories.
The Bacula console is the central user interface for the director daemon. The backup / restore jobs can be
started here. It can also be used to perform administrative tasks - such as the integration of backup media
- and requesting status information.

The Bacula administration tool is agraphic version of the Bacula console.

The backup settings (datato be backed up, backup mode and times) are thus configured in the director daemon
and the backup started automatically or via the Bacula console. The file daemon then supplies the datato be
backed up to the storage daemon, which is responsible for saving the data on physical media. In addition,
meta information concerning the backups are also saved in a database via the catal og.
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Figure 16.1. Bacula Schema
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16.2. Scope of backup on a UCS system Feedback{ )

If there is sufficient storage capacity available, it is recommended to back up the complete system. However,
not all the data on a UCS system need to be backed up. For example, the program packages delivered with
UCS are available after reinstallation anyway.

The following information gives an overview of atypical system. Deviations are possible depending on the
software installed. This must be checked in each case and carefully tested with a test restore run!

The/ dev/,/proc/ and/sys/ directories only contain files automatically generated by the kernel, so
they do not need to be backed up.

These files should generally always be backed up: The/ hone/ and / r oot directories contain user data,
the configuration of the UCS systemisbacked upin/ et ¢/ andthe/ var/ directory includes runtime data
such as the mails of amail server.

The/bin/,/boot/,/lib/,/usr/ and/sbin/ directories usually only include programs and data
delivered with the UCS install ation.

16.3. Installation Feedback ()

In this documentation it is assumed that the director daemon, storage daemon and catalog are present on one
asystem, the Bacula server. These components are set up by installing the univention-bacula package.

Thefile daemon must be installed on al the systems on which data are to be backed up using the bacula-client
package.

The storage of the catalog data is performed in a PostgreSQL database, which is created during installation.
The access information for this database (database name, name/password of database user) are then available
in the / et ¢/ dbconfi g- conmon/ bacul a- di rect or - pgsql . conf filein the dbc_dbpass and
dbc_dbuser fieds.
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16.4. Configuration of the backup components Feedback{ )

The configuration of the Bacula services is performed via various configuration files. The following text
explains important options; further configuration options are described in the Bacula documentation.

16.4.1. Directory Daemon Feedback )

Thedirectory daemonismanaged viathe Director section of the/ et ¢/ bacul a/ bacul a- di r. conf file.

The default values can be kept, only the Di r Addr ess option should be changed from 127. 0. 0. 1, in
other words | ocal host , to the IP address of the Bacula server. In addition, the Passwor d field should
be configured

Director {
Name = sec-dir
Dl Rport = 9101
QueryFile = "/etc/bacul a/ scri pts/query.sql"
Wor ki nghDirectory = "/var/lib/bacul a"
PidDirectory = "/var/run/bacul a"
Maxi mum Concurrent Jobs = 1
Password = "master-dir-password”
Messages = Daenon
Di r Address = 192. 168. 100. 125

}
16.4.2. Storage Feedback {2}

The storage daemon is managed via the Sorage section of the/ et ¢/ bacul a/ bacul a- sd. conf file.

Here the default values can largely be retained; only the SDAddr ess option needs to be adapted to the IP
address of the storage daemon.

St or age {
Name = sec-sd
SDPort = 9103
Wor ki nghDirectory = "/var/lib/bacul a"
Pid Directory = "/var/run/ bacul a"
Maxi mum Concurrent Jobs = 20
SDAddress = 192. 168. 100. 125

}
The Director section refers to the Bacula server and a password is set that the server must use for access:

Director {
Name = sec-dir
Password = "nmst er - st or age- passwor d”

}
16.4.3. File Daemon Feedback {2}

Thefile daemon is managed viathe configuration file/ et ¢/ bacul a/ bacul a-f d. conf and must be set
up on all systems that are to be backed up.

In the Director section, the Name option should be set to the name of thedi r ect or (see Section 16.4.1). A
client password must be set for every system. In addition, the FDAddr ess option in the FileDaemon section
should be set to the computer's | P address.
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Director {
Name = sec-dir
Password = "cli ent - password"

}

Fi | eDaenon {
Name = sec-fd
FDport = 9102
Wor ki ngDirectory = /var/li b/ bacul a
Pid Directory = /var/run/bacul a
Maxi mum Concur rent Jobs = 20
FDAddr ess = 192. 168. 100. 125

}

Every computer to be backed up must also be registered in the/ et ¢/ bacul a/ bacul a- di r. conf file
in the director with the password specified above:

Cient {
Name = cli ent- host
Address = 192. 168. 100. 125
FDPort = 9102
Cat al og = MyCat al og
Password = "cli ent - password"
File Retention = 30 days
Job Retention = 6 nonths
Aut oPrune = yes

}
Bacula Console Feedback {2}

The Bacula consoleismanaged inthe/ et ¢/ bacul a/ bconsol e. conf configuration file.

Here, the address of the computer on which the director daemon is running and its password must be entered
in the Director section (see Section 16.4.1):

Name = | ocal host-dir
Dl Rport = 9101
address = 192. 168. 100. 125
Password = "master-dir-password”

Firewall adjustments Feedback { )

In the basic Univention Firewall setting, the incoming packages are blocked/refused for all ports.

The ports used for Bacula must be approved accordingly. Access to the file daemon must be permitted on all
systems. Thisis done by setting the Univention Configuration Registry variablesecuri t y/ packetfil -
t er/ package/ bacul a/ t cp/ 9102/ al | to ACCEPT and then restarting Univention Firewall.

Port 9103 must also be approved in the same way on the Bacula server.

In adistributed setup, it may be necessary to permit the ports 9101/TCP (connections from the console to the
directory) and 9103/TCP (connections from the directory and file daemon to the storage daemon) as well.

16.5. Configuration of the backup (interval, data, etc.)  rewefl
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In Bacula one can define resources which when combined in a job represent a certain action, such as the
backup of X datafromY computer on the Z medium. Among others, the following resources are available:
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> Access to physical backup mediais defined in adevice, e.g., the type of device and how it is connected.

o The different backup media (e.g., tapes or hard drives) are identified as volumes. Volumes can be created
manually or directly by the director. Bacula furnishes the volumes with software labels for identification.

o Bacula manages the volumes in pools. Any number of volumes can be combined and their properties de-
fined. Backupsare only performed for pools. When doing so, Baculamanagesthe utilization of the volumes
and monitors when volumes can be overwritten again.

> A schedule defines when an action is performed. Additional options for an action can also be set or over-
written here.

o A FileSet defines which files or directories should be backed up, whether they should be compressed and
which metainformation (e.g., ACLSs) should be backed up.

o Every computer from which the data should be backed up istreated asaclient in Bacula. Client jobs define
which computer isreferred to and how the file daemon of the client can be accessed (e.g., password).

A job combines al of the information above. There are two types of job: restore and backup. In addition, the
backup process of the backups (incremental, complete or differential backing up) is also defined here.

Messages are used to define how to handle Bacula status messages. Messages can be saved in log files, dis-
played on the console or sent by e-mail, for example.

16.6. Administration via the Bacula console Feedback { )

The Bacula console can be used to export information about the status of Bacula, start backup jobs or restore
data. It is started with the bconsol e command.

Thest at us command displays statusinformation. A list of the director's upcoming, running and ended jobs
is exported.

Backup jobs can be started automatically, e.g., every weekday. Backups and restores can aso be started in-
teractively viathe Bacula console:

o Ther un command can be used to start ajob. In addition, alist of available jobsis displayed from which
one has to select the required job. The nod command can be used to set and change options such as the
backup type for the job. Confirming with yes starts the job.

o Ther est or e command can be used to restore data. 3 (Enter |ist of comma separated
Jobl ds to sel ect) cannow beused to select abackup job from which the data should be restored. A
file browser then opens in which one can browse using the standard commandscd and| s. mark FI LE
andmar k -r DI Rselect filesand directories respectively for the restore. Once al the required data are
selected, thefile browser is exited with done. Oncethe client is specified and some options for the restore
job confirmed (e.g., where the data should be copied to), the job can be started with yes. The selected data
will be saved in the configured restore directory. If atapeis required for a backup or restore and it is not
in the drive, Bacula requests the tape explicitly

Further information on the Bacula console can be found in the Bacula documentation or viathe hel p com-
mand.

16.7. Backup of the catalog database Feeavack{ )

The meta data of the backup are stored in the catalog. As standard, the catalog is stored in a PostgreSQL
database, which should also be backed up. Thisis performed via a backup job, which saves an SQL dump
of the database.

# Backup the catal og database (after the nightly save)

_ ) 257
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Job {
Name = "BackupCat al og"
JobDef s = "Defaul t Job"
Level = Full
Fi | eSet =" Cat al og"
Schedul e = "Wekl yCycl eAft er Backup"
# This creates an ASCI| copy of the catal og
# Argunments to make cat al og_backup. pl are:
# nmake_cat al og_backup. pl cat al og- nane
RunBef oreJob = "/etc/bacul a/scri pts/ make_cat al og_backup. pl M/Cat al og"
# This del etes the copy of the catal og
RunAfterJob = "/etc/bacul a/scri pts/del ete catal og backup"
Wite Bootstrap = "/var/lib/bacul a/ %. bsr"
Priority = 11

# This schedul e does the catalog. It starts after the WeklyCycle
Schedul e {

Name = "Wekl yCycl eAft er Backup"

Run = Full sun-sat at 23:10

# This is the backup of the catal og
FileSet {
Name = "Catal og"
I ncl ude {
Options {
signature = MD5
}
File = "/var/lib/bacul a/ bacul a. sql "
}
}

Theinstructions RunBef or eJob and RunAf t er Job arerun before and after the actual backing up of the
scripts respectively. In the case of the catalog, make _cat al og_backup is used prior to the backup to
create an SQL dump of the catalog database and saved under / var /| i b/ bacul a/ bacul a. sql . This
file is then deleted again following successful backup.

In addition, Wit e Boot st r ap isused to generate a bootstrap file for the backup of the catalog. Thisfile
documents how the data can be restored, i.e., on which volume they are saved and where on the volume they
are. Thisis normally performed by the catalog itself, but for the backup of the catalog itself, a bootstrap file
isrequired. It should also be backed up independently of Bacula.

The backup job for the catalog with the corresponding FileSet and Schedule is available as atemplate in the
configuration of the director daemon and merely needs to be adjusted.

16.8. Further information Feedback { )

258

Further information on the setup of Baculais available on the following websites:

o http://blog.bacula.org/
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o http://wiki.bacula.org/doku.php
o http://www.bacul a.org/5.2.x-manual sen/main/main.pdf

o https://en.wikipedia.org/wiki/Bacula

” : 259
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